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1. Introduction 

The Enterprise Incident Management System (EIM) is used to record, track, and resolve specific events, 
accidents or other happenings involving consumers of services provided under the Office of 
Developmental Programs – Intellectual Disabilities / Autism (ODP-ID/A). This manual presents 
descriptions of the operational elements of this software and instructions on the use of EIM’s features 
to record incidents, review them, and maintain the data needed for reporting and trending. 

Listed below are the functional divisions of this manual. 

• Key Terms and Concepts:  
This section provides brief descriptions of key terms and concepts used throughout this 
manual. 

• EIM User Interface Controls:  
This section describes user interface elements that are common to many EIM pages. 

• Common Pages:  
This section presents the non-configurable EIM pages such as search pages, report request 
pages and the EIM workload dashboard.  

• Incident Management Pages:  
This section describes incident management pages. These “pages” are the software screens 
that you fill out and enter information into to record the physical event or happening in the 
system. Logical collections of these pages are called documents. The documents, therefore, 
consist of various pages for recording fact-finding results, classifications, evaluations, 
reviews, investigations, etc., that all come together to create the EIM incident. 

• Supports Coordinator (SC) Comments 
This section offers complete instructions on the use of this module, which lets supports 
coordinators communicate comments or concerns about an incident to management 
reviewers, who then act to address the comments expressed. 

• Provider Certified Investigator Reports: 
This document provides an area in EIM where information about a certified investigation can 
be captured and recorded. This document is completed by a certified investigator. 

• Provider Administrative Reviews 
Incidents that receive a Provider Certified Investigator report (Provider CIR) pass through an 
Administrative Review, which serves as the approval of the CIR. The Administrative Review 
document helps the administrative review committee properly assess the possibility of 
approval. 

• Incident Detail:  
This section describes the actions that users can perform as needed as part of working an 
incident. 

• EIM Reports 
This section provides an overview of the general reports not associated with investigations 
and administrative reviews that are available in EIM. Details on their purposes and the 
information they contain is provided. 



Office of Developmental Programs 

7 | P a g e  
 
 

• Appendix:  
This section describes, among many other things, the Alerts Matrix, which is used to notify 
users of certain system changes and processes; a complete list of primary and secondary 
categories that are used to classify incidents, incident subject areas for use in reporting and a 
list of relevant acronyms. 
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2. Key Terms and Concepts 

Following are some of the key terms that are used throughout this manual.  

Roles: 

Your role(s) largely determine(s) the actions you can perform in the EIM system. Roles dictate the pages 
that you can access in EIM and whether you can enter or make changes to the data on the pages. Your 
role may dictate that you can only view some data and not update it at all. You may not be able to 
perform actions at all on certain pages. It is possible for a user to have more than one role in EIM. 

Please see the tables below and on the next two pages where the current roles matrix is presented. 
The roles matrix is a chart that lists the various roles and indicates which pages and/or functions are 
permissible to access or perform for each role. Below is the key to the letters that are used in the matrix 
to indicate the permission. Footnotes for references in the charts appear on page10.  
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Notes 

1. Currently ODP-ID/A does not allow extensions for investigation documents. 

2. In addition to the role, there are other requirements to initiate optional state management 
review: State scope, incident status of Closed, no previous management review performed. 

3. Access to the Mortality Review Report and incident details within the Mortality Review 
documents will be governed by scope rather than role.  ODP-ID/A users with a State or 
Regional scopes and OLTL users with State scope can access this information.  

4. Currently ODP-ID/A and ODP-BSASP do not allow extensions for Administrative Review 
documents. 

5.  Access to SC Comment functionality on the Dashboard will be governed by scope rather than 
role. ODP-ID/A users with an SC or AE scope and ODP-BSASP users with an SC or Regional 
scope can access this functionality. 

6. Access to SC Comment functionality within an incident will be governed by scope rather than 
role. ODP-ID/A users with an SC, AE, Regional, or State scope and ODP-BSASP users with 
an SC, Regional, or State scope can access this functionality. 

7. County/AE and Regional Management Reviewers for ODP-ID/A and Management Reviewers 
for ODP-BSASP can file extensions for Final Section documents on behalf of the initiating 
organization. 

8. Role can only be assigned to users by Program Office Administrators and must be used in 
combination with another role with incident access. Role is currently designed to grant MCO 
users the ability to delete CHC incidents. 

9. OLTL users with an OLTL State scope and the Incident Admin role have the ability to initiate, 
update, and submit incident documents for incidents reported by providers, SCEs, and MCOs. 
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Incident Management Role Descriptions: 

• Incident Reporter: This role allows users to record incidents in the EIM system. Users with the 
Incident Reporter role can enter the first and final sections of the incident report, request a 
report extension and link/unlink incidents. Only the Incident Reporter role can submit the 
incident report final section. Users with the Incident Reporter role have the ability to mark an 
incident confidential at the provider level and assign it to a specific Incident Point Person. The 
Incident Reporter can still view incident reports marked as confidential. Users with the Incident 
Reporter role can also run reports in EIM.  

• Incident Point Person: This role also allows users to record incidents in the EIM system. Users 
with this role cannot submit the final section. Users with the Incident Point Person role can 
view and update incidents that have been marked confidential by an Incident Reporter within 
their organization.  

o Note: The Incident Reporter and Incident Point Person roles are NOT interchangeable. 
Only individuals with the Incident Reporter role can submit the incident report final 
section. 

• Incident Reviewer: This role allows users to perform incident management reviews. 

• Incident Administrative Reviewer: This role lets users initiate, modify, and submit Provider 
Administrative Reviews; upload documents and delete uploaded documents; link incidents; 
run reports and view and delete alerts. 

• Incident Investigator: This role allows users to perform incident investigation functions in the 
system. 

• Incident Read-Only: This role allows users to view the incident documents in read-only mode. 

• Incident Admin: This role allows users to view/delete alerts, delete/undelete incidents, link to 
incidents and remove linked incidents.  

• Custom Report Admin: This role allows users to create and save custom report queries.  

Mandatory/Conditionally Mandatory Fields: 

• Mandatory fields are indicated with a red star          on the EIM page. 

• Conditionally mandatory fields become mandatory depending on responses in one or more 
mandatory fields that have already been completed. Conditionally mandatory fields are not 
marked on the screen when they become conditionally mandatory. 

Read-Only Access versus Update Access: 

You experience both read-only and update access in EIM depending on: 

• Your role and scope in the system (see the next page of this manual for details on what “scope” 
refers to), or 

• Whether a document you have update access to has been submitted.  
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When a user is working with an incident in read only mode, fields on the pages are “grayed-out” and 
cannot be updated. In addition, pages in the incident report that display data in a table format present 
a [VIEW] button, not an [EDIT] button, that the user clicks to see the complete information that is 
summarized in the table. The small tables that appear within pages in EIM often present less 
information than what you see on the page. 

To view a complete entry in a table when you have only read-only permissions, highlight the entry in 
the table, as indicated by the top arrow in the illustration below. Click the [View] button, as shown by 
the arrow on the right side of the illustration, and the data originally entered in the fields below the 
table appears as entered. Note the bottom arrow in the illustration below, which points to the 
description that was entered. The description is not part of the record appearing in the table.  

If you had update access to this EIM page, the [VIEW] button would be an [EDIT] button, and none of 
the fields would be grayed out (assuming that this page is not part of an unsubmitted document). 
 

 

Scope: 

A user’s scope in EIM determines what information, or whose information, the user can access in the 
system. 

• Provider: A provider’s scope includes the individual consumers who receive services from the 
provider’s organization. The provider must have had an authorized service on an Individual’s 
Support Plan (ISP) within the last 365 days or have a consumer/provider relationship 
established in the Home and Community Services Information System (HCSIS) to view and file 
an incident for the individual in EIM. Providers do not have access to the information of 
individuals receiving services from other provider organizations. 

• Supports Coordinator (SC): A supports coordinator’s scope includes the individuals whose 
plans the SC manages and the providers that serve those individuals. The Supports 

Click the View button. 
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Coordination Organization (SCO) must have had an authorized service on an individual’s 
support plan (ISP) within the last 365 days or have a consumer/provider relationship 
established in HCSIS to view and file an incident for the individual in EIM. 

• Administrative Entity (AE): An administrative entity’s scope consists of individuals that are 
registered with the AE/county program. 

• Office of Developmental Programs (ODP) Region: A region’s scope includes the various 
counties that fall within that region of the state. 

• ODP Staff: ODP staff’s scope includes all individuals and providers in ODP programs. 

• State Centers: Scope includes those individuals receiving care within the state facility for those 
specific counties/joinders represented. 

Page: 

Each incident document is comprised of one or more pages. A page includes a group of questions and 
fields that are displayed on a single EIM page. Pages are sometimes referred to as “screens.” 

Document: 

For every incident recorded in EIM, a predefined set of documents must be completed and submitted. 
Below is a list of all the current incident documents. Some of them may not be required, depending on 
the circumstances of the incident. 

• Incident Documents 

o Incident First Section 

o Incident Final Section 

o Initial County Management Review  

o Initial Regional Management Review 

o Provider Certified Investigator Report 

o Provider Administrative Review 

o County Management Review 

o Regional Management Review 

o County Investigation 

o Regional Investigation 

o State-Center Management Review 

o State-Center Investigation 

After a new incident is created and as sections are completed, based on responses, EIM automatically 
generates the documents that are required to be completed.  
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3. EIM User Interface Controls 

This section describes common user interface controls that appear on many EIM pages. 

EIM Main Menu Buttons:  

The EIM header bar is common across all pages in the EIM application. It allows users to navigate to 
the different sections of the EIM system. It includes the following icons: 

• Home: Click [Home] to open the My Workload Dashboard screen. 

• Search: Click [Search] to open the individual, provider, and incident search screens. 

• Reports: Click [Reports] to open a page where you can request a report and set its filter 
parameters. 

• Help: Click [Help] to display context-sensitive help tips for the current EIM page. 

 

EIM Footer Menu Bar: 

The EIM footer is common across all pages in the EIM application. It contains navigation links that let 
you do the following: 

• Click [HCSIS] to open HCSIS using your current EIM login. You may click this link ONLY if you are 
using Microsoft Internet Explorer to work with EIM. Do not open HCSIS using any internet 
browser other than Microsoft Internet Explorer. 

• Click [PRIVACY POLICY] to open the Commonwealth of Pennsylvania’s Privacy Policy  

• Click [LOGOUT] to IMMEDIATELY close EIM. You are not prompted to confirm the logout; it 
happens as soon as you click the link. 

 
Go-To Drop-Down: 

This drop-down box is displayed on all pages within an incident document and allows users to navigate 
to any available page within that document. 
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Search Screen Tabs: 

These tabs are used to navigate between the search screens available within EIM. Specific tabs are 
displayed or hidden based on the role(s) of the logged-in user. 

 

EIM Tables: 

Specific EIM tables provide the sorting feature and the filtering features described below.  

• Sorting: You can sort a table’s data by the values in a column by clicking on the up/down      
button in the relevant column header. Click inside the column header to make the arrow 
appear. 

• Filtering: You can click the      button to filter to see only the data you need to be displayed 
on specific pages (such as search pages). Select the filter operators (listed below) in the drop-
down boxes to apply them to values you enter in the text boxes to create filters that display 
only the data you need. 

▪ Is equal to 
▪ Is not equal to 
▪ Starts with 
▪ Contains 
▪ Does not contain 
▪ Ends with 
▪ Is empty (or Is Null) 
▪ Is not empty (or Is Not Null) 

The illustrations below and on the next page show sample filters and how they look when applied as 
described above. 

EIM Tables Function Screenshot – Equal to:  
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EIM Tables Function Screenshot – Contains:  

 

EIM Tables Function Screenshot – Calendar Feature:  

Date columns present a list of criteria that is slightly different from the list above. The criteria are: Is 
equal to, Is not equal to, Is after or equal to, Is after, Is before or equal to, Is before, Is null, Is not null. 

 

 

 

Incident Details Bar: 

The Incident Details bar displays high-level information about the incident you are currently working 
on and provides mechanisms for you to quickly access high-level information for the individual or 
provider (if applicable). 

 

• ID: This is the unique identifier for the incident. 

• Version: The Version field identifies under which production version of EIM the incident was 
created. 

• Type: This identifies the incident type, whether it is individual or site-level. 
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• Primary Category: The primary category of the incident. You can view the secondary category 
associated with the incident by letting your mouse pointer hover over the Primary Category of 
the incident (see illustration below). 

• Status: The current status of the incident, whether open, closed or deleted. 

• Individual: Displayed strictly for incidents that are related to an individual. When the 
individual’s name is clicked, the Individual Information popup window opens (see illustration 
below). 

• Provider: Displayed for all incidents. When the provider’s name is clicked, the Provider 
Information popup window opens (see illustration on the next page). 

• MCI:  You can navigate to the Individual Detail page by clicking the MCI hyperlink within the 
individual’s incident.  When the Individual Detail page is accessed via the MCI hyperlink, the 
Waiver/Program and Residential County fields display as blank and the [CREATE] button that 
allows users to initiate an incident does not appear (see the illustration on the page after next). 

• Discovery Date: This is the discovery date entered for the incident. 
 

Displaying Secondary Category(ies) 

 

 

  
Let your mouse pointer hover 

over the primary category to view 

the secondary category 

associated with the incident. 
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Individual Information Popup Window: Provider Information Popup Window:  

This window allows users to view read-only 
information about the individual for whom the 
incident has been filed 

 

This window allows users to view information about 
the provider and the provider service location 
pertinent to the incident.  

The Service Location Specialty field appears only for 
ODP-ID/A. This field is not displayed when the service 
location has overlapping specialties among 521, 522, 
520, 456 and/or 524. EIM also does not display the 
Service Location Specialty field if the service location 
does not offer any one of these specialty codes. 
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Individual Detail page via MCI Hyperlink 

Clicking the MCI hyperlink in the Individual Incident screen opens the Individual Detail page (illustrated 
below.  When you open this page using the MCI hyperlink, the Waiver/Program and Residential County 
fields show as blank, and the [CREATE] button you use to start creating an incident does not appear. 

 
 

Common Buttons: 

EIM provides the following buttons on incident forms (see illustrations below): 

• Check Spelling: This feature appears on screens that contain 4000-character text boxes. When 
you click [CHECK SPELLING], the spell check window opens and displays all misspelled words 
on the screen. 

• Undo Changes: Click this button to clear all fields and populate them with the last set of saved 
values (if applicable). 

• Save: Click this button to save the data on the screen without navigating away from the screen. 

• Back: Click this button to navigate to the previous screen within an incident. 

• Save and Continue: Click this button to save the information on the screen and then navigate 
to the next screen in the incident document.  

• Continue: Click this button to navigate to the next screen in the incident document that you 
cannot edit or that has been submitted. 

Illustrated below are the buttons users see when the user role(s) grants access and permission to 
make and save changes: 
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Illustrated below are the buttons users see when the user role(s) grants view-only access, or when 
the page is in a submitted document: 
 

 

Submitting documents within the Incident Workflow: 

When you finish filling out the last page in a document and click [SAVE & CONTINUE], the Incident 
Detail screen appears. From this screen, you can choose to validate or submit the document. 

There are two ways you can check a document for errors in EIM: 

• Click the [VALIDATE] button in the Incident Detail screen (illustrated below) to verify that all 
the required fields in the document are complete. 

• Click the [SUBMIT] button in the Incident Detail screen (illustrated below), and the system 
automatically checks for errors and then submits an error-free document. (If errors are 
present, EIM will not submit the document.) 

If you click [VALIDATE], the data in all the pages in the document is validated, and you can see a list of 
any errors on each page. If there are no errors, you can then submit the document.  

If you click [SUBMIT], EIM checks for errors before processing the submission. If there are any errors, 
you must make the changes required and then click [SUBMIT] again to resubmit the document.  

Note: The system lets you click [SAVE & CONTINUE] in the various pages of a document, even though 
there may be errors on those pages. These errors will not be identified by the system until you click 
[VALIDATE] or [SUBMIT].  
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Warning Messages 

You may receive warning messages after submitting an incident document. Warning messages do not 
prevent you from submitting documents. The messages indicate additional actions that you may need 
to take in the system based on the content of the incident report being submitted.  

Example of Medication Error Warning Message: 

 

Example of Restraint Warning Message: 
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4. Common Pages 

This section provides an overview of common pages that users can access to find and view information 
in EIM. 

This site map shows how users can navigate among common pages in EIM: 
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4.1 EIM Landing Page 

The EIM landing page (illustrated below) is a public-facing entry point to the EIM system. It provides 
navigation to the following locations: 

• The EIM System 

• EIM Training Materials 

• Frequently Asked Questions 

This page also presents system news published for anonymous users, such as public users who may 
not have an EIM user ID.  

 

Enter the Uniform Resource Locator (URL) given below to open this landing page for EIM. 

https://www.hhsapps.state.pa.us/EIM 

Note: You may use the following web browsers and versions to work with EIM: Microsoft Internet 
Explorer 11; Microsoft Edge v.44.17763.1.0; Google Chrome v.72.0.3626.109, Mozilla Firefox v.65.0.1 
or Safari v.12.0.1.  
IMPORTANT: Do not open HCSIS in any browser other than Microsoft Internet Explorer 11 if you open 
EIM using the HCSIS menu.  

https://www.hhsapps.state.pa.us/EIM
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4.2 Login Page 

The EIM system uses Unified Security (USEC) for user management. This approach allows users to have 
a common username and password for many of the Department of Human Services (DHS) enterprise 
systems. In addition, this allows users to navigate between EIM and any other systems (such as HCSIS) 
that use Unified Security without having to log into each system separately. 

EIM users log into EIM through the USEC login pages. When users submit their username and password, 
USEC passes information about the user to EIM, which allows EIM to pre-populate with information 
about the user. 

Note: You may use the following web browsers and versions to work with EIM: Microsoft Internet 
Explorer 11; Microsoft Edge v.44.17763.1.0; Google Chrome v.72.0.3626.109, Mozilla Firefox v.65.0.1 
or Safari v.12.0.1. Do not open HCSIS in any browser other than Microsoft Internet Explorer 11 if you 
open EIM using the HCSIS menu. 
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4.3 My Workload Dashboard 

The My Workload Dashboard screen provides a summary of the user's workload and allows users to 
view and manage their incident tasks from one screen. Users are able to perform the following actions 
on the dashboard:  

• Create new incidents 

• Filter for and view documents that require the user's attention 

• View and export the details of each identified incident 

• View and delete alerts generated for the user 

• View system news published for the user  
 

 
Note: 

• There is more than one version/view of the dashboard. Depending on your role and scope, 
some of the components may not be available. This manual includes information for all 
versions of the Dashboard.  

• The dashboard contains three separate views accessible via tabs. By default, the "Work Items" 
tab is displayed as the first screen you encounter when logging into EIM. The Filters buttons 
on this screen are applicable only to the "Work Items" tab and have no relevance to the other 
tabs.   
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Work Items Tab: 

The Work Items tab (indicated by the callout in the illustration below) displays the Documents 
Requiring My Attention list, which is a display of open incidents that have documents that require the 
logged-in user’s attention. Documents appear in this display only if their status is “Created” or “In 
Progress.” Users see only documents that have been assigned to them or one of their organizations. 
Not all users have work items assigned to them based on their assigned roles in the system.  

 

       

The date categories in the Documents Requiring My Attention panel are based on incident due 
dates.  The due dates are categorized as Overdue, Due Today, Coming Due, Due Date not Assigned 
and Total. These categories are arranged to help users target and work on the more pressing 
incidents first, for example, by finalizing incidents appearing in the first column, the ‘Overdue’ 
column, first. Incidents without discovery dates or categories show as not having a due date. This 
column underscores that users need to update and work these incidents. 

The due-date structure on the Dashboard is as follows: 

• Overdue indicates incidents that have a due date that has already passed.  

• Due Today indicates incidents whose due dates are today.  

• Coming Due indicates incidents that are not due today but will come due within 
the next 30 days. Incidents for which an extension was filed also appear in this 
column and do not show as overdue until that extension has expired. 

• Due Date not Assigned indicates incidents that have just begun, and the 
components that help determine the due date, such as the incident primary and 
secondary categories and the discovery date, have not yet been selected.  

 

Click this button to start a new 
incident. See the next page for 
an explanation. 

Click this Work Items tab to 
open the Work Items panel 
if it is not already open. 

Click this button to start a 
new incident. See the next 
page for an explanation. 
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Create New Incident Button:  

Clicking the [CREATE NEW INCIDENT] button in the top-right corner of the Dashboard (pointed out by 
a callout in the illustration on the previous page) is the first step you take to create an incident. The 
button is displayed based on the role and scope of the user. For example, if you do not have a role to 
allow you to create a new incident, you do not see the [CREATE NEW INCIDENT] button on your 
Dashboard. 

Detail Summary   

When a user clicks one of the hyperlinked numbers in the Documents Requiring My Attention panel, 
detailed information about the related incident or complaint documents is displayed in the Detail 
Summary panel. The information in this panel is sorted in reverse chronological order (most recent 
first), based on the incident ID. Users can access any of the incidents listed in this panel by clicking 
the corresponding hyperlinked ID. The Incident Detail screen displays the relevant incident so that 
the user can begin work. 

Filters: 

There are two types of filters on the Dashboard. One set of filters (indicated by the callout A below) 
lets you expand or limit the number of links that appear in the Documents Requiring My Attention 
panel. Another type of filter (indicated by the callout B below) is used to work with the results that 
appear in the Detail Summary panel. Filters are available to logged-in users based on their role and 
scope.  

Detailed instructions on the use of these filters begin on the next page. 

Filters Used with the Documents Requiring My Attention Panel: 

The first time you open the Dashboard, all the filters indicated by callout A on the previous page are 
selected by default to show the maximum number of items. The filters you have available are defined 
by your scope and role. The illustration below shows the filters available for a few sample roles. 
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However, you can modify these default filter selections and click the [Apply] button (see below) to 
apply their changes. When these selected filters are applied, the data is updated in the display in the 
Documents Requiring My Attention panel. You can select all filters or deselect all filters by clicking 
[Select All] or [Unselect All], respectively.  

Incident Reporter/Point Person County Incident Reviewer Regional Incident Reviewer 

  

 

These filters are used to 
display the data appearing in 
this panel. 
 

B 

A 

These filters are used to 
define the data appearing 
in this panel. 
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In addition to applying and removing filters in an ad-hoc, case-by-case fashion, you can also define a 
set of filters to always apply by default each time you open the dashboard. Defining and applying a set 
of default filters does not keep you from modifying or clearing your filters or from creating a new, 
different set of default filters. Set your default filters by selecting the filters and clicking the [Set As 
Default] button (indicated by the callout above). 

Note: The Select All checkbox is within each filter category (Program Office, Organization, etc.) and is 
highlighted by the red box in the illustration below. This check box allows you to select or deselect all 
values within the specific category. You can select/deselect all filters in each category individually. 
Clicking the Select All checkbox within each filter category alone does not apply the filter 
criteria/selections. You must click [Apply] to apply any filter criteria selections. You can have only one 
set of default filters at a given time. 

 

 

 

 

Click the [Apply] button 
to put your filter 
selections into effect. 

Use these two buttons 
to select all of the filters 
or deselect all of them. 

Click the [Set As Default] button to 
use the set of filters you select 
and apply every time you open 
the Dashboard. 
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Users can apply filters of the following types in the Documents Requiring My Attention Panel: 

• Program Office: This filter contains a list of all the program offices to which the logged-in user 
has access. When this filter is modified, users can see only incident documents filed for the 
program office(s) selected. 

• Organization: This filter contains each organization that the user belongs to. When this filter 
is modified, users can only see documents that are assigned to the selected organization or to 
the specific logged-in user. If the user has filtered out one of their program offices, any 
organizations that belong to that program office are removed from this list. 

• Waiver/Program: This filter contains each waiver/program related to the user’s program 
offices. When this filter is modified, users can only see incidents assigned to the selected 
waiver/programs. If the user has filtered out one of their program offices, any 
waiver/programs belonging to that program office are removed from the list. 

• Incident/Complaint: This filter appears only when the user has the appropriate incident 
management roles. ODP-ID does not use the Complaint features of EIM, so Incident is the only 
selection available. 

• Incident /Complaint Types: This filter contains a list of all of the incident types related to the 
user’s program office. This list is determined by your selections for the Program Office, 
Waiver/Program, and Incident filters. When this filter is modified, users can only see 
documents related to the selected incident types. ODP-ID does not use the Complaint features 
of EIM, so Individual Incident and Site-level Incident are the only selections available here. 

• Document Type: This filter contains a list of all the incident document types (e.g., incident first 
section, incident final section, etc.). When this filter is modified, users can only see the selected 
document types for the incidents to which they have access. The list of document types 
displayed in this filter is determined by the selections in the Incident filter. 

• Document Name:  The list of document types displayed in this filter is determined by the 
selections in the Document Type filter.   

• County: This filter contains a list of all of the counties in Pennsylvania. In addition to the check 
boxes for Select All and for each of the 67 counties in Pennsylvania, there is a check box 
for Outside PA. It appears in alphabetical order after Northumberland and before Perry. 
When users modify this filter, they can view only incidents associated with the selected county. 

Once a user chooses one or more counties and clicks the [Apply] button, those counties 
appear at the top of the list, out of alphabetical order. 

• County/Joinder: This filter contains a list of all the County/Joinder programs used by ODP-ID. 
When users modify this filter, they will be able to view any incidents associated with the 
selected County/Joinder within their region. This filter pertains to the funding County/Joinder 
of the individual (individual incidents) and the reviewing County/Joinder of the service location 
(site-level incidents) Note: This field appears only for ODP-ID regional staff. 

• Incident Point Person: This filter contains a list of users with the Point Person role from the 
logged in user’s organization and appears only if the organization has users with this role.  
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• Incident Created By: This filter contains a list of users with the Incident Reporter and/or Point 
Person role from the logged in user’s Organization. It appears only for organizations that have 
users with these roles.  

Detail Summary Filters:  

 

When you click one of the hyperlinked numbers in the Documents Requiring My Attention panel, 
detailed information about the related incident documents is displayed in the Detail Summary panel.  

Click an ID hyperlink to open the Incident Detail screen for the incident and begin working on it.  

The following information for each incident is included in the Detail Summary panel:  

• ID: The unique ID number for an incident or complaint. 

• MCI: The MCI of the individual associated with the incident. This column is blank if there is not 
an individual associated with the incident, such as is the case with a site-level incident. 

• Individual Name: The first and last name of the individual associated with the incident. This 
column is blank if there is not an individual associated with the incident, such as is the case 
with a site-level incident.  

• Filing Organization: The provider or entity that has filed the incident.  

• County: The residential county for the individual/service location county associated with the 
incident. 

• Primary Category: The primary category chosen during classification for the incident. This 
column is blank for any incident that has not yet been classified.  

• Document: The name of document requiring the user's attention. 

• Due Date: The date the document is due to be submitted. 

• Type: The incident type. 

Clicking the Funnel icon in the header of any column in the table opens a dialog box where you can 
select filtering criteria. The filtering capabilities are not the same across all the columns. The tables 
below explain the different criteria available, depending on whether the column contains numbers, 
text, or dates. 
 
Note: State Center users who have the necessary role to perform management reviews see incidents 
across all State Centers in this panel of the Dashboard.  
 

 

Click the ID link to open the 
incident you need to work on. 

https://www.hcsis.state.pa.us/HCSISLMS/custom/uploads/courseware/1597/HCSIS%20for%20HD%20Sign%20up%202010085.ppt?web=1
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Filter Comments 
Is Equal To Matches the entered ID. The ID you enter must match the ID in the incident 

EXACTLY. 

Is Not Equal To Does not match the entered ID EXACTLY. 

Is Greater Than or Equal 
To 

Returns incidents with IDs equal to or higher than the ID entered. 

Is Greater Than Returns incidents with IDs higher than the ID entered. 

Is Less Than or Equal To Returns incidents with IDs equal to or lower than the ID entered. 

Is Less Than Returns incidents with IDs lower than the ID entered. 

Is Null Returns incidents with no IDs. 

Is Not Null Returns incidents with any IDs. 
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MCI, Individual Name, Filing Organization, County, Primary Category, Document, Type Columns (Text 

Fields) 

Filter Comments 
Contains Contains the entered text. This is a handy filter to use if you do not know the 

exact type or name, etc. If you do not know whether the person you are 
searching for spells his or her name O’Brian or O’Brien, enter just “O’Bri” and 
click “Contains.” 

Does Not Contain Does not contain the entered text. This filter works the opposite from 
“Contains.” 

Starts With Starts with the entered text. This filter is similar to “Contains,” but the match 
is made with the beginning of the text, not anywhere in the text, as Contains 
works. 

Ends With Ends with the entered text. This filter is similar to “Contains,” but the match 
is made with the end of the text, not anywhere in the text, as Contains works. 

Is Equal To Matches the entered text. The text you enter must match the text in the 
incident EXACTLY. 

Is Not Equal To Does not match the entered text EXACTLY. 

Is Empty Returns incidents that that have no text or space entry in them for the 
column in question. 

Is Not Empty Returns incidents that that have text, or one or more spaces entered in them 
for the column in question. 

Is Null Returns incidents that that have no text or spaces in them for the column in 
question. 

Is Not Null Returns incidents that that have text entered in them for the column in 
question. 

 
Due Date Column (Date Field) 

Filter Comments 
Is Equal To Matches the entered date. The date you enter must match the date in the 

incident EXACTLY. For this reason, ALWAYS use the pop-up calendar to enter 
the date so you can prevent mismatches due to format differences. 

Is Not Equal To Does not match the entered date EXACTLY. For this reason, ALWAYS use the 
pop-up calendar to enter the date so you can prevent mismatches due to 
format differences. 

Is After Returns incidents with dates after the entered date. 

Is Before  Returns incidents with dates before the entered date. 

Is After or Equal To Same as Is After but includes the entered date. 

Is Before or Equal To Same as Is Before but includes the entered date. 

Is Null Returns incidents with no dates. 

Is Not Null Returns incidents with any date. 
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Alerts:  

The Alerts tab displays any active alerts for the logged-in user. Alerts are listed in reverse chronological 
order (most recent on top) based on the date that they were generated. Each alert has the following 
attributes: 

• Date: This is the date when the alert was generated. 

• Alert Detail: This is the hyperlinked message of the alert. Clicking the link opens the Incident 
Detail screen for the subject of the incident.  

Alerts that notify of specialized incident events are discussed in other areas of this manual. 

Note: Users can delete alerts before they would otherwise expire. All alerts are purged after either 
14 or 120 days, depending on the alert. In addition, the list of alerts can be sorted and filtered. 
 

 

News:  

The News tab displays system news, such as information about system outages, which may be sent to 
program office users, providers or to all users. Only system news that is relevant to a logged-in user is 
displayed on the dashboard. System news is displayed in reverse chronological order (latest on top), 
based on the published date. Each system news post has these attributes: 

• Effective Start Date: The date when the news becomes visible to end users. 

• Subject: The system news content. 
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4.4 Search 

The Search screen lets you search for individuals, providers, and incidents for the purpose of reviewing 
individual information. Each search method is accessed by clicking one of three tabs that appear on 
the screen:  Individuals, Providers, or Incidents. In the illustration below, a red border runs around 
these tabs to identify them. This illustration shows the screen when the Individuals tab is selected. 

 Individuals Search: 
 

The Individuals Search screen lets you search for individuals to file a new incident or view an incident 
already reported in the EIM system. The search results are displayed in a table, where they are sorted 
alphabetically by last name, then by first name, and finally by MCI number. The most recent 
waiver/program enrollment segment for the individual is displayed. After you review the results, you 
can click on an individual’s MCI number to open and view an Individual Detail page for the individual, 
where you can create a new incident or view a list of existing incidents filed for the selected individual. 

The minimum search criteria when searching by individual name are the first two letters of the last 
name. If the search criterion is too broad, the search may return more than 100 search results. In this 
case, the first 100 results are displayed along with a warning message at the top of the screen asking 
you to refine your search. 

  

Click this icon to 
open the Search 
screen. 

https://www.hcsis.state.pa.us/HCSISLMS/custom/uploads/courseware/1597/HCSIS%20for%20HD%20Sign%20up%202010085.ppt?web=1
https://www.hcsis.state.pa.us/HCSISLMS/custom/uploads/courseware/1597/HCSIS%20for%20HD%20Sign%20up%202010085.ppt?web=1
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Note: Records of individuals appear in search screens regardless of whether they have an active case 
or waiver/program. When you run a search for individuals, you must review the waiver/program dates 
for each record found to select the correct record. These dates are displayed in the column on the far 
right-hand side of the table. If the individual does not have a waiver/program enrollment in HCSIS, the 
corresponding field in the Waiver/Program and Program Effective Dates columns are blanks. 

Individual Search with Results Found: 

Individual Search with NO Results Found (Individuals with no Master Client Index (MCI) Number): 

When a user performs a search and the individual search returns zero results, EIM displays a message 
that no HCSIS results were found. However, it is still possible to enter an incident for such an individual. 

See the section “Creating an Individual Incident for an Individual without an MCI number”. 

  

Review the dates that 
appear here to determine if 
the record is still active. 
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 Provider Search  

The Provider Search screen lets you search for providers and service locations to file a new site-level 
incident or view an incident already reported in the EIM system. The search first returns service 
locations for authorized services on an individual’s plan. If there are none, the search shows all Service 
Locations based on the established consumer/provider relationship. All service locations appear in the 
case of FMS or vendor services. Sample Provider search screens are shown on the next page. 

The list of providers and service locations is sorted alphabetically by provider name, then next in 
ascending order by service location ID, and finally by Master Provider Index (MPI) number. Searches 
within this page are run against the HCSIS case-management system database. The search results 
display a list of the provider service locations that match the search criteria that you have access to 
and are either active or end-dated within 365 days of the date of the search. Provider service locations 
end-dated more than 365 days before the date of the search do not appear. You can click the Master 
Provider Index (MPI) number or service location ID to view the Provider Detail page or view a list of 
incidents filed for the selected service location.  

Notes: 

• Providers can search by service location name, service location county or service location ID. 
The other fields are read-only and contain information pertinent to the logged-in provider.  

• SCO, county, region, and state users can search by MPI, FEIN, SSN, provider name, service 
location name, service location county, service location ID or service location provider type. 
The minimum search term required when you search by provider name is the first three letters 
of the name. 

• If the search criterion is too broad, the search may return more than 100 search results. When 
this occurs, the first 100 results are displayed along with a warning message at the top of the 
screen asking you to refine your search. 

• If an MPI number was selected in the Provider Search screen, incidents for the provider 
organization are populated. 

• If a provider service location ID was selected in the Provider Search screen, incidents for the 
selected service location are populated. 

• Use the Provider Search page when creating a site-level incident, or to perform an 
informational search for provider service locations 

 

 

 

 

 

 

 



Office of Developmental Programs 

38 | P a g e  
 
 

SCO/County/Region user view:  

 
Provider View:  
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 Incident Search  

The Incident Search screen lets you search for an incident. The search returns incidents that you have 
access to and that match the search criteria you entered. Search results are sorted in reverse 
chronological order (latest at top) based on the discovery date. You can click an ID to view the Incident 
Detail page for your selection. If the search returns more than 100 search results, the first 100 results 
are displayed along with a warning message at the top of the screen asking you to refine your search. 

If only the Discovery From Date and Discovery To Date fields, or only the Occurrence From Date and 
Occurrence To Date fields are used as search criteria, the dates entered cannot span a period of more 
than 90 days; otherwise, a validation message appears at the top of the screen asking you to refine 
the search. “Refining the search” means choosing more search parameters or shortening the date 
range to reduce the number of possible incidents found by the search. A sample Incident search 
screen is illustrated on the next page. 

Notes:  

• The Waiver/Program field (in the search criteria) displays the waiver/programs based on the 
Program Office of the logged-in user and the selected incident type. 

• The Status field allows the user to search for deleted incidents and view deleted incidents in 
the search results, when the user has access to view deleted incidents. 

• The Individual Last Name and Individual First Name fields allow searches by the name of the 
subject of the incident. 
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Validation messages for the Discovery From/To Date and Occurrence From/To Date fields: 

• “The entered Discovery From and To Date exceeded the 90-day limit. Change dates or add 
additional parameters.” 

• “The entered Occurrence From and To Date exceeded the 90-day limit. Change dates or add 
additional parameters.” 

  

For site-level incidents, EIM 
displays the Individual Name field 
as a blank, as shown in the inset 
at right. 

The error message shown here appears when the total number of 
incidents found exceeds 100. The first 100 records found are 
displayed, however whenever a results limit is exceeded, you may 
need to refine your search. When the permissible discovery or 
occurrence date ranges are exceeded (as described on the previous 
page), the error messages described under this illustration appear.  
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4.5 Viewing Incidents  

 Viewing Individual Incidents  

When you select an individual on the Individuals Search screen, the Individual Detail page appears. This 
page lets you view detailed information about the individual and a list of the incidents that have been 
filed for them. This list only shows incidents that you have access to (as determined by your scope and 
roles), and it is sorted in reverse chronological order (most recent first) based on the discovery date.  

Individual Detail (Point Person/Incident Reporter View):  
 

 

Individual Detail (Incident Reviewer/Incident Read-only View):  
 

“No Incidents Found” appears here 
in the Individual Detail screen if a 
selected individual has no incidents 
in EIM. 
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 Viewing Provider/Service Location Incidents 

When you click a Service Location ID link on the Provider Search screen (see top illustration below), the 
Provider Detail page appears (see bottom illustration below). The list on this page shows only incidents 
that you have access to (as determined by your scope and roles). The list of incidents is sorted in reverse 
chronological order (most recent first) based on the discovery date.  

 

Viewing Provider/Service Location Incidents – Point Person/Incident Reporter View: 
 

 

 

 

Viewing Provider/Service Location Incident – Incident Reviewer/Incident Read-Only View: 

Click a Service Location ID link (0001 
shown here) to open the corresponding 
Provider Detail screen. 
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“No Incidents Found” appears here in 
the Individual Detail screen if a selected 
individual has no incidents in EIM. 
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4.6 Creating an Incident 

Click the [Create New Incident] button that appears in the top-right corner of the Dashboard to begin 
creating any new incident, regardless of which type of incident it is. This button is shown below. 

 

 Creating an Individual Incident 

The Search screen appears after you click the [CREATE NEW INCIDENT] button, and the Individuals tab 
is selected by default. Enter the information you have for the individual who is the subject of this 
incident and then click the [SEARCH] button. A window much like the one shown below appears. This 
page lets you create an individual incident if you are a provider and have the Point Person or Incident 
Reporter roles. 
 

 

Select the name of a point person for this incident from the list of names that appear in the Point 
Person drop-down box. Click the green [CREATE] button to create an incident for the individual. 

  

Select a point person and click the 
green [CREATE] button to create 
an incident for the individual. 

Click this button to begin 
creating any new incident. 
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 Creating a Site-level Incident  

 

When you are a provider and have the Point Person or Incident Reporter roles, clicking the [CREATE 
NEW INCIDENT] button opens a Provider Search screen (top illustration on page 42). When you select 
a service location on the Provider Search screen and click [SEARCH], the Provider Detail screen appears 
(shown below). You can create a site-level incident on this page. Verify that the Incident Type drop-
down box displays Site-level Incident, select a point person, and click the [CREATE] button. 

 Creating an Individual Incident for an Individual without an MCI 
number 

EIM allows you to report incidents for individuals who do not have an MCI number.  

When you click the [SEARCH] button, and your search for an individual returns no results, EIM displays 
a “HCSIS – No results found” error message at the top of the screen. A [CONTINUE – INDIVIDUAL HAS 
NO MCI] button appears below the [Search] button. See the illustration below. 

Select a point person and click the 
green [CREATE] button to create a 
site-level incident. 
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Click the [CONTINUE – INDIVIDUAL HAS NO MCI] button, and this error message is displayed (see the 
illustration below showing the message in the red border): 

“Stop! Please search again. Check spelling of the name or search by MCI or SSN. If information is 
correct, click [CONTINUE – INDIVIDUAL HAS NO MCI] again.” Be sure to follow the instructions at the 
top of the next page. 

 
Double-check and make any corrections needed. But what is important at this point is that you click 
the [CONTINUE – INDIVIDUAL HAS NO MCI] button AGAIN. Clicking the button again opens the 
Individual Detail screen (illustrated below), where you can begin creating an incident.  
 
Individual Detail Screen for Individual without MCI Number: 

Once the incident has been created, EIM prompts the user to complete the Individual Information page 
(see illustration on the next page). 

If you have double-checked and 
corrected your information, be 
sure to click this button again. 

Select a point person and click the 
green [CREATE] button to create a 
site-level incident. 
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Incidents that are created for individuals with no MCI, including those who have Outside of PA as their 
residential county, are closed upon final section submission and do not require a review or 
investigation by ODP within EIM.  

Individual Information Page for Individual Without an MCI number: 

Fill in the information needed in all of the mandatory fields on this page, which are marked with 
stars. Click the [SAVE] button to complete filling out this Individual Information page. 
 

 

.  

Fill in the information needed in all of the mandatory 
fields that are marked with stars. Click the [Save] 
button when the fields are completed. 

This illustration shows the Individual Demographics and 
Individual Contact Information sections of the page. The 
Case Management section is shown in the illustration on 
the next page. 
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Case Management Information for Individual Without an MCI Number: 

The fields that are in the Case Management Details section of the Individual Information page are near 
the bottom of the page. These fields are illustrated below.  

Note: Individuals without an MCI number do not have case management details in EIM, so you cannot 
enter this information.  

An incident for an individual without an MCI is routed to the region containing the service-location 
county where the incident occurred. Regional staff is responsible to conduct the initial regional 
management review (the “24-hour” review), as well as the regional management review, on these no-
MCI incidents, and staff is able to access the incident after the first section is submitted. Providers and 
state staff may access such incidents at any point after they are created. 
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5. Incident Management Pages 

There are two types of incidents in EIM for ODP-ID/A, individual incidents, and site-level incidents. Each 
incident type has a specific set of associated documents and pages; however, each fit into the core EIM 
workflow. The EIM documents that you must complete as part of your incident report are determined 
by: 

• The type of incident that you need to create 
• The way you classify the incident when you define its primary and secondary categories  

 

Note: Individual and site-level incident types follow the same basic workflow in EIM, but there are 
minor differences between the two in terms of the pages and fields that are visible for each type. 

5.1 Incident First Section 

The process of entering an incident in EIM always begins with filling out and submitting the incident 
first section. The first section contains the basic description of what happened in the incident. The first 
section can be entered by providers or ODP staff and must be submitted within 24 hours of the 
incident’s discovery. 

 Individual Information  

The first page of the first section is the long Individual Information page, which lets you view read-only 
information about the individual for whom the incident is being filed. This information is pulled from 
HCSIS at the time of incident creation, if the individual has an MCI number. See the illustration below 
of just the Individual Demographics section of the page for such an individual.  
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Under the Individual Contact Information section of the page is the Case Management Details section. 
This information appears for individuals with MCIs who receive services. No information is displayed 
for new individuals without MCIs or for existing individuals without MCIs. Existing individuals without 
MCIs have demographic and contact pages that look like conventional individuals’ pages. 
 

 

Note: Individual incidents created for an individual without an MCI number require users to enter 
demographic and contact information. Case management details cannot be prepopulated, because 
this information does not exist. See page 47 for an illustration of the Individual Information page for a 
new consumer without an MCI. 

The Additional Individual Information area of the page shows information that is optional and/or is not 
filled in for every individual. 

 

The Restrictive Procedure Plan in 

Place field is updated based on 

the approved Plan effective date 

at the time of incident creation. 
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When you have reviewed and verified the accuracy all of the information that appears, you can click 
the [Save & Continue] button to open the next page, Initiator Information. 

 Initiator Information 

The Initiator Information page lets you view read-only information about the user who filed the 
incident. This information is stored at the time of incident creation and cannot be edited. The 
information you are able to see here is based on your scope. 

 

 Provider Information 

The Provider Information page lets you view information about the provider and provider service 
location selected on the provider search screen. If you are a provider entering an incident, the 
information that appears here relates to your organization. You must complete the mandatory initial 
reporter information fields that appear near the bottom of the Provider Information page. See the 
illustration of this area of the EIM page on the next page of this manual.  
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The Service Location Specialty field is prepopulated into EIM from HCSIS. This field is not displayed if a 
service location has overlapping specialties among 520, 521, 522, 456 and/or 524. EIM also does not 
display the Service Location Specialty field if the service location does not offer any one of these 
specialty codes. If a provider with one of these specialties is selected, the specialty appears on the 
Provider Information screen, Provider Information pop-ups and the Verification of Provider Information 
screen. 
 

Click this link to edit or enter 
provider information. 
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Fill in the mandatory initial reporter information fields (illustrated below). If you select Other in the 
Relationship to the Individual drop-down box, you must enter this relationship in the If other, please 
specify field. 
 
Enter in the four “immediate contact” fields the name, contact email and phone of a person who can 
be relied on to provide accurate information concerning this incident at any time of day or on any day 
of the week. This person may be the reporter, or someone else at the organization. 

 

You must fill in these 
fields relating to the 
reporter. 

Note here the name and 
contact info for a reliable 
source of information. 

Note the Service Location 

Specialty field in this 

example. 
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To edit the provider information, click the Select Provider/Location hyperlink (indicated by a callout in 
the illustration on the previous page), which opens the EIM Provider Search screen illustrated below. 
Select the appropriate provider service location that you need to display. 

 
Keep in mind the following stipulations on the providers available for selection: 

• When performing a provider search within the incident workflow, the system first returns 
service locations for authorized services on an individual’s plan. If there are none, the system 
shows all service locations based on the existing consumer/provider relationship. 

• EIM does not display the Service Location Specialty field if a service location has overlapping 
specialties among 520, 521, 522, 456 and/or 524. 

• EIM also does not display the Service Location Specialty field if the service location does not 
offer any one of these specialty codes. 
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 Incident Classification  

 Incident Classification – Primary and Secondary 
Categories 

The Incident Classification page allows users to categorize an incident and capture the date and time 
when the incident occurred. This screen also captures investigation assignment information, 
choking/falling information, protective service information, target assignments and family notifications.  

Click the Discovery Date and Time calendar icon to open its date-picker. Scroll to the month and click 
the date when the incident occurred. Click the Hour slider and use the right and left arrow keys on your 
keyboard to select the exact hour. Do likewise with the Minute slider to select the exact minute. You 
MUST enter a time in the Discovery Date and Time field to correctly save the information on this page. 

 

Click the Primary Category drop-down box and click the category that best describes the incident. Next, 
click the date picker for the Primary Category Date Occurred and select the date when the incident of 
this category occurred.  

Click to select the check box of any secondary category that applies to the incident. The table of 
available secondary categories changes, depending on the primary category you select. You may select 
only one secondary category. Use the date picker to select the same date as the primary category date. 
These date-pickers do not have time sliders. 
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 Incident Classification – Provider Certified Investigator  

EIM determines whether an investigation is mandatory, optional, or not allowed based on the primary 
and secondary categories of the incident. If an investigation is mandatory, then a certified investigator 
must be assigned. Clicking the [Determine if a Certified Investigation is Required] button makes the 
system determine if an investigation is required. If the incident requires an investigation, you must 
select an investigator to be able to continue creating the incident report.  

 

 
To select a certified investigator, type a few letters of the investigator’s last or first name in the 
Assigned Certified Investigator field. The system automatically displays a list of possible selections 
containing the letters typed. Click the name you need to select the investigator. 

If you are a supports coordinator (SC) entering the incident, the Investigation will be conducted by 
question appears on this page. Select from the drop-down box whether an administrative entity or 
county (AE/County) or an SC (SC) is to conduct the investigation.  
 

 Incident Classification - Choking/Falling, Protective 
Services 

 
Select Choking, Falling or Neither from the Choking/Falling Indicator drop-down box, depending on 
whether choking or falling played a role in the event behind this incident. Select Neither if choking or 
falling played no role. 

 
The next three drop-down boxes that appear on this page relating to protective services need to be 
looked at together as a group. Each drop-down box is mandatory, but the three fields are mutually 
exclusive. If the incident is being referred to a protective service, it can be referred to only one. 

Use the table at the top of the next page as a guide to the selections to make in these three drop-down 
boxes, which are illustrated on the next page as well. 
 

If the incident needs or needed to be referred to 
one of the protective services… 

1. Select Yes in the drop-down box of the ONE 
protective service that the incident was 
referred to. 

2. Select N/A in the other two drop-down 
boxes. 

Only if you are an SC do 
you see this drop-down 
box, where you select 
who conducts the 
investigation (see text). 
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If the incident was not referred to a protective 
service … 

1. Select No in the drop-down box of the ONE 
qualifying protective service that the incident 
was not referred to.  

2. Select N/A in the other two drop-down 
boxes. 

3. Enter an explanation of why the incident was 
not referred to a protective service in the If 
no, please explain text box. 

If the incident is not required to be referred to a 
protective service at all… 

Select N/A in all three drop-down boxes. 

 

 

 Incident Classification – Notification, Targets, 
Intervention, COVID-19 

The drop-down boxes relating to notification let you choose Yes or No to record whether notification 
of the incident has been made within 24 hours to the individual and to the individual’s family, guardian 
or to another person so designated by the individual. These drop-down boxes and their If no, please 
explain text boxes are illustrated at the top of the next page. 

Select Yes or No in the Were their targets identified? field. Select Yes in the drop-down box if someone 
warrants examination as a target. If you select Yes, the system may include the Target Information 
page to your flow (see the footnote to the table on the next page). If you select No, provide an 
explanation in the corresponding If no, please explain text box. In addition, the system generates an 
error if you select No here but choose Yes in the first field in the Target Information page.  

Refer to the table above 
for guidance on the 
selections to make 
here. The first option in 
the illustration does not 
appear for ODP-BSASP. 
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If the individual needed to undergo a medical intervention, select Yes in the corresponding drop-down 

box. Entering Yes causes EIM to add the Medical Intervention Information screen and Additional 

Medical Intervention Information screen to the final section workflow. 

If the incident is associated with a confirmed or suspected diagnosis of COVID-19, select Yes in the 

corresponding drop-down box. If it is not, click No. This drop-down box is not mandatory. 

There is a field that appears on the Incident Classification page for site-level incidents only. The 

Reviewing Organization drop-down box appears on this page for site-level incidents when the 

provider’s service location county is outside PA. The Reviewing Organization drop-down box lets you 

select one of the four ODP-BSASP regions. The selected region is assigned as the organization that 

performs the management review. 

.  
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This field is called out in the illustration of a portion of the Incident Classification page for site-level 

incidents shown below  

 

First Section Incident Flow Options 

At this point, the next EIM page you need to complete is determined by the primary category you 
selected in the Incident Classification page. Refer to the table below to learn which EIM pages you fill 
in next.  

 

Primary Category Selected 
in First Section 

 

Name of the Next EIM  
Page to Complete 

Instructions to Complete 
this EIM Page Begin On… 

*Optionally Reportable Event Optionally Reportable Event 
Information 

Page 65 under the heading 
“Optionally Reportable Event 
Information” 

*Restraint or Physical Restraint Restraint Information Page 66 under the heading 
“Restraint Information“ 

*Medication Error Medication Error Page 72 under the heading 
“Medication Error Information” 

Any Other Category Incident Description Page 60 under the heading “ 
“Incident Description (Individual)”  

*The Target Information screen is not added to the incident flows of incidents with these primary categories. 
 
  

This drop-down box appears only for site-
level incidents when the provider’s service 
location county is outside PA. 
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 Incident Description (Individual) 

The Incident Description – Individual Incident page lets you capture the details of the individual 
incident, including a description of the incident and relationship of the incident location to the 
individual. If you select Yes in the mandatory Is the incident location known? drop-down box, the In 
what physical location did the incident occur? drop-down box becomes conditionally mandatory. If you 
select Other in the In what physical location did the incident occur? drop-down box, you must identify 
the location in the If other, please specify field. 
 

 
 

 Incident Description (Site-level) 

The Incident Description – Site-Level Incident page allows users to capture the details of the site-level 
incident including a description of the incident, individuals involved and incident location.  

When a fire occurs at a facility and causes the closure of that facility, the site-level incident should be 
entered with “Fire” as the category. It should not be entered as a site-closure incident. In addition, 
when “Fire” is the category, you must make a selection in the Was the site closed due to fire? drop-

See the explanation of 
these fields in the text 
above. 
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down box. The system does not let you choose Yes to this question in a site-level incident not 
categorized as “Fire.” 
 

 

If you select Yes in the mandatory Is the incident location known? drop-down box, the In what physical 
location did the incident occur? drop-down box becomes conditionally mandatory. If you select Other 
in the In what physical location did the incident occur? drop-down box, you must identify the location 
in the If other, please specify field. 

Click [Save & Continue] in this screen to open the Actions Taken to Protect Health, Safety and Rights 
page. 

 Actions Taken to Protect Health, Safety and Rights 

This Actions Taken to Protect Health, Safety and Rights page lets you capture the details of the actions 
taken to protect the individual involved in the incident. 

If you select Yes in the Were supports and/or services offered to the individual? drop-down box, you 
must enter responses for the following fields: 

• Medical Attention Given 
• Was a call made to 911? 

See the explanation 
of these fields in the 
text above. 
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• Law Enforcement Contacted 
• Other Supports and/or Services 

 

 
  

Users may also indicate 
if a call was made to 
911 and/or if Law 
Enforcement was 
contacted.  If ‘No’ is 
selected the ‘If no, 
please specify’ 
textboxes become 
mandatory fields and 

must be completed. 

Check as many of these check boxes as apply. If you 
check Other, you must describe the support/ service in 
the If other, please specify textbox. If you check Not 
Applicable, check no other box. 
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 Death Information (First Section) 

If the primary category of this incident is “Death,” the Death Information page appears after the Actions 
Taken to Protect Health, Safety and Rights page. If the primary category is not “Death,” then you do 
not see this page. You may next see the Target Information page, the Passive Neglect page, or the Self-
Neglect page. 
 
The Death Information page lets you capture basic information regarding the individual’s death. Note 
that only the diagnosed terminal illness question is not mandatory. All others ARE mandatory. 
 

 

If ‘Other’ is selected 
from the drop-down in 
either of the fields 
marked by red borders, 
you must clarify the 
illness and/or who 
performed CPR in the ‘If 
other, please specify’ 
textbox. 

 

If medical intervention information 
was recorded in another incident in 
relation to a Death incident, the 
Medical Intervention Information and 
the Additional Medical Intervention 
Information pages will not appear in 
the Final Section when the Final 
Section is created. (Regardless of the 
response to ‘Was there a medical 
intervention for this individual?’ on the 
Incident Classification page.) 
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When a user selects ‘Yes’ to the question “Was there a medical intervention recorded in another 

incident in relation to this death incident?” the Medical Intervention Information and Additional 

Medical Intervention Information pages will not display in the Incident Final Section. The incident 

where the medical intervention was recorded should be linked to the Death Incident. The Medical 

Intervention pages will not display, regardless of the response that is provided to the question “Was 

there a medical intervention for this individual?” When submitting this incident, the following 

message will be generated: “Warning: If medical intervention information was recorded in another 

incident in relation to this death, please link the incident to this death incident” reminding you to 

link the incident where the medical intervention was recorded 

If the users select, No, the Medical Intervention Information and Additional Medical Intervention 

Information pages will display in the Incident Final Section and the user will be required to complete 

them. Select Yes or No to the mandatory question, “Was this death a result of abuse or neglect?”. 

This is illustrated in the screenshot below.  
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 Abbreviated Incident Reports  

There are three EIM first-section documents that are very focused in the information they convey. You 

collect all the information they require on 1-3 EIM pages. For this reason, these documents are referred 

to as “abbreviated incident” reports.  The EIM system automatically selects the document you need to 

complete as a function of the incident’s primary category. The table below lists the three documents, the 

“triggering” primary categories that make them appear and the names of the EIM pages included in each 

document. 

Document Name “Triggering” Primary 
Category 

EIM Pages Included 
in Document 

Optionally Reportable Event “Optionally Reportable Event” • Optionally Reportable Event Information 

Restraint “Restraint” or 
“Physical Restraint” 

• Restraint Information 

• Restraint – Parties Involved 

Medication Error “Medication Error” • Medication Error Information  

• Additional Medication Error Information 

• Medication List Medication Error Information 

 

 Optionally Reportable Event Information  

The Optionally Reportable Event page lets you capture information about an optionally reportable 
event (ORE). Provided are fields allowing you to specify a location if needed, customizable drop-down 
box selections and a field where you can describe the data you are collecting here.  
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 Restraint Information  

This page lets you capture information about a restraint incident that has “Physical Restraints” as its 
primary category. Incidents with “Misapplication/Unauthorized use of Restraint” as secondary 
categories are not considered to be restraint incidents as defined for this page. 

If the total duration of the restraint is less than one minute, select Yes from the first drop-down box 
on the page. If not, click No. Clicking No in this drop-down box makes the Time In and Time Out fields 
conditionally mandatory. In this case, EIM compels you to enter the time at which the restraint began 
and the time it ended in the Time In and Time Out time pickers that appear below the drop-down box. 
The field marked by the red box in the illustration below indicates where the duration of the restraint 
is displayed after the system calculates it using the Time In and Time Out values. However, you do not 
see a value in this field until the first section is submitted. 
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Identify the restraint techique used in the mandatory Restraint Techique field. Select from the 
Antecedent drop-down box the event or condition that led to the need for the restraint, and choose 
the reason for the restraint from the Restraint Reason drop-down box. If you need to select Other in 
either of these drop-down boxes, you must provide details in the two If Other, please specify text 
boxes. Enter a description of what happened over the course of the restraint, tying it into the other 
information you have provided so far.  

The next several drop-down boxes (illustrated on the next page) allow you to provide greater detail 
on the restraint. Select Yes or No in the drop-down boxes for each of the fields illustrated. A few 
notes on these fields: 

• When the incident primary category is “Restraint” or “Physical Restraint,” and Yes is the 
selection in the Has this individual had more than 2 emergency restraints in the past 6 months, 
submitting this restraint incident generates a warning message stating that a restrictive 

The Restraint Duration (minutes) 
field is system-calculated using the 
In and Out times. The number of 
minutes is displayed in this spot on 
the screen once the incident First 
Section is successfully submitted. 
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procedure plan (RPP) is required and that, until the RPP is in place, additional restraints are 
considered to be abuse-misapplication/unauthorized use of a restraint. 

• Submitting an incident with a primary category of “Physical Restraint” or “Restraint” generates 
a warning message stating that an abuse-misapplication/ unauthorized use of restraint 
incident report must be filed whenever one of the following two conditions is met: 

o Yes, is the selection in Was a prone (face down) position used during this Restraint? 
Was this an improper use of a restraint? and/or Was this an unauthorized use of a 
restraint? 

o No is the selection in Is their documentation that all staff involved were trained on the 
behavioral support plan that was in place at the time of the incident that included this 
restraint? 

• If you choose Yes to indicate that the individual was injured as a result of the restraint, you 
must provide details on the injury in the text field under the drop-down box. 

• You must provide details on the debriefing activities (or explain why debriefing activities were 
not completed) regardless of your selection in the drop-down box relating to the debriefing 
activities. 

• You must make a selection in the drop-down box Is their documentation that all staff involved 
were trained on the behavioral support plan that was in place at the time of the incident that 
included this restraint? An answer of No in this drop-down box requires an explanation in the 
If no, please explain text box. 

• There are no longer any references in the Restraint Information screen to the individual’s 
service or program or service delivery model. 
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If Yes is selected, submitting this 

restraint incident generates a 

warning message stating that a 

restrictive procedure plan (RPP) is 

required. 
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The system uses the selections you make in these drop-down boxes to determine whether to generate 
alerts to regional incident management reviewers. The alerts read as follows: 
 

“A restraint incident report has been filed that requires follow-up action.” 
 
The triggering event for one of the alerts is as follows:  
 
A restraint first section document is submitted for an individual without an MCI, and at least one of the 
following two conditions is met:  
 

• Yes, is selected in one or more of the following questions on the Restraint Information screen: 
o Has this individual had more than 2 emergency restraints in the past six months? 
o Was a prone (face down) position used during this restraint? 
o Was this an improper use of restraint? 
o Was this an unauthorized use of restraint? 

 

• No is the selection in the following question on the Restraint Information page: 
o Is there documentation that all staff involved were trained on the behavioral support plan 

that was in place at the time of the incident that included this restraint?  
 
If No is the selection in this drop-down box, a warning message is displayed and recommends that you 
file an abuse-misapplication / unauthorized use of restraint report 
 
The triggering event for the other new alert, which is also directed to regional reviewers, is when a 
restraint first section document is submitted for an individual without MCI where the restraint duration 
is 31 minutes or more.  
 

 Restraint – Parties Involved 

The Restraint – Parties Involved page gives you a system location to list the names of all persons 
involved, and not simply physically present, in the restraint incident. 

Select Yes in the drop-down box at the top of the page to open the text fields and the drop-down box 
where you enter the relevant information. Enter the first and last names of the first party that was 
involved. These name fields are mandatory for all the involved parties you have to record. 

Select the role (Authorizing Staff, Initiating Staff, Participating Staff or Bystander) of the person 
identified. Click the [Save] button to save the data on the first involved party into the table in the 
middle of the page. To add more parties, enter and select data as described above and click [Save]. At 
least one person must be identified as initiating staff.  
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If you later find you need to edit or delete a record from the table, click the record to fix and then click 
[Edit] or [Delete] as needed. Clicking [Edit] inserts the record’s data back into the fields, where you can 
edit and resave it. Clicking [Delete] removes the record entirely from the table. 

 

 

 

 

 

 

 

 

 

 

 

 

 

Select Yes in this drop-
down box to make 
entries on this page. 
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 Medication Error Information  

The Medication Error Information page, which is the first of three pages focused on medication 

errors, lets you capture information about an incident that occurred due to an error in administering 

a medication.    

 

 

 
  

The time that the 

medication error occurred 

can be different than the 

Discovery time entered on 

the Incident Classification 

page.   
 

The question What was the response to 

the error?  allows for multiple response 

selections. 
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 Additional Medication Error Information  

Use this page to enter additional information about the medication-error incident described on the 
previous EIM page. Note that all the fields on this EIM page are mandatory. 

Complete the Additional Medication Error Information fields and then click [SAVE & CONTINUE].    

 

 

 

 
 
 
 
 
 
 
 
 

Responses must be formatted 
as the first two initials of the 
staff’s first name, first two 
initials of the staff’s last name, 
and the last four digits of the 
staff’s SSN [AABB1234]. 
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 Medication List  

The Medication List page gives you a system location to list the names of the medications involved in 
the medication error. 

Select Yes in the Please specify medications… drop-down box at the top of the page to open the drop-
down box where you enter the name of the medication. This field is mandatory for all the medications 
you must record. 

Enter 2-3 letters of the name of the medication you need, and EIM displays a drop-down list of 
medication names with that letter combination to choose from.  

Click the medication you need, and it appears in the drop-down box. Click the [Save] button to save 
the first medication into the table in the middle of the page.  

Answer the question What frequency is this medication given? for each medication entered in the 
table.  

To add more medications, repeat these selection steps and click [Save] to enter each medication into 
the table. 

Click [SAVE & CONTINUE] to proceed to the next page ONLY AFTER you have entered the LAST 
medication you need. 

 

 

Select “Yes” in the drop-

down box to specify 

medications to proceed.  
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If you later find you need to edit or delete a medication record from the table, click the record to fix 
and then click [Edit] or [Delete] as needed. Clicking [Edit] inserts the data back in the fields, where you 
can edit and resave it. 
 

 Target Information (First Section) 

The Target Information page appears in your workflow when you select Yes in the question Were there 
targets identified? on the Incident Classification page. The Target Information page gives you a system 
location to enter information on targets identified in the incident. 

Select Yes in the Please select ‘Yes’ to add Target Information drop-down box at the top of the page to 
open the text fields and the drop-down boxes where you enter the relevant information. If you selected 
Yes for Were their targets identified? on the Incident Classification page but select No here in the Please 
select ‘Yes’ to add Target Information drop-down box, EIM displays the following error message: “Error: 
If targets were identified, please specify the targets.” 
 

 

Select Yes in this drop-
down box to open this 
page to let you enter data. 
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Enter the identifier used to identify the target in the first mandatory field in the “Target Information” 
section of the page. When the selection you make in the Target Relationship to the Individual drop 
down is Another Individual or Provider Staff Member, The format of the target identifier must be the 
first two initials of the first name, first two initials of the last name, and last four digits of the SSN e.g., 
‘ABCD1234’. 

Select the relationship of the target to the subject of the incident. If the applicable relationship does 
not appear in the drop-down box, select Other in this field, and describe the relationship in the text 
field below the drop-down box. Select the current status of the target and choose Other if the “right” 
status does not appear. Enter details on the how the target(s) and victim have been separated in the 
Nature of the separation text box (1000-character maximum). 

Click the [Save] button to save the data on the first target into the table in the middle of the page. To 
add more targets, enter and select data as described above and click [Save]. If you later find you need 
to edit or delete a record from the table, click the record to fix and then click [Edit] or [Delete] as 
needed. Clicking [Edit] inserts the record’s data back into the fields, where you can edit and resave it. 
Clicking [Delete] removes the record entirely from the table. 

 Passive Neglect Information 

When the primary category is “Passive Neglect,” the Passive Neglect page follows the Target 
Information page in EIM. Only supports coordinators (SCs) and county users can see and select the 
“Passive Neglect” category in the Incident Classification page of EIM, and county users are able to file 
passive neglect incidents. What constitutes passive neglect is clearly defined and explained in the 
statement that appears at the bottom of the Passive Neglect page. Read that statement before 
completing the fields on this EIM page. 

Select Paid or Unpaid in the drop-down box labeled Was the caregiver…. If you select Paid, you receive 
an error message stating that the incident must be reclassified with a primary classification of 
“Neglect.” If the caregiver is unpaid, you must make a selection in the Is the ability to provide 
care/necessities…. drop-down box. 

Yes, No or Unknown are the possible selections in the drop-down box labeled Is the ability to provide 
care/necessities…. If you select No or Unknown, the incident must be reclassified with a primary 
classification of “Neglect.” If the caregiver is unpaid, you must make a selection in this drop-down box. 
IF you select Yes, you must provide details in the Please explain field. 

The next two questions are mandatory. Answer Yes or No to the question regarding previous incidents 
entered that are related to this incident. Select Yes, No or Unknown from the drop-down box regarding 
the failure to implement a risk mitigation plan. If you select No, you must explain the reason for that 
response in the Please explain text box under it. However, if you select Yes, the incident must be 
reclassified with a primary classification of “Neglect.” 
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 Self-Neglect Information 

When the primary category is “Self-Neglect,” the Self-Neglect page follows the Passive Neglect page in 
EIM. Only supports coordinators (SCs) and county users can see and select the “Self-Neglect” category 
in the Incident Classification page of EIM, and county users are able to file self-neglect incidents. What 
constitutes self-neglect is clearly defined and explained in the statement that appears at the bottom 
of the Self-Neglect page. Read that statement before completing the fields on this EIM page. 

Yes, No or Unknown are the possible selections in the first drop-down box relating to action or 
inaction. If you select Yes in this drop-down box, you must provide details in the Please Explain text 
box. However, if you select No, you receive a system error stating that you must reclassify this incident 
with a primary classification of “Neglect” and not “Self-Neglect.” 

The next text box is mandatory and requires that you explain the connection between the action or 
inaction and its influence on the self-neglect. Answer Yes or No to the mandatory question regarding 
previous incidents entered that are related to the self-neglect. Select Yes, No or Unknown from the 
drop-down box regarding the failure to implement a risk mitigation plan. If you select No, you must 
explain the reason for that response in the Please explain text box under it. If you select Yes or 
Unknown, the incident must be reclassified with a primary classification of “Neglect.” 
 

If No or Unknown is selected, 

the incident must be 

reclassified.  

You must make a selection in this 

drop-down box. If you select Yes, 

you must provide details in the 

Please explain field. 
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If No is selected for this question, a 

system error message stating that you 

must reclassify this incident with a 

primary classification of “Neglect” and 

not “Self-Neglect” will be generated. 
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5.2 Incident Final Section 

 Witness Information 

The Witness Information page gives you a system location to capture information about the people 
present at the time of the incident.  

Select Yes in the Were their witnesses to the incident? drop-down box at the top of the page to open 
the text fields and the drop-down box where you enter the relevant information on a witness. Enter 
the first and last names that identify a witness in the first two mandatory fields in the “Witness 
Information” section of the page. Select the relationship in the Witness Relationship to the Individual 
drop-down box that best describes the reality. If none of the selections seem to fit, select Other and 
then enter specifics on the relationship in the If other, please specify text box. Enter the witness’s 
telephone number, if known, in the field provided. 
 

 
 

Click the [Save] button to save the data on the first witness into the table in the middle of the page. To 
add more witnesses, enter and select data as described above and click [Save].  

If you later find you need to edit or delete a record from the table, click the record to fix and then 

click [Edit] or [Delete] as needed. Clicking [Edit] inserts the record’s data back into the fields, where 

you can edit and resave it. Clicking [Delete] removes the record entirely from the table. 
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 Target Information (Final Section) 

The Target Information page provides a system location for information on targets identified in the 
incident. The data appearing in the fields listed below may be automatically carried over from the 
Target Information page in the first section if that information exists. See further details below. 

• Were there targets identified? 

• Target Identifier 

• Target Relationship to the Individual 

• If other, please specify 
 
EIM automatically copies the information in these fields on the first section’s Target Information page 
over to this page in this final section. No data already entered in these fields on this Target Information 
page is overwritten by the copy-over, and you can edit any data copied over. The Target Relationship 
to the Individual does not copy over. Users will need to update the relationship within the Incident 
Final Section for each Target that has been entered.  

If you find you must make revisions to the data presented here, follow these instructions as needed. 

Select Yes in the Were their targets identified? drop-down box at the top of the page to open the text 

fields and the drop-down boxes where you enter the relevant information. Enter the identifier used 

to identify the target in the first mandatory field in the “Target Information” section of the page. 

When the selection you make in the Target Relationship to the Individual drop down is Another 

Individual or Provider Staff Member, The format of the target identifier must be the first two initials 

of the first name, first two initials of the last name, and last four digits of the SSN e.g., ‘ABCD1234’. 
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Select the relationship of the target to the individual the incident is about. If the applicable relationship 
does not appear in the drop-down box, select Other in this field, and describe the relationship in the 
text field below the drop-down box. Select the current status of the target and choose Other if the 
“right” status does not appear. Enter details on the how the target(s) and victim have been separated 
in the Nature of the separation text box. 

Click the [Save] button to save the data on the first target into the table in the middle of the page. To 
add more targets, enter and select data as described above and click [Save].  

If you later find you need to edit or delete a record from the table, click the record to fix and then click 
[Edit] or [Delete] as needed. Clicking [Edit] inserts the record’s data back into the fields, where you can 
edit and resave it. Clicking [Delete] removes the record entirely from the table. 
 

 Notification Information 

The Notification Information page gives you a system location to document instances in which a family 
member, agency, or other party has been notified of an incident.  

Select Yes in the Has notification been made, or will notification be made drop-down box at the top of 
the page to open the text fields and the drop-down boxes where you enter the relevant information. 
Select the description of a family member, an agency, etc., in the Family/Guardians/Agency drop-down 
box that best fits the notification that was made. If notification was made to an entity that is not listed 
here, select Other from the drop-down box, and then identify the entity specifically in the If other, 

Select Yes in this drop-down 

box to open this page to 
let you enter data. 
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please specify text box. In the Notified/Will Notify drop-down box, note whether the notification is past 
or future. 
 

 
 

Enter the first and last names of the person who was notified of the incident as well as the date of this 
notification. In addition, enter the first and last names of the person who made the notifying contact. 

Click the [Save] button to save the data on the first target into the table in the middle of the page. To 
add more targets, enter and select data as described above and click [Save]. If you later find you need 
to edit or delete a record from the table, click the record to fix and then click [Edit] or [Delete] as 
needed. Clicking [Edit] inserts the record’s data back into the fields, where you can edit and resave it. 
Clicking [Delete] removes the record entirely from the table. 

At this point, EIM systematically analyzes your incident and determines the flow your incident should 
take through the rest of the final section. Use the table below to determine your next steps.  

1. Find the incident characteristic in the first column that best matches the incident you are 
working on. 

Select Yes in this drop-down box 
to activate these fields so you can 
make entries on this page. 
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2. Look in the second column for the name of the next page that EIM displays on the screen for 
you to complete as part of this final section. 

3. Find in the third column the heading name and page number of the instructions and guidance 
you need to complete the page(s) you see. 

 

Incident Characteristic Name of the Next EIM  
Page to Complete 

Instructions to Complete 
this EIM Page Begin On… 

Individual Incident with 
Primary Category of Death 

Death Information Page 83 under the heading 
“Death Information (Final 
Section)” 

Individual Incident with 
Primary Category 
Other Than Death 

Medical Intervention 
Information 

Page 86 under the heading 
““Medical Intervention 
Information” “ 

Site-Level Incident Additional Information and 
Optional Categorization 

Page 92 under the heading 
“Additional Information and 
Optional Categorization” 

 

 Death Information (Final Section) 

The Death Information page lets you enter information regarding an individual’s death. This page 
appears only when the primary category of the incident is Death. Most of the values that appear on 
this page are carried over from the Death Information page in the incident first section. Follow the 
instructions given here if you need to make adjustments to the data that is brought over. 

Select Yes, No or Unknown in the first two mandatory drop-down boxes relating to hospice care and 
a diagnosed terminal illness. Select the diagnosed terminal illness from the relevant drop-down box, if 
the individual had a terminal illness. You can select more than one item in this drop-down box. If the 
illness you need to enter is not in the drop-down box list, select Other, and then identify the illness in 
the If other, please specify text box. 

Select Yes, No or Unknown in the mandatory drop-down box Was a “Do Not Resuscitate” order in 
effect?.  

Select Yes or No in the mandatory Did the provider initiate CPR? drop-down box to indicate whether 
the provider was the first to start CPR on the individual or did not initiate CPR. 

The next mandatory question, Did other parties perform CPR?, applies regardless of whether the 
provider initiated CPR or not. If no other party performed CPR, select No in this drop-down box. If some 
other party did perform CPR, however, identify who by selecting EMS, ER, Family Member or Hospital. 
If none of these selections fit the situation, select Other, and then identify who performed CPR in the 
conditionally mandatory  If other, please specify text box. 
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Select Yes, No or Unknown in the mandatory Was the coroner contacted? drop-down box. Regarding 

the autopsy questions, select Yes, No or Unknown in the Was an autopsy performed …? drop-down 

box and select Yes, No or N/A in the Did the family refuse an autopsy? drop-down box.  

The ‘Was medical intervention information recorded in another incident in relation to this death 

incident?’ field is copied over from the Death Information screen in the First Section.  If the response 

to this question requires updating, the user is able to update the question by selecting either Yes or 

No from the dropdown box.  

The response to the question, “Was this death a result of abuse or neglect?” will be copied over 

from the Incident First Section. However, the field may be updated if the response is now found to be 

incorrect by selecting Yes or No in the dropdown.  

The list of check boxes shows the possible supplemental information that exists for the incident. Hard 

copies of the documentation should be forwarded to county and regional staff. Check all items that 

apply to the current incident. If you check Other, you must identify the additional documentation by 

entering its name in the If other, please specify text box. 

If there is/was a subsititute healthcare decision maker, select Yes in the relevant drop-down box, 

enter their name, and select the relationship of this decision maker to the deceased in the 

corresponding drop-down box. If you cannot find a relationship that “fits” this situation, select Other 

and define it in the If other, please specify text box.  If Yes is selected to indicate there was a 
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substitute healthcare decision maker, the fields Please specify their name and Relationship to the 

deceased become mandatory and must be completed. 

  

 
 

When a user selected ‘Yes’ to the question “Was there a medical intervention recorded in another 

incident in relation to this death incident?”, in the Incident First Section, the Medical Intervention 

Information and Additional Medical Intervention Information pages will not display. The incident 

where the medical intervention was recorded should be linked to the Death Incident. The Medical 

Intervention pages will not display, regardless of the response that is provided to the question “Was 

there a medical intervention for this individual?” However, if this selection was made in error, the 

user may update the copied over field to a ‘No’, and when the user saves the page, the Medical 

Intervention Information and Additional Medical Intervention Information pages will display.  

If a user attempts to Submit an incident where the question “Was Medical Intervention Information 

Recorded in another incident in relation to this death incident?” is set to Yes but no other incident 

was linked, a warning message results. The warning states “Warning: If medical intervention 

information was recorded in another incident in relation to this death, please link the incident to this 

death incident” as shown below. This is illustrated in the screenshot below. 

 
 

 

Warning messages related to 

the Medical Intervention 

Information and the Abuse and 

Neglect questions are detailed 

in the pages below. 
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When a Death is the Result of Abuse or Neglect  

When a death is the result of abuse or neglect, a warning will appear indicating that an additional 
incident for Abuse or Neglect must be filed and then linked to this death incident. : 

If a user attempts to perform a Validate or Submit on an incident where the question “Was this death a 
result of abuse or neglect?” is set to Yes , but no other incident was linked, a warning message results. 
The warning states “Warning: If this incident is a result of abuse or neglect, an Abuse or Neglect 
incident report must be filed and linked to this incident.” as shown below. 

 

 
 

 Medical Intervention Information 

The Medical Intervention Information page lets you enter information about any medical intervention 
(hospitalization, etc.) that the individual undergoes. This page (and the Additional Medical Intervention 
Information page) appears only when Yes has been selected in the drop-down box Was there a medical 
intervention for this individual? on the Incident Classification page and/or Verification of Incident 
Classification page. This Medical Intervention Information page appears for all primary and secondary 
category combinations. 

Click the calendar icon in the first field on the page and select the date of the intervention or admission. 
Once you fill in this date field, all of the fields on this page become mandatory. Enter the name of the 
medical provider or of the facility where the intervention was provided in the Medical Provider/Center 
Name field. Type in the initial diagnosis made at that facility in the Initial Diagnosis field. 
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You may select 
more than one 
option in the 
checkbox list.  
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Check the check boxes that identify the services and activities that were provided and done in the 
course of the intervention. You may select more than one – check all that apply. If you check the Other 
check box, you must identify the service or activity in the If other, please specify text box. Select in the 
What was the extent of treatment check box the item that best characterizes the nature of the 
intervention, i.e., primary care physician, emergency room, etc. Detail in the Please Explain text box 
what was done in the course of the treatment.  

If the individual had presented for medical treatment or intervention sometime in the past 48 hours 
before this current intervention, select Yes in the Has the individual received… drop-down box and 
provide details in the If yes, please explain text box. If not, click No and enter nothing in the text box. 

In the Discharge area of the page, click the calendar icon in the Discharge Date / Medical Intervention 
End Date field and select the date when the intervention or hospitalization ended. The next field’s 
value is automatically calculated by EIM when the Medical Intervention Information page is submitted, 
not when you click the [Save] or [Save & Continue] button to save the page. EIM handles an admission 
and discharge on the same day as one (1) day; and one day is the minimum length of admission. If the 
primary category is ‘Death’ and the date entered into the ‘Discharge Date/Medical Intervention End 
Date’ field is more than one day after the ‘Primary Category Occurrence Date’ on the Verification of 
Incident Classification screen a validation error message will be displayed. 

Enter the discharge diagnosis in the corresponding text box and select Yes or No as to whether you 
received discharge instructions. If you select No to indicate you did not receive them, you must explain 
why you entered No. Select any of the additional diagnoses that figured into the admission. Note that 
here is where you can indicate whether one or more of the “fatal four” play a role in this incident. Enter 
any information not already mentioned in the last field on the page. 
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 Additional Medical Intervention Information 

The Additional Medical Intervention Information page gives you a system location to enter further 
information on the medical interventions (hospitalization, etc.) that the individual undergoes. This 
page (like the Medical Intervention Information page) appears when Yes has been selected in the drop-
down box Was there a medical intervention for this individual? on the Incident Classification page 
and/or Verification of Incident Classification page. The Additional Medical Intervention Information 
page appears in any workflow that includes the Medical Intervention Information page. 

Select in the first drop-down box on the page the time frame that best describes the length of any time 
that elapsed before the individual could be admitted receiving the medical intervention. Choose 
whether the delay was Greater than 24 hours, Greater than 48 hours or Greater than 72 hours. This 
field is mandatory, so if there was no delay, be certain to select N/A. If you do need to select a delay 
value, provide details on the delay and its resolution in the If yes, please explain text box. 
 

You may select more 
than one option in 
the checkbox list.  
 

For incident reports 

with a primary 

category of Death, the 

discharge date cannot 

be more than one day 

after the occurrence 

date or EIM will display 

an error message. 
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You should check all the 
changes that apply to 
the individual. If you 
check No Change, do not 
check any other check 
boxes. 
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Check the check boxes of any new conditions, modes of treatment or new treatment admissions that 
apply to this individual incident (see illustration on previous page). You may select more than one – 
check all that apply. Be sure to provide all details for each item checked in the Please explain any new… 
text box below the check boxes. Make a selection in the mandatory drop-down box What location did 
the individual return to after medical treatment? that best describes any subsequent facility that 
admitted the individual. If you choose Other, identify the location in the If no, please explain text box. 
Select Yes or No as needed in the Was the individual, staff, and caregivers… drop-down box and explain 
any No response in the If no, please explain text box. 

Use the fields at the bottom of this EIM page to note the dates of any follow-up appointments that 
have been made at this stage of the individual incident. Click the Calendar icon of the relevant 
appointment and select the date. If no follow-up appointments have been made and recorded here, 
explain why in the If none, please explain text box. 
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 Additional Information and Optional Categorization  

The Additional Information and Optional Categorization page gives you a system location to enter 
additional or updated information about the incident, and it also lets you further categorize the 
incident.  

The instructions and illustrations presented here apply to the page you see when you are working an 
individual incident. The instructions also note, however, which questions and fields are found – or are 
not found – on the version of this page that is displayed when you work a site-level incident.  

Begin this page by entering any updated or corrected information from the Incident Description page 
in the incident’s first section into the text box at the top of this Additional Information and Optional 
Categorization page. Read the label to this text box for guidance on the information to collect and the 
depth of detail that is asked for. This text box appears in the site-level version of the page. 

Choose Yes or No to answer whether the individual was educated on the circumstances of the incident 
and provide an explanation of this answer in the mandatory Please explain text box. These fields appear 
in the site-level version of the page. 

Select Yes or No as needed in the Were services/supports offered to the individual? and Did the 
individual accept the services/supports? drop-down boxes. Use the Please clarify and What was the 
outcome…? text boxes to list and discuss the services and supports offered. In addition, state whether 
the individual accepted these services and supports and describe the outcome in the corresponding 
text box.  

The Did the individual accept the services/supports? drop-down box and the Please clarify text box are 
in the site-level version of the page. They Were services/supports offered to the individual? drop-down 
box and What was the outcome…? text box are NOT in the site-level version of the page. 

Select Yes or No as needed in the Were any changes made to the ISP…? drop-down box. If you select 
Yes, provide details on whether the team members were trained, etc., on the ISP changes. Check the 
check boxes of any and all of the services and supports that were offered. You may select more than 
one – check all that apply. If you choose Other, identify the location in the If other, please explain text 
box. If you check the Not Applicable check box, do not check any other box. None of these fields or 
check boxes are in the site-level version of the page. 

Select Yes, No or N/A as needed in the Was Law Enforcement Contacted? drop-down box. Choose N/A 
if the incident is of a type that does not need to be referred to law enforcement.Enter details on 
whether law enforcement was contacted and what, if any, action was taken by them. (None of these 
fields or boxes is in the site-level version of the page.) 

The fields in the Optional Categorization area of the Additional Information and Optional 
Categorization page give providers a way to create customizable drop-down box selections to allow 
them to use their own systems of categorization. The fields here can be used much in the same way as 
the fields appearing in the Optionally Recordable Event page in the first section. That page, however, 
does not have a final section, so if you use those fields in that first-section page, this final-section page 
does not appear. 
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 Suicide Attempt Information 

The Suicide Attempt Information page appears only when the incident primary category is 
“Suicide Attempt.” This page is very straightforward. All of the fields are mandatory, and the questions 
are self-explanatory. The possible selections for all the drop-down boxes except the last one is Yes, No 
or Unknown. Yes and No are the only selections in the last drop-down box. 
 

 

Note: An investigation is mandatory for all suicide attempts (with and without medical intervention). 
 

 Preventative Corrective Action  

The Preventative Corrective Action page lets you identify one single preventative corrective action that 
was taken to prevent a recurrence of the incident type being submitted. This EIM page allows you to 
select one action. If there are additional actions that can be taken to respond to the incident, you may 
list them in the next page in the workflow, the Additional Corrective Action page. 

If the primary category of your incident is “Abuse,” “Death,” “Sexual Abuse,” “Neglect,” “Rights 
Violation,” “Exploitation,” Serious Injury” or “Suicide Attempt,” Provider Certified Investigator Report 
and Provider Administrative Review documents are required. When the Provider Administrative Review 
document is submitted, EIM automatically copies the information in the fields on that page over to this 
Preventative Corrective Action page in this final section. Any data currently entered in this page here is 
overwritten by the copy-over, and the data copied over and pasted is not editable on this page. 
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For all other categories, complete the fields on this page as instructed here. 
 

 
Select the single preventative corrective action from the first drop-down box on the page. Describe this 
action and provide details on the application of the action to this situation. Click the date-picker icon 
and select the date when the action was completed. You cannot enter a future date in this field because 
the action must be completed before the final section of the incident can be submitted. There are 
many other data-conditional constraints built into this page to determine when certain fields become 
mandatory. These constraints are summarized below. 

If the incident is categorized as “Abuse,” “Sexual Abuse,” “Neglect,” “Rights Violation,” or 
“Exploitation,” AND the provider investigation determination is Confirmed, the following fields on this 
page are mandatory: 

• Preventative Corrective Action 
• Description of Preventative Corrective Action 
• Completed Date 
• Responsible Party - First Name 
• Responsible Party - Last Name 

 
If the incident is categorized as “Passive Neglect” or “Self-Neglect,” the fields in the bulleted list 
above are mandatory. In addition, the Risk Mitigation Plan Details text box appears and is mandatory. 

This text box and label appear only 
when the primary category of the 
incident is “Passive Neglect” or 
“Self-Neglect. 
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This text box appears on the page only when the incident is categorized as “Passive Neglect” or “Self-
Neglect.” 

Enter the first and last names of the person who is responsible for performing the preventative 
action. 

 Additional Corrective Actions  

The Additional Corrective Actions page gives you a system location to document additional actions 
beyond the preventive corrective action that can be conducted to respond to the conditions of the 
incident. 

When the primary category of your incident is “Abuse,” “Death,” “Sexual Abuse,” “Neglect,” “Rights 
Violation,” “Exploitation,” Serious Injury” or “Suicide Attempt,” the Provider Administrative Review 
document is required. When the Provider Administrative Review document is submitted, EIM 
automatically copies the information from all of the fields on the Additional Corrective Actions page 
in the Provider Administrative Review document over to these same fields on this Additional 
Corrective Actions page in the final section. Data that is already entered on this page is not 
overwritten by the copy-over, but any data that is copied over and pasted onto this page is not 
editable. 

If the data is not automatically copied over, select Yes in the Is there an additional corrective action 
for this incident? drop-down box at the top of the page to open the text fields and the drop-down 
boxes where you enter the relevant information. Select an action name in the Additional Corrective 
Action drop-down box that best fits the action taken or planned. If none of actions listed here 
describes the action(s) taken or planned, select Other from the drop-down box, and then identify and 
describe the action in the Description of Additional Corrective Action text box.  

If you select an action from the drop-down box, describe that action and provide details on the 
application of the action to this situation in the Description of Additional Corrective Action text box. 
Click the date-picker and select the date when the action was completed or will be completed. You 
CAN enter a future date in this field on this page. 

Enter the first and last names of the person who is responsible for the action you have identified and 
described in the previous fields. 

Click the [Save] button to save the data on the first additional corrective action into the table in the 
middle of the page. To add more actions, enter and select data as described above and click [Save]. If 
you later find you need to edit or delete a record from the table, click the record to fix and then click 
[Edit] or [Delete] as needed. Clicking [Edit] inserts the record’s data back into the fields, where you can 
edit and resave it. Clicking [Delete] removes the record entirely from the table. 
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 Verification of Provider Information  

This page lets you confirm and/or correct the information about the provider and provider service 
location that were selected in the first section document. Refer to the section “Provider Information” 
for instructions if you need to edit information appearing on this page. 
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Keep in mind the following stipulations on the providers available for selection: 

• When performing a provider search within the incident workflow, the system first returns 
service locations for authorized services on an individual’s plan. If there are none, the system 
shows all service locations based on the existing consumer/provider relationship. 

• EIM does not display the Service Location Specialty field if a service location has overlapping 
specialties among 520, 521, 522, 456 and/or 524. 

• EIM also does not display the Service Location Specialty field if the service location does not 
offer any one of these specialty codes. 
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 Verification of Incident Classification  

The Verification of Incident Classification page lets you verify the incident classification and 
investigation requirements that were captured in the incident first section. If the incident category or 
investigation requirements have changed, you can make the modifications needed. However, EIM does 
not allow you to reclassify an incident as a Restraint or Physical Restraint incident on this page. 
 

 

This page also reports the results of an investigation. When the primary category of your incident is 
“Abuse,” “Death,” “Sexual Abuse,” “Neglect,” “Rights Violation,” “Exploitation,” Serious Injury” or 
“Suicide Attempt,” the Provider Administrative Review document is required. When the Provider 
Administrative Review document is submitted, EIM automatically copies the information in the Indicate 
provider investigation determination and the associated Please explain fields on that page over to these 
same fields on this Verification of Incident Classification page. Any data currently entered in this page 
here is overwritten by the copy-over, and the data copied over is not editable on this page. 

You may use the instructions appearing in the section “Incident Classification” as a reference if you 
wish as you follow the detailed steps given on the next page. 

This text box appears and is 
mandatory when the 
management review is not 
approved, and a second 
incident final section is 
created. This field lets you 
respond to an unapproved 
review. 
 



Office of Developmental Programs 

100 | P a g e  
 
 

 

The Discovery Date and Time entered in the Incident Classification page appear here; make any 
adjustments needed. A time MUST appear in this field to allow you to correctly save the information 
on this page. 

When an Administrative Review 
document is submitted, these 
entries are copied over from 
that document. You cannot edit 
them. 
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Confirm that the category appearing in the Primary Category drop-down box is the category that best 

describes the incident. Next, click the date picker for the Primary Category Date Occurred and select 

the date that the incident of this category occurred. EIM does not allow an incident’s Primary 

Category to be reclassified to “Death”. The Death Information screen initially allows the user to 

change the category to Death and perform a Save, an error message will ultimately result when 

attempting to perform a Validate or Submit on the Incident Detail screen, because that is where EIM 

performs screen validations. This is illustrated in the screenshot below. 

 
 
The error message above only occurs after the Death Information screen is completed, due to the 

way EIM processes error messages (meaning EIM will display other “priority” error messages prior to 

the incident reclassification error message shown above). If users do not complete the Death 

Information screen the error message does not display. 

In order to proceed, the user must update the Verification of Incident Classification screen back to 

the original Primary Category so that the Death Information screen no longer appears in the Incident 

Final Section, and then go through normal submission steps for the incident. The user would then link 

this incident to a new incident that records the death of the individual. 

Confirm that the secondary category that appears and its corresponding date are accurate. Also 
confirm the selection in the Choking/Falling Indicator drop-down box. Note and verify the values 
displayed in the three drop-down boxes relating to protective services. 

Select Yes or No in the drop-down box relating to notifying the individual about findings and actions. 
If you select No, you must explain the reason for your selection in the text box provided. Do the same 
with the drop-down box and text box associated with notifying the individual’s family, guardians, etc. 

Yes or No was previously selected in the Were their targets identified?  drop-down box in the Incident 
Classification page. If no targets were identified at that time or since, enter an explanation in the If no 
targets were identified, please explain text box.  

Confirm the selection displayed in the Was there a medical intervention for this individual? drop-down 
box. 
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5.3 Management Reviews and Investigations 

The management-review pages are used in different ways in the processes followed by the county, 
regional and state-center staffs to review and investigate incidents. Presented in this section of this 
manual are illustrations of these EIM management-review pages, along with discussions of the 
questions and fields appearing on them. General background on how the questions and fields work is 
also presented, but scenarios describing specific cases are not given here. Use the table below to find 
job aids on the Learning Management System (LMS) that cover the specifics of conducting 
investigations and reviews.  

Job Aid Title Topic(s) Covered Job Aid Link Title in LMS 

Management Review 
Process 

Initial Management Review (“24-
hour” review) 

ODP EIM Mgt Rv Proc 

Management Review 
Process 

Management Review – (Approved / 
No Investigation Required) 

ODP EIM Mgt Rv Proc 

Management Review – 
(Investigation Required) 

Management Review – 
(Investigation Required) 

Management Review - 
Investigation Required 

Provider Response to a 
Not Approved 
Management Review 

Steps required whenever an 
Incident Final Section is marked 
Not Approved 

Provider Response to a Not 
Approved Management Review 
Job Aid 

 
Note: The word “you,” as it is used in the text throughout this manual section relating to reviews and 
investigations for counties, regions, and state centers, means “you as a user with the role(s) and 
scope necessary to perform the described function.” It is not meant to imply that you personally can 
do everything described here; no EIM user has that capability. 
 

 Initial Management Review 

This Initial Management Review page gives you a system location to report and document issues 
discovered during the initial management review process. The initial management review is focused 
on reviewing the actions taken to protect the health, safety and rights of the individual as reported in 
the incident first section. The text box on the Initial Management Review page lets you make and save 
notes about the review process. These notes can be read by other users even if the initial management 
review document has not been submitted.  
 
The Initial Management Review page is to be completed within 24 hours of the date and time of the 
submission of the incident first section. 
 
These reviews are carried out by both county reviewers and regional reviewers.  



Office of Developmental Programs 

103 | P a g e  
 
 

 

 
Select Yes or No as appropriate from each of the two mandatory drop-down boxes on the Initial 
Management Review page (illustrated above). If you select No in either or both of the drop-down 
boxes, you must enter an explanation and other comments relating to the review to explain your No 
selection.  
 

 Management Reviews (County, Region, and State Centers) 

 Investigation Assignment  

The Investigation Assignment page (illustrated on this page and the next) is the first page in the 
Management Review document. On this page, an investigator can be assigned as part of a management 
review.  

EIM automatically determines if an investigation is mandatory, optional, or not allowed, based on the 
incident’s primary and secondary category combinations. When an investigation is mandatory, Proceed 
with Investigation? is displayed as a label on this page, and you must select an investigator from a list 
of names of users who have the Incident Investigator role. See the callouts in the illustration below for 
details. 
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If an investigation is optional or not allowed, you may just click [Save] or [Save and Continue] at the 
bottom of this Investigation Assignment page (illustrated on the next page).  

You can decide to proceed with an investigation even if EIM determines that an investigation is 
optional. To do so, choose Yes from the Proceed with Investigation? drop-down box, as illustrated 
above. To assign an investigator, select an investigator’s name from the Assigned Investigator drop 
down box. The Assigned Investigator drop-down box appears if you choose Yes as described above to 
proceed with an investigation. In order for the selected investigator to have access to the investigation 
document, you must click the [Save] or [Save & Continue] button on this page. 

After you have made an investigation assignment, or have determined that an investigation is not 
needed, navigate away from the management review, and return to this page once the investigator 
has submitted the investigation document. 

After a county, regional or state-center investigation has been completed, a review of the investigation 
can be performed, and the outcome documented on this EIM page. The Investigation Assignment 
screen only needs to be completed for incidents in which an investigation was completed at the county, 
regional or state-center level. 

The investigation determination made on 
the basis of the primary and secondary 
categories appears here as a label. 

When additional investigation is mandatory, 
Proceed with investigation appears here as a label 
without the drop-down box. If this investigation is 
optional, the drop-down box is displayed here. 

When Yes appears in 
the Proceed with 
investigation drop-
down box, this field 
lets you select from a 
list of investigators. Make no selection here until after the 

investigation has been submitted. 
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Do not select Approved or Not Approved from the Investigation Approval Status drop-down box 
(illustrated on the previous page) until after the investigation has been submitted for review. Reasons 
for any disapproval must be entered in the comment text field provided. The management review and 
the Investigation cannot both be marked as Not Approved at the same time. In addition, the incident 
report and the review investigation cannot both be sent back for additional updates at the same time. 

 
Confirmed, Not Confirmed or Inconclusive are the possible selections in the Indicate County/Region 
Investigation Determination drop-down box (Indicate Region Investigation Determination drop-down 
box for ODP-BSASP). Select Yes or No from the Has the family… drop-down box. Both of these drop-
down boxes are illustrated at the top of the screenshot above. 

Explain any No selection here in the text box provided. Yes and No are the possible selections in the 
Concur with provider investigation? drop-down box. This question is intended to make sure that the 
County/Region investigators do not come to a different determination than the providers. Explain any 
No selection in the If no, please explain text box that appears under the drop-down box. 

Note: Users must complete both the Investigation Assignment page and the Management Review 
Information page in order to not approve a county or regional investigation and to create a new 
investigation document.   
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 Management Review Information 

The Management Review Information page lets you document the management review information 
and also mark an incident report as approved or not approved. If the report is not approved, a new 
final section is generated to be completed for when the management review is submitted.  
 
In addition, a new Provider Administrative Review is created when a final section is not approved. 
And if Yes is the selection in the If not approved, are revisions needed in the Provider Certified 
Investigator Report? drop-down box, a new Provider Certified Investigator Report and Provider 
Administrative Review are created. 
 
The screenshots on the next several pages depict the Management Review Information screens as seen 
by various EIM users. Labels in the top corners of the screenshots identify the classes of users who 
view them. Below is a screenshot of the top of a sample Management Review Information page. The 
fields and features in the top portion of this page are nearly the same for most ODP-ID/A, OD-BSASP 
or State-Center users, whether they are county or regional reviewers. Greater differentiation among 
the users’ Management Review Information pages is seen in the bottoms of this page.  

Refer to the illustration above, which depicts the top portion of the Management Review Information 
page. The fields and features in the top portion of this page are nearly the same for most ODP-ID/A, 
ODP-BSASP or State-Center users, whether they are county or regional reviewers. The only exception 
is that State-Center users do not see the Unaddressed SC Comments link. 
 
Enter the date when the review began, using the date-picker in the Review Date field. Follow the 
instructions found in the relevant job aid named in the table on page 102 to learn when to make a 
selection in the Review Approval Status drop-down box. As a general rule, you should not enter the 
status when you are first starting with the review. Enter comments in the Comments/ 
Recommendations field as instructed. Note that comments are mandatory when the incident report is 
not approved.  

This link appears only if there is at least one 
unaddressed SC comment. It does not appear 
when the logged-in user is state-center staff. 
Neither is it displayed for site-level or state-center 
incidents or for incidents in which the individual 
has no MCI. 
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When the incident is finally closed at the end of the complete incident process, EIM automatically 
displays the date of the closure in the Initial Incident Closure Date field. EIM also calculates the number 
of days that elapse between the incident creation and closure dates. The date and the number of days 
that elapsed are displayed as read-only fields on this page. 
 
Go on to the next page of this manual for instructions and discussion of the bottom portion of this 
same window, as seen by ODP-ID/A county reviewers. 
 

 
 

Refer to the illustration above, which depicts the bottom portion of the page. 

Select Yes or No in the drop-down box relating to confirming that the primary and secondary categories 
are correct as they appear in this incident. Select Yes or No to confirm, or not, that the incident was 
reported promptly. The If no, please explain field allows you to capture any necessary comments. Select 
Yes or No in the Is the discovery date accurate? drop-down box.  
 
Choose Yes or No in the drop-down box to answer the question Was a protective service notification 
received for this incident? Select Yes or No as well to answer whether the notification was accurately 
reflected in the incident.  These two questions are very important for the following reasons. 
 
The EIM system does not force you to disapprove an incident if a protective services notification is not 
received. However, system validations do prevent you from approving a final section if a protective 
services notification is received but is not accurately reflected in the incident. If you select No as the 
response to either Is your discovery date accurate? or Was a protective services notification received 
for this incident? the review-approval status must be "Not Approved." 
 
Choose Yes or No in the drop-down box to answer the question If not approved, are revisions needed 
in the Provider Certified Investigation Report? 
 

These two drop-down 
box questions do not 
appear on the screens of 
state center users. 
However, all the other 
fields illustrated here will. 
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The drop-down box If the incident report is not approved, please select a reason has many possible 

selections, from which you may choose only one. If you do not see an applicable selection, choose 

Other, but there is not an “If Other, please specify” field in which you can identify and explain the 

reason for the disapproval. 

 

 

Refer to the illustration above, which depicts the bottom portion of the Management Review 
Information page, as seen by ODP-ID/A regional management reviewers. 

Select Yes or No in the question relating to confirming that the primary and secondary categories are 
correct as they appear in this incident. Select Yes or No to confirm, or not, that the incident was 
reported promptly. The If no, please explain field allows you to capture any necessary comments. Select 
Yes or No in the Is the discovery date accurate? drop-down box.  
 
Select Yes or No to the question, “Is this incident a result of abuse or neglect?”. This is a mandatory 
field.  
 
Choose Yes or No in the drop-down box to answer the question If not approved, are revisions needed 
in the Provider Certified Investigation Report? Select a reason to respond to why the incident report is 
not approved.  
 
The remaining drop-down boxes on this page, except the last one, have Yes and No selections. They all 

concern departments and agencies that were contacted as part of processing the incident. Select Yes 

or No as you need for each entry. The selections in the last drop-down box, To which agency was a 

notification made? are Local Law Enforcement / Local District Attorney’s Office, Office of the Attorney 

General or Both. 

You are required to indicate 

whether an incident is the 

result of Abuse or Neglect. 

Otherwise, the following 

error message results during 

validation: “Error: Incident a 

result of abuse or neglect - 

Management Review 

Information: Response is 

mandatory” 
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Refer to the illustration above, which depicts the bottom portion of the Management Review 
Information page. 

Select Yes or No in the question relating to confirming that the primary and secondary categories are 
correct as they appear in this incident. Select Yes or No to confirm, or not, that the incident was 
reported promptly. The If no, please explain field allows you to capture any necessary comments. Select 
Yes or No in the Is the discovery date accurate? drop-down box.  
 
Select Yes or No to record whether a protective services notification was received for the incident. 
Choose from the same Yes or No options to state whether the protective services notification was 
accurately reflected in the incident document. 
 
Choose Yes or No in the drop-down box to answer the question If not approved, are revisions needed 
in the Provider Certified Investigation Report? Select a reason to respond to why the incident report is 
not approved.  
 
The remaining drop-down boxes on this page, except the last one, have Yes and No selections. They all 

concern departments and agencies that were contacted as part of processing the incident. Select Yes 

or No as you need for each entry. The selections in the last drop-down box, To which agency was a 

notification made? are Local Law Enforcement / Local District Attorney’s Office, Office of the Attorney 

General or Both. 

Incident Detail page displaying Management Review status of Not Approved:  

When an incident document receives a status of not approved, the system marks documents as not 
approved and creates new documents based on the outcome of the management review.  

A new incident final section appears with a status of “Created,” and the earlier incident final section 
now shows a status of “Not Approved.” Click the (submitted) County Management Review name link 
to review the details for the “Not Approved” status. 
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NOTE: EIM also created a new County Management Review document for the reviewer to use in the 
subsequent management review, for the newly added incident final section document. 
 

 Follow-Up Actions Taken (Regional Management Review only) 

The Follow-Up Actions Taken page lets you capture details on any follow-up actions that have been 
taken as a result of an incident. The only place that this page appears in EIM is as the last page of a 
regional management review. In addition, this page is constructed like the Target or Witness 
Information pages in that selecting Yes in the Were follow-up actions completed as a result of this 
incident? drop-down box at the top of the page opens the text fields and the drop-down boxes where 
you can then enter detailed information on the actions taken.  
 
The screenshot below illustrates a page where No is selected from the drop-down box for the 
mandatory question ‘Were follow-up actions completed as a result of this incident? If no actions were 
taken, you select No here and then click the [Save & Continue] button. 
 

The initial Incident Final 

Section now shows as 

“Not Approved.” 

A new Incident Final Section 

has been created.  

A new County Management 

Review has been created.  
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The screenshot on the next page of this manual illustrates a page where Yes is selected from the 

drop-down for the mandatory question Were follow-up actions completed as a result of this incident? 

Selecting Yes in the Were follow-up actions completed as a result of this incident? opens up additional 
mandatory drop-down boxes and fields that you must complete. Note that all of the fields on this page 
are mandatory. Also appearing on the page is a table where you can enter and display information 
about more than one action taken. Each separate action taken is displayed as a record in the table. 
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The available selections in the Follow-Up Action drop-down box are: 

• Department-Certified Incident Investigator 

• Certified Investigator Peer Review (CIPR) Process 

• Targeted Technical Assistance 

• Issue Statement of Findings and Require Corrective Action Plan 

• Issue Violation Report 

• Regulatory Sanctions Issued 

• Other  

The action must be described in the Description of the Follow-Up Action text box. Enter in the date 
picker the date the action was completed or the date when completion is expected. Enter the first and 
last names of the person responsible for the action in question. To add additional Follow-up Actions 
take click the Save button. When finished adding Follow-up Actions Taken click the [Save & Continue] 
button. 
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 Investigation Information  

This Investigation Information page provides a location in EIM where you can capture and record 
information about an investigation. This page is used to collect information in the course of county, 
regional and state-center investigations and as part of Provider Certified Investigator Reports (Provider 
CIRs). 

See the illustration below of the top portion of this EIM page along with further details and 
explanations of the fields and questions shown. 
 

 

Provide the dates when the investigation began and concluded using the date-pickers in the first two 
fields on this page. These dates are mandatory.  
 
The date in the Incident Allegedly Occurred Date field may have automatically been copied over from 
the Primary Category Date Occurred field and is to reflect the date that the investigation revealed that 
the incident allegedly occurred. The date and time in the Incident Allegedly Reported/Discovered Date 
and Time field may have automatically been copied over from the Discovery Date and Time and is to 
reflect the date and time when the investigation revealed the incident was reported or discovered. 
 
If these dates and time have not already been copied over, select these dates and time in these two 
fields when the incident was reported or discovered.  
 
Illustrated and explained on the next page of this manual is the rest of this Investigation Information 
page, as it appears for ODP-ID/A and ODP-BSASP reviewers. 
 

Select a date and time in the date and time picker in this Investigator Date and Time field to indicate 

exactly when the investigator was assigned to this incident. If the investigator was assigned more 

than 24 hours after the discovery date, explain the reason for the delay in the relevant text box 

(illustrated below). In the Information Provided to the Investigator… text box, detail the information 

This value is copied over from the 
Primary Category Date Occurred field 
on the Incident Classification page in 
the first section unless a date has 
already been filled in here. 

 This value is copied over from 
the Discovery Date and Time 
field on the Incident 
Classification page in the first 
section unless a date has 
already been filled in here. 
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provided to the investigator at the time the investigator was assigned. In the Investigatory 

question(s)… text box, lay out the investigatory questions that must be addressed. 

 

 
 

Select Yes, No or Site Unavailable/Unknown in the drop-down box Did the investigator visit the site of 
the incident? Note the date and time of any site visit made using the date-and-time picker. If the 
investigator did not visit the site of the incident, explain why not in the Please explain why the site was 
not visited… field. The last large text box on this page is where you may record how any potential 
witnesses were identified.  
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6. SC Comments 

6.1 Overview of SC Comments 

Using the SC Comments screen in EIM, supports coordinators are able to communicate comments or 
concerns about an incident to management reviewers. The management reviewers then must review 
and take appropriate actions to address these comments and concerns. Management reviewers at 
county/AE or regional offices review these comments to return them to the SC originator for 
updating, or to consider them as addressed. There are different ways in EIM to access these 
comments. This “SC Comments” section of this user manual explains the EIM-system functioning of 
the SC comments feature and all the possible steps involved in working with SC comments. 

 
Note: The SC comments function works only with individual incidents. SC comments cannot be 
created for site-level incidents, state-center incidents, abbreviated incidents (e.g., restraint or 
medication -error incidents) or incidents for individuals without MCIs.  
 
A sample SC Comments page is illustrated below. 
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The table below explains who can work with SC comments and any constraints on their use. 
 

User’s 
Organization 

and Identity 

SC Comment Capability Notes 

Supports 

coordinators and 

supports coordinator 

supervisors 

• SCs and SC supervisors enter SC 
comments. 

• Supports coordinators in the SCO of 
record in HCSIS who enter 
comments have their usernames 
appear above the comments in the 
screen and in the table of details. 

• All SCs from the commenting SCO are able to 
provide and access their SCO’s comments. 

• When an individual is being transferred from 
one SCO to another, and their incident with 
comments has a status of “In Progress,” both 
the sending and the receiving SCs may enter 
comments, as long as the Management 
Review has not been submitted. 
The comments of sending and receiving SCs 
are identified by their usernames, which 
appear above the comments and in the 
comment detail table.  Sending and receiving 
SCs may comment until the incident is 
closed, at which point the sending SC may no 
longer comment. 

ODP-ID/A county 

staff 

ODP-ID/A 

Administrative Entity 

staff 

• These staff people review entered 
SC comments on ODP-ID/A incidents 
and may delete SC comments from 
an incident.  

• Only AEs can enter comments for 
incidents concerning individuals 
without an SC assigned at the time 
the incident was created. 

Any deletion of an SC comment should be 
explained in the text of the comment itself. 

ODP-ID/A regional 

staff  

• These staff people only have read-
only rights to view entered SC 
comments. 

• These staff people also may delete 
SC comments from an incident. 

• These staff people can view the SC 
Comments page, but all of the information 
displayed is read-only. 

• Any deletion of an SC comment must be 
explained in the text of the comment itself. 

ODP-ID/A state staff • These staff people only have read-
only rights to view entered SC 
comments.  

These staff people can view the SC Comments 
page, but the information displayed is read-only. 

ODP-BSASP regional 

staff  

These staff people review entered SC 
comments on ODP-BSASP incidents and 
may delete SC comments from an 
incident. 

Any deletion of an SC comment should be 
explained in the text of the comment itself. 

ODP-BSASP state 

staff 

These staff people only have read-only 
rights to view entered SC comments.  

These staff people can view the SC Comments 
page, but the information displayed is read-only. 

Providers Providers cannot enter or view SC 
comments. 

 

State-Center staff State-Center staff cannot enter or view 
SC comments. 

State-center users can tell whether SC comments 
exist for an incident from the number that 
appears on the [SC Comments] button on the 
Incident Detail page. 
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6.2 Entering and Saving SC Comments 

Note: The instructions presented in this section 6.2 are written from the viewpoint that you are a 
supports coordinator following these steps to enter a comment.  
 

1. Open the Incident Detail page for the incident in question and find the [SC Comments] 
button. The [SC Comments] button appears on an Incident Detail page after the incident first 
section is successfully submitted. This button is marked by a red border in the illustration 
below. The button is dynamic, and the number it displays in brackets indicates the number 
of SC comments already entered for this incident. If you see no number, comments have not 
yet been entered. 

 

 
2. Click the button to open the EIM page titled SC Comments. Illustrated below is a sample SC 

Comments page.  

3. Enter a title for the comment in the Comment Title field. The title should be descriptive and 
unique so it cannot be confused with other comments. 

 

Enter a Comment Title. 
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4. Select the value you need from the Comment About drop-down box.  The list of items in the 
drop-down box describes common areas where concerns may arise. If you select Other from 
the Comment About drop-down box, explain your reasons for this selection in the body of 
the comment itself in the text box. 

5. Select Pending Review in the Status drop-down box. This selection signals the system that 
this comment needs to be reviewed by a reviewer with a county or other entity. 

6. Enter your desired comment in the large text box that is on the left side of the SC 
Comments page on the screen. Your system username and the date you are entering the 
comment appear above this field as identifiers. 

 

7. Click [Save] to save your entries. The page is refreshed, and it looks much like the 
illustration shown at the top of the next page. Some information you entered for the 
comment appears in the small table in the middle of the SC Comments page. The date 
when the comment was created appears, along with the date the comment was last edited 
and by whom. Information on this SC comment and possible subsequent comments is 
collected in this table. Click a Comment Title link in the first column to view the details for 
the comment appearing in that row of the table.  

Select a Comment 
About from the drop-
down list. 

Select a Status from the 
drop-down list. 
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The next steps of this process are conducted by the relevant management reviewer. Go on to 
the next page of this manual section to familiarize yourself with the different events in EIM 
that happen when an SC comment is saved. 
 

 

 
When a new comment is first saved, the following events occur in EIM: 
 

1. An Unaddressed SC Comments hyperlink appears on the incident’s Management Review 
Information page for some reviewer users. Clicking this link opens the SC Comments page 
and displays the reviewers’ fields. See the section “Reviewing SC Comments.”  

2. An SC Comments tab appears on the Dashboard. On this tab is information that helps users 
find and work SC comments. See the section “Working with SC Comments in the My 
Workload Dashboard.”  

3. An alert via EIM and via email is sent to a reviewer as a prompt for the reviewer to seek out 
the SC comment. See the section "Using SC Comment Alerts in the My Workload 
Dashboard.”  

 
  

This message indicates 
a successful save of the 
comment information. 

 

Clicking [Save} enters your 
comment information in this 
table and clears the fields and 
drop-down boxes on the page. 
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6.3 Reviewing SC Comments 

When a comment is entered for an incident, the Management Review Information page for that 
incident displays a link: Unaddressed SC Comments (#) (marked in the illustration below by a red 
border). The number in parentheses in the link indicates the number of unaddressed comments for 
the incident. The incident must have at least one unaddressed comment for the link to appear. If 
no unaddressed comments exist for the incident, the link does not appear. 
 

 

 
Note: The instructions presented in the rest of this section 6.3 are written from the viewpoint that 
you are an ODP-ID/A county / AE reviewer, or an ODP-BSASP regional reviewer who is following 
these steps to review a comment.  
 
ODP-ID/A regional reviewers can click the link on the Management Review Information page to 
open a read-only version of the corresponding SC Comment page. 
 

1. Click the link that appears on the Management Review Information page. An SC Comments 
page with blank fields appears (illustrated below). Your username and the current date 
appear above the large text-entry field where you are to enter your comment. The 
Comment Title, Comment About and Status fields are blank, but comment information that 
was saved by the SC appears in the small table in the middle of the page. 

2. Click the [Edit} button in the table (illustrated above) for the comment you want to edit, 
and all the comment data that the SC entered is displayed in the fields on the screen, as 
illustrated at the top of the next page. The SC’s comments appear in a field aligned to the 
left side of the SC Comments page. The text of these SC comments has been “locked down” 

An ODP-ID/A county or AE reviewer 
or an ODP-BSASP regional reviewer 
can click this link to open an editable 
SC Comment page directly. 
An ODP-ID/A regional reviewer can 
click this link to open a read-only 
version of the SC Comment page. 
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and appears as read-only text. Neither SCs nor reviewers can alter the comments after they 
have been saved.  
 

 

3. Enter your comments as a reviewer in the large field that is aligned to the right side of the 
page. The first three fields are editable and display the values that the SC entered and 
selected. Note that the Status drop-down box includes the selection Addressed, which is a 
selection that is not available for the SC to pick. Only ODP-ID/A county / AE reviewers or 
ODP-BSASP regional reviewers have the Addressed status available to assign. See Step 6B 
below for more information. 

4. Confirm that the title appearing in the Comment Title field is accurate in describing the 
comment and is unique. If the title needs to be changed, you may change it, but you must 
enter an explanation for your change in the comment text-box field that is on the right side 
of the SC Comments page.  

5. Confirm that the value in the Comment About drop-down box is accurate. Should it require 
revision, a new value should be selected. When a new value or Other is selected from this 
drop-down box, enter details on the reason for selecting a new or different value in the 
body of the comment text box.  

6. Review the SC’s comment and assess whether you can address the concern expressed or 
not. Then follow one of these two options, A or B. 

A. If you believe you need more information on the comment before marking it 
“Addressed,” enter any requests in your comment field and change the status in the 

Click [Edit} to populate this page 
with the comment information 
that the SC entered. 

 

Comments made by 
reviewers are aligned to 
the right side of the page. 
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Status drop-down box to Pending SC Updates. This selection permits SCs to enter 
additional corrective updates to this comment. The result of this option is illustrated at 
the top of the next page. 

B. If you believe that you can address the concerns or issues, you MUST enter a comment 
and change the selection in the Status drop-down box to Addressed. 

 

7. Click [Save] at this point to save these entries. The Operation Successful message appears, 
the entry in the small table remains, and the four fields are blank. The SC s may then 
respond to your comments. This back-and-forth process repeats itself until the reviewer 
can mark the SC comments with the status of “Addressed.”  

 
Note: Selecting Addressed and saving the comment information you must enter “locks” the entire 
comment to prevent SC users from making further updates. Comments cannot be unlocked, so if 
an SC needs to revise a locked comment (assuming the final section has not been approved), a new 
comment must be entered and must make its way through the process. 
 
Note: EIM does not let you submit a management review until ALL SC Comments entered for the 
incident have been marked as “Addressed.” This “hard stop” in the system applies to the County 
Management Review for ODP-ID/A and to the Incident Management Review for BSASP.  

 

6.4 Deleting SC Comments 

ODP-ID/A county / AE users, ODP-ID/A regional users and ODP-BSASP regional users are permitted 
to delete comments that are in process as long as the comments do not have the Addressed status. 
Reasons for the deletion must be provided in a comment text box. State and regional users can see 
SC comments with a status of Deleted. 
 
To delete a comment: 
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1. Open the individual incident that has the comment to delete and click the [SC Comments] 
button on the Incident Detail screen for that incident. The SC Comments page opens. 

 

2. Find the row in the table in the SC Comments page that has the comment to delete. 

3. Find the [Edit] button in that row in the small table and click the button. The screen 
refreshes to show the data entered for this comment (illustrated below). All the back-and-
forth steps of the commenting process are displayed on the screen. 

4. Enter the explanation for deleting the SC comment in the relevant comment text box. Be 
sure to enter a justification. Do not delete a comment without entering an explanation. 

5. Click the [Delete] button. All the comment entries and other information entered and 
selected are IMMEDIATELY deleted from the screen. You do not see a dialog box or other 
message asking you to confirm the deletion before the deletion occurs. An “Operation 
Successful” message appears at the top of the screen. The screen displays a “fresh” page 
where all the fields are blank.   

 

Note: Only state and regional users can see SC comments with a status of Deleted. Below is a 

sample view of a deleted SC comment as seen by an ODP-ID/A regional reviewer, who has only read-

only permissions to the SC Comments page. 

Enter the justification for 
the deletion in the 
comment box before you 
click the [Delete] button.  

 

Click the [Delete] button 
for the comment you 
need to delete. The 
comment is immediately 
deleted. 
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6.5 Working with SC Comments in the My Workload 
Dashboard 

An SC Comments tab has been added to the My Workload Dashboard, alongside the Work Items, 

Alerts and News tabs (see illustration above). This SC Comments tab is accessible only by SCs and 

County/AEs for ODP-ID/A, and by SCs and regional staff for ODP-BSASP.  
 

Click the SC Comments tab to open a table that displays data as described below. Refer to the 
detail screenshot below. 

 

• The first column of the table (SCO) shows the names of the supports coordination 
organizations that have at least one incident with an SC comment that requires the 
attention of an SC or a management reviewer. The SCO and SC names that appear in 
separate rows in this tab are the names of the SCOs and SCs who created the incidents. 

• The second column (Pending Review) shows the total number of the SCO’s comments with 
the status Pending Review that the AEs for ODP-ID/A, ODP-ID/A county staff or regional 
staff for ODP-BSASP must review.  

• The third column (Pending SC Update) shows the total number of the SCO’s comments with 
the status Pending SC Update that the SCs must revise. 

Clicking this tab 
opens the table 
below it. 

Click this link to open the incident with comments.  
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The SC Comments tab functions much like the Work Tab. Click a number link in the Pending Review 
column (as shown by the mouse pointer in the detail illustration on the previous page) or Pending 
SC Update column to open a display of the associated detail information in the Detail Summary 
panel of the dashboard (illustrated below).  

 

 

The Detail Summary panel displays the Incident ID (which appears as a clickable link), the MCI, the 
Individual Name, the SC Name, the Comment Title, the Created By name and Created Date, the Last 
Edit Date and the Primary Category. Also provided in the Detail Summary panel is an [Export to 
Excel] button that converts the data displayed in the panel into a Microsoft Excel® file.  

Clicking the ID link opens the relevant SC Comments page for the comment in question. You can 
then enter updates or review details as required. See the other sections of this manual for 
instructions. 

  

Click an Incident ID link to 
open the SC Comments page 
for the incident in question. 

 

Click Export to Excel button to open 
an Excel spreadsheet that displays 
the Detail Summary entries. 
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6.6 Using SC Comment Alerts in the My Workload Dashboard 

When an SC comment is marked as Addressed by a management reviewer, and the management 
review is submitted, an alert appears in the dashboards of the individual's SC, the SC supervisor, 
and the SC originator of the comment. This alert is also emailed to these users. Only one alert is 
generated per incident for each user.  See the illustration of a sample alert below. 
 
 

The alert contains the message text illustrated above, which appears under the Alert Detail 
heading. Appearing at the start of the alert text is the incident ID of the incident in question, 
followed by the alert message itself. The message identifies the individual who is the subject of the 
incident by name and MCI. 
 
The entire message is a link that you can click to open the Incident Detail page for the incident in 
question. On the Incident Detail page is the [SC Comments] button, which you click to open the 
corresponding SC Comments page. 
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6.7 Printing SC Comments Using Print Summary Options 

SC comment information is printable through two print-summary options:  
 

1. Click the [Print Summary] button on the Incident Detail page to open the Print Summary 
window illustrated below. 

2. Select either the Incident Detail Report with SC Comments option button or the SC 
Comments option button and then click the [Print] button in the window.  

 
See the sections “Selecting Incident Detail Reports with SC Comments” and “Selecting the SC 
Comments Summary” for details and instructions on printing these reports that contain SC 
comments. 

 

 

 

 

 

 

 

 

  

Choose to print either of 
these reports to view SC 
comment data. 
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7. Provider Certified Investigator Reports 

7.1 Investigation Information 

The Investigation Information page provides a location in EIM where basic information about a certified 
investigation can be captured and recorded. This page is filled out by a certified investigator in the 
course of creating a Provider Certified Investigator Report (Provider CIR). However, note that two 
values on this page automatically appear when this page first opens because they have been copied 
over from another document and page of the incident. See the instructions and illustration below for 
details. 
 

  
 
Select the dates when the investigation began and concluded using the Investigation Start Date and 
Investigation End Date date-pickers at the top of the page. These dates are mandatory. 

The date in the Incident Allegedly Occurred Date field is automatically copied over from the Primary 
Category Date Occurred entered in the Incident Classification page and is to reflect the date that the 
investigation revealed that the incident allegedly occurred. The date and time in the Incident 
Reported/Discovered Date and Time field is automatically copied over from the Discovery Date and 
Time field in the Incident Classification page and is to reflect the date and time when the investigation 
revealed the incident was reported or discovered. See the callouts in the illustration above.  

These values do not overwrite existing entered values when they are copied over, and you can edit 
them after they are copied over. The system event that triggers copying the values over is the clicking 
of the [Initiate] button at the start of creating the Provider CIR. 

  

This value is copied over 
from the Primary Category 
Date Occurred field on the 
Incident Classification 
page in the first section. 

 

This value is copied over 
from the Discovery Date 
and Time field on the 
Incident Classification 
page in the first section. 
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Refer to the illustration above as you follow the rest of these instructions.  

In the Investigator Assigned Date and Time field, enter the date and time when the investigator was 
assigned. If the assignment came more than 24 hours after the discovery date, explain the reason for 
the delay in the text box below the drop-down box. In the Information provided to the investigator… 
text box, detail the information the investigator received at the time of the assignment. In the 
Investigatory questions… text box, lay out the questions that the investigator must answer through 
the investigation. 

Select Yes, No or Scene Unavailable/Unknown in the drop-down box Did the investigator visit the 
site of the incident? Enter the date and time of the visit to the scene of the incident using the date-
picker. If the investigator did not visit the scene of the incident, explain why not in the Please explain 
why the scene was not visited… text box. The last large text box on this EIM page is where you may 
record how any potential witnesses were identified.  
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7.2 Testimonial Evidence 

The Testimonial Evidence page provides a system location for entering and retaining evidentiary 
information gathered from witnesses to an incident. See the screenshot below for an illustration of the 
features and instructions presented here. Instructions on entering data are on the next page. 

 
 

Select Yes in the Were witness interviews attempted and/or completed? drop-down box at the top of 
the page. Selecting Yes opens the text fields and the drop-down boxes on this page where you enter 
the relevant information. If you do not have evidence to record, select No in this drop-down box and 
click [Save & Continue] to advance to the next EIM page.  

To enter testimonial 
evidence, select Yes 
in the drop-down 
box. 
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In the mandatory Relationship to the individual drop-down box, select the term that best describes the 
relationship the witness has or had to the individual who is the subject of this incident. If no relationship 
in the list corresponds to the relationship identified, choose Other. Note, however, that if you choose 
Other, there is not a specific text field where you can identify and describe the actual relationship. 
Describe the actual relationship in the Summary of relevant information… text box farther down the 
page. 

This Relationship to the Individual drop-down box dictates whether you enter witnesses’ names in the 
Witness First Name and Witness Last Name fields. If the selection in the Relationship to the individual 
drop-down box is Another Individual, the system does not let you enter the first and last names of the 
other individual in the Witness First Name and Witness Last Name fields. When Another Individual is 
the selection, EIM requires an entry in the Witness Identifier (…) field. This identifier must be formatted 
using the initials from the first and last names followed by the last six digits of the Social Security 
number (SSN) without the dash. 

If the selection in the Relationship to the individual field is any selection other than Another 
Individual, then the Witness First Name and Witness Last Name fields become mandatory, and the 
Witness Identifier field becomes optional. 

If the witness providing testimonial evidence is with an agency that was involved in the incident, 
enter that person’s agency title in the Agency Title (or Family Role) text box. If the witness is a 
member of the individual’s family, such as brother, spouse, grandchild, etc., enter that family 
relationship in the field. Be sure to click the [Online Help] button at the top of the EIM page to read a 
further explanation in the Online Help of what you must document in this field. 

Select Yes or No in the mandatory Was this person identified as an alleged target for this incident? 
drop-down box. You must make a selection in this drop-down box.  

Choose from Attempt, Initial and Follow-up as the type of interview that was conducted (or not 
conducted). Also include the date and time of the interview and whether the interview was 
conducted in person. You must not interview more than one person at a time. EIM generates an error 
if you submit a Provider CIR containing multiple interview records that have the same date and time 
on this page The two large text-entry fields at the bottom of the page allow you to record any further 
information you deem appropriate relating to the witness in question. 

Click the [Save] button to save the data on the first witness into the table in the middle of the page. To 
add more witnesses, enter and select data as described above and click [Save]. If you later find you 
need to edit or delete a record from the table, click the record to fix and then click [Edit] or [Delete] as 
needed. Clicking [Edit] inserts the record’s data back into the fields, where you can edit and resave it. 
Clicking [Delete] removes the record entirely from the table. 
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7.3 Physical Evidence 

The Physical Evidence page gives you a system location to record and describe information on physical 
evidence identified, collected, photographed, or preserved in another manner at the scene of the 
incident. The screenshot below illustrates this EIM page. See the next page in this manual for 
instructions. 

 
 

Select Yes in the Was physical evidence identified, collected, photographed… drop-down box at the top 
of the page to open the text fields and the drop-down boxes on this page where you enter the relevant 
information. If you do not have such evidence to note, select No in this drop-down box and click [Save 
& Continue] to advance to the next EIM page.  

In the Physical evidence identified drop-down box, select to identify whether the evidence is an object 
(Object), came from an area of the individual’s body (Body Part) or was found at the scene (Incident 
Scene) where the incident occurred. If none of these selections accurately describe this case, choose 
Other. Note, however, that if you choose Other, there is not a specific text field where you can identify 
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and describe the actual object, part, etc. Describe this evidence in the Brief Description of identified 
physical evidence…text box farther down the page. 

Select Yes, No or Evidence not available in the Collected/Preserved drop-down box. Also include the 
date and time when the evidence was collected, but if you select Evidence not available in the 
Collected/Preserved drop-down box, the date is no longer mandatory, and you can leave it blank. 

The two large text-entry fields at the bottom of the page let you record any further information you 
deem appropriate relating to the evidence recorded, not only who identified the evidence but also 
how the evidence is being retained. Carefully note the level of detail required appearing in the label to 
the first text-entry field. Note as well that this field is mandatory. 

Click the [Save] button to save the data on the first item of evidence into the table in the middle of the 
page. To add more evidence, enter and select data as described above and click [Save]. If you later find 
you need to edit or delete a record from the table, click the record to fix and then click [Edit] or [Delete] 
as needed. Clicking [Edit] inserts the record’s data back into the fields, where you can edit and resave 
it. Clicking [Delete] removes the record entirely from the table. 
 

7.4 Documentary Evidence 

The Documentary Evidence page gives you a system location to identify and record documentary 
evidence identified and/or gathered in the course of investigating the incident. See the illustration of 
the Documentary Evidence page at the top of the next page in this manual section. 

Select Yes in the Were documents identified as evidence for this investigation? drop-down box at the 
top of the page to open the text fields and the drop-down boxes on this page where you enter the 
relevant information. If you do not have such evidence to note, select No in this drop-down box and 
click [Save & Continue] to advance to the next EIM page.  

In the Title of document/evidence field enter the title of the document or text to use as the title for the 
evidence. Select Yes, No or Evidence not available in the Collected drop-down box to indicate whether 
the documentary evidence has been, or can be, obtained. Enter the date and time when the evidence 
was collected using the date-picker. You must enter a date and time if Yes is the selection in the 
Collected drop-down box. 
 
Use the two large text boxes at the bottom of the page to record any further information deemed 
appropriate. Note carefully, the level of detail required as it is stated in the label to the Brief description 
of identified documentation… text box. Note as well that this field is mandatory. Fill in any additional 
information you may have in the text box at the bottom of the Documentary Evidence page. 
 
Click the [Save] button to save data on the first item of evidence into the table in the middle of the 
page. To add more evidence, enter and select data as described above and click [Save]. If you later find 
you need to edit or delete a record from the table, click the record to fix and then click [Edit] or [Delete] 
as needed. Clicking [Edit] inserts the record’s data back into the fields, where you can edit and resave 
it. Clicking [Delete] removes the record entirely from the table. 
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7.5 Investigation Methodology 

This Investigation Methodology page is used to collect information in the course of Provider Certified 
Investigator Reports (Provider CIRs). Several questions on this page serve as double-checks on data 
collected on the other Provider CIR pages, making this page a summary somewhat of a number of the 
investigation’s findings and actions.  

Below are detailed discussions and instructions on each of the fields and questions that appear on the 
Investigation Methodology page. The illustration of the fields and questions appearing on this 
extensive EIM page is broken out into two parts, which appear on the next two pages of this manual. 

CI Investigation Plan 
The CI Investigation Plan field at the top of the page is mandatory and is used to describe the 
plan the certified investigator has in place for conducting the investigation.  

If witness interviews were not attempted and/or completed, please explain 
The Testimonial Evidence page has the drop-down box Were witness interviews attempted 
and/or completed? If No is the selection in that drop-down box, you must enter an 
explanation of why witness interviews were not completed or attempted in this If witness 
interviews were not attempted and/or completed, please explain field. Leaving this field blank 
under these circumstances generates an EIM validation error message. 

If the victim was not the first witness interviewed, please explain 
The Testimonial Evidence page has the Relationship to the Individual drop-down box and the 
Interview Date and Time field. In addition, Victim is a selection in the Relationship to the 
Individual drop-down box on that page.  If the subject of the incident – the “victim” – is not 
the first witness interviewed, you must enter an explanation in this If the victim was not the 
first witness interviewed, please explain field as to why not.  

“First witness interviewed” is as determined by the date and time entered in the Interview 
Date and Time field on the Testimonial Evidence page. The victim’s testimony should predate 
anyone else’s. 

Leaving this If the victim was not the first witness interviewed, please explain field blank when 
a witness other than the victim produces the first testimony generates an EIM validation 
error message. This question is conditionally mandatory for all incident categories except 
“Death.” When Death is the primary category of the incident, leave this text box blank – no 
explanation is necessary. 
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Did the CI interview the victim within 24 hours of being assigned to the case? 
Select Yes, No or N/A in the mandatory drop-down box Did the CI interview the victim within 
24 hours of being assigned to the case? If the investigator did not interview the victim within 
24 hours (No or N/A selected), the explanation as to why not must be entered in the If no, 
please explain field under the drop-down box.  
There are important requirements that apply to this drop-down box. If the incident’s primary 
category is “Death,” you MUST select N/A in this drop-down box. Do not select N/A If the 
incident’s primary category is NOT “Death,” When the primary category is “Death,” and N/A 
is selected, you do not need to enter an explanation in the If no, please explain field. System 
error messages appear to guide you to respect these conditions. 

Were all initial interviews attempted and/or completed within 10 days of the investigation 
being assigned? 
This drop-down box is mandatory and asks if all interviews were at least attempted, if not 
completed, within 10 days of the investigation assignment. Select either Yes or No and 
explain any No selections in the If no, please explain field below the drop-down box. 

If no targets were identified, please explain 
The Testimonial Evidence page has the drop-down box Relationship to the individual. If Target 
is not selected in this drop-down box, you must enter an explanation for this fact in the If no 
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targets were identified, please explain text-entry field. Leaving this field blank under these 
conditions generates an EIM validation error message.  

If physical evidence was not collected, photographed, or otherwise preserved, please 
explain 
The Physical Evidence page has the drop-down box Was physical evidence collected, 
photographed, or otherwise preserved? If No is the selection in this drop-down box, you must 
enter an explanation for this lack of physical evidence in this If physical evidence was not 
collected, photographed, or otherwise preserved, please explain text-entry field. Leaving this 
field blank under these conditions generates an EIM validation error message. 

If no other documents were identified as evidence for this investigation, please explain 
The Documentary Evidence page has a drop-down box Were other documents identified as 
evidence for this investigation? If No is the selection in the drop-down box, you must enter an 
explanation as to why in this If no other documents were identified as evidence for this 
investigation, please explain text-entry field. Leaving this field blank under these conditions 
generates an EIM validation error message. 

Please enter any evidence that was collected for the investigation that was determined not 
to be relevant 
Entries in this last field on the page are items of evidence that were collected for the 
investigation but were found to be irrelevant to the investigation. 
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When a Provider Administrative Review that is not confirmed is submitted, a new Provider CIR and a 
new Provider Administrative Review are generated, which allows investigators to make corrections to 
the Provider CIR as needed. The responses from this Provider CIR should be carried forward into the 
new version of the Provider CIR to reduce effort needed from users to correct the responses. A new 
Final Section document is not generated. 
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7.6 Summary of CI’s Findings 

The Summary of CI’s Findings page gives you a system location to summarize and record findings 
made in the course of investigating the incident. The screenshot below illustrates this EIM page. 
 

 
 

Enter the summary information directly in the mandatory Summary of Investigator’s findings field. 
Note that as you type in this field, a character counter below the field on the left side displays the 
number of characters that can still be entered in the field. In lieu of typing the information into this 
field freehand, you can also type the description in a word-processing application, copy the text and 
then paste it in this field. Be aware, however, that pasted word-processed text may display 
characters not in the original copied text. For instance, quotation marks may appear as upside-down 
question marks. You may find that line spaces in text that you paste into any comment fields like 
these each count as two characters.  

Use the character counters as your guide if you need to enter extensive notes. If your summary runs 
more than 4000 characters, continue the summary in the Findings continued text-box field. 
 

7.7 Concerns Identified by CI 

The Concerns Identified by CI page lets you note issues and concerns that may have arisen in the 
course of investigating the incident. These concerns can relate to processes to improve, plans to 
adjust, individuals to devote added attention to and the like. The screenshot below illustrates this 
EIM page. 
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Select Yes in the Are there any concerns about practice or policy identified by the investigator? drop-
down box at the top of the page to open the text fields where you enter the relevant information. If 
you do not have such evidence to note, select No in this drop-down box and click [Save & Continue].  

Select the type of concern from the list in the mandatory Type of concern drop-down box. If none of 
the concerns listed here describes the concern identified, select Other from the drop-down box, and 
then identify and describe the concern in the If other, please specify text box.  

For each concern that you select from the drop-down box, describe, and analyze that concern and 
provide details on how it might be addressed in the Describe the investigative concern text box. This 
text box is mandatory. 
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8. Provider Administrative Reviews 

8.1 Administrative Review Information 

Incidents that receive a Provider Certified Investigator report (Provider CIR) pass through an 
Administrative Review, which serves as the approval of the CIR. The Administrative Review 
Information page (the first page of the administrative review) serves to ensure that the 
administrative review committee has sufficient information to refer to in the course of reviewing a 
Provider CIR for possible approval. The screenshot below illustrates this EIM page.  
 

 

 
When providers file an incident, any Provider Administrative Review is to be completed by the 
providers. When an SC files an incident, the SCO or AE conducts the review, depending on whether 
the staff at the SCO is implicated in the incident. For ODP-BSASP, SCOs always perform the Provider 
Administrative Review. 
 
There is an Investigation will be conducted by drop-down box on the Incident Classification and 
Verification of Incident Classification pages. The selections in this drop-down box are AE/County 
and SCO. These selections determine how EIM “routes” the investigation. 
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Select the date of the Provider Administrative Review in the mandatory Administrative Review Date 
drop-down box. Select Yes or No in the mandatory field relating to the adequacy of the information 
presented in the Provider CIR and the ability to develop appropriate corrective actions. If No is selected, 
you must enter an explanation for the inadequacy in the large text-box field. In addition, if you select 
No to this question, no other Provider Administrative Review pages appear for use, and the Provider 
CIR is considered to be not approved. 
 

8.2 Administrative Review Summary 

The Administrative Review Summary page allows reviewers to document the adequacy of the incident 
investigation and to summarize the findings of the Provider Administrative Review. The screenshots 
on the two pages starting on the next page of this manual illustrate this extensive EIM page. Below are 
detailed discussions and instructions for each of the fields and questions that appear on the 
Administrative Review Summary page. Note that two values on these pages automatically appear 
because they are copied over from another document and page of the incident. See the instructions 
and illustrations below for details. 

Was assistance offered to the alleged victim to protect the immediate and ongoing health, safety 
and welfare of the individual (including victims services)? 
Select Yes, No or N/A, as appropriate in this Was assistance offered to the alleged victim… drop-
down box. If Yes is the selection in the drop-down box, describe the assistance offered in the Please 
describe the assistance offered text box. Leaving this text-box field blank when Yes is your selection 
generates an EIM validation error message. If your selection is No or N/A, provide details on why 
assistance was not offered. 

Victims’ assistance services offered 
Check the check boxes of any victim assistance services that were offered to the individual who is the 
subject of the incident. You may select more than one – check all that apply. If you check Other, 
provide details on the services in the Please describe the assistance offered text box. If you select 
N/A, you cannot check any of the other five check boxes. 

If the incident involved target(s), was the target separated from potential contact with all 
individuals receiving services until the incident investigation was completed? 
Select Yes, No or N/A, as needed in the If the incident involved target(s)… drop-down box.  
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If there were injuries, wounds, illness to the individual that required prompt medical attention, did 
the individual receive the necessary treatment? 
Select Yes, No or N/A, as appropriate in the If there were injuries, wounds, illness to the individual… 
drop-down box. Use the date-and-time-picker in the Date and Time the injury/wound/illness was 
discovered field to select the date and time of this discovery. If Yes is the selection in the drop-down 
box, describe the treatment for the individual in the Explanation of treatment text box. If No is the 
selection in the drop-down box, you must state the reason the individual was given no treatment in 
the If no treatment was provided, please explain text box. If N/A is the selection in the drop-down 
box, you must state the reason the injuries, wounds or illness were not detected in the If no injuries, 
wounds, or illnesses were discovered, please explain text box.  

Leaving any of the corresponding text-box fields blank when any of these drop-down box options are 
selected generates an EIM validation error message. 
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Did the investigation start in a timely manner? 
Select Yes or No, as appropriate in the Did the investigation start in a timely manner? drop-down 
box. If you select No in the drop-down box, explain why the investigation did not start in a timely 
manner in the If no, please explain text box. Leaving this text-box field blank when No is the selection 
generates an EIM validation error message. 

Was the family/guardian/individual’s designee notified of the incident? 
The selection in this drop-down box and the related text box following it may be copied over from 
the corresponding fields on the Incident Classification fields in the first section (see the illustration on 
the previous page). These copied-over values do not overwrite any existing values that have been 
entered. You can edit them after they are copied over. The values are copied when the Provider 
Administrative Review document is initiated after creation. 

If, however, no values automatically appear, select Yes or No, as appropriate in this mandatory Was 
the family/guardian/individual’s designee notified…? drop-down box. If No is the selection in the 
drop-down box, explain why the family, guardian or designee was not notified of the incident in the If 
no, please explain text box. Leaving this text-box field blank when No is the selection generates an 
EIM validation error message. 

Was the appropriate notification made related to the Adult Protective Services Act, Older Adult 
Protective Services Act and Child Line Protective Services Law? 
Select Yes, No or N/A, as needed in this Was the appropriate notification made related to the Adult 
Protective… drop-down box. If you select No or N/A in this drop-down box, relate the reasons for not 
notifying these agencies in the Please explain (if no or not applicable) text box. Leaving this text-box 
field blank when No or N/A is the selection generates an EIM validation error message. 
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If there was reason to suspect that a crime had been committed, was law enforcement contacted? 
Select Yes, No or N/A, as needed in this If there was a reason to suspect that a crime had been 
committed … drop-down box. If you select No or N/A in this drop-down box, relate the reasons for 
not contacting law enforcement in the Please explain (if no or not applicable) text box. Leaving this 
text-box field blank when No or N/A is the selection generates an EIM validation error message. 

Did the investigation find all policies, procedures, rules, and regulations to be properly 
implemented? 
Select Yes or No, as appropriate in the Did the investigation find all policies, procedures…? drop-down 
box. If No is the selection in the drop-down box, explain why these policies, etc., were not properly 
implemented in the If no, please explain text box. Leaving this text-box field blank when No is the 
selection generates an EIM validation error message. 

Based on the information provided in the CIR, is the initial incident category, correct? 
Select Yes or No, as appropriate in the Based on the information provided in the CIR …? drop-down 
box. Explain fully the validity of your determination of the category’s correctness in the Please explain 
text box. This text box is mandatory – you must enter a full explanation of your selection. 

Investigation Determination 
Select Confirmed, Not Confirmed or Inconclusive in the Investigation Determination drop-down box 
as you determine and explain your reasoning, evaluation, and judgements in the mandatory Please 
explain text box. If the incident’s primary category is Death, leave the Investigation Determination 
field and the associated text box blank. Otherwise, EIM will display an error message during the 
validation process: Error: If the primary category is Death, Investigation Determination must be blank. 
If the incident’s primary category is not Death, this field is mandatory, and the user must enter a full 
explanation of their reasoning for selecting the investigation determination.  

The selection appearing 
here is copied over from the 
Was the family/guardian/ 
individual’s designee… field 
on the Incident 
Classification page in the 
first section. 
 

The selection appearing 
here is copied over from the 
Was the family/guardian/ 
individual’s designee… field 
on the Incident 
Classification page in the 
first section. 
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 Preventative Corrective Action  

The Preventative Corrective Action page lets you identify one single preventative corrective action that 
was taken to prevent a recurrence of the incident type being submitted. This EIM page allows you to 
select one action. If there are additional actions that can be taken, or were taken, to respond to the 
incident, you may list them in the next page in the EIM workflow, the Additional Corrective Actions 
page. 

When the Provider Administrative Review document is submitted, EIM automatically copies some 
Information entered on this page over to the Preventative Corrective Action page in the final section. 
Any data currently entered on the Preventative Corrective Action page of the final section is 
overwritten by the copy-over, and the data copied over and pasted is not editable. 

Select Yes or No from the 
drop-down box. Complete the 
Please explain field. This is a 
mandatory field. 

Select Confirmed, 
Inconclusive or Not 
Confirmed from the drop-
down box. Complete the 
Please explain field. This is a 
mandatory field unless the 
incident’s Primary Category 
is Death. 
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Select the single preventative corrective action from the first drop-down box on the page. Describe this 
action and provide details on the application of the action to this situation. Click the date-picker icon 
and select the date when the action was completed. You cannot enter a future date in this field because 
the action must be completed before the final section of the incident can be submitted. There are 
many other data-conditional constraints built into this page to determine when certain fields become 
mandatory, and these constraints are summarized below. 

If the incident is categorized as “Abuse,” “Sexual Abuse,” “Neglect,” “Rights Violation,” or 
“Exploitation,” AND the provider investigation determination is Confirmed, the following fields are 
mandatory: 

• Preventative Corrective Action 
• Description of Preventative Corrective Action 
• Completed Date 
• Responsible Party - First Name 
• Responsible Party - Last Name 

 
If the incident is categorized as “Passive Neglect” or “Self-Neglect,” the fields in the bulleted list 
above are mandatory. In addition, the Risk Mitigation Plan Details text box appears and is 
mandatory. This text box appears on the page only when the incident is categorized as “Passive 
Neglect” or “Self-Neglect.” 

This text box and label appear only 
when the primary category of the 
incident is “Passive Neglect” or 
“Self-Neglect. 
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Enter the first and last names of the person who is responsible for performing the preventative 
action. 
 

 Additional Corrective Actions  

The Additional Corrective Actions page gives you a system location to document additional actions 
beyond the preventive corrective action conducted to respond to the incident.  

Select Yes in the Is there an additional corrective action for this incident? drop-down box at the top of 
the page to open the text fields and the drop-down boxes where you enter the relevant information.  

Under the heading “Concerns Identified by CI” three read-only label fields may appear when you 
open the page. These fields are copied over from the Concerns Identified by CI page, which is part of 
the Certified Investigator Report document. These fields are triggered to be brought over into the 
page when the [Initiate] button is clicked to initiate the Provider Administrative Review. 

Indicate in the Requires Corrective Action drop-down box if action must be taken to address the 
concern. 
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Select an action name in the Additional Corrective Action drop-down box that best fits the action 
taken or planned. If none of actions listed here describe the action(s) taken or planned, select Other 
from the drop-down box, and then identify and describe the action in the Description of Additional 
Corrective Action text box.  

If you select an action from the drop-down box, describe that action and provide details on the 
application of the action to this situation in the Description of Additional Corrective Action text box. 
Click the Calendar icon and select the date when the action was completed or will be completed. You 
CAN enter a future date in this field on this page. 

Enter the first and last names of the person who is responsible for the action you have identified and 
described in the previous fields. 

Click the [Save] button to save the data on the first additional corrective action into the table in the 
middle of the page. To add more actions, enter and select data as described above and click [Save]. If 
you later find you need to edit or delete a record from the table, click the record to fix and then click 
[Edit] or [Delete] as needed. Clicking [Edit] inserts the record’s data back into the fields, where you can 
edit and resave it. Clicking [Delete] removes the record entirely from the table. 
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8.3 Administrative Review Committee 

The Administrative Review Committee page lets you identify and record who participated in the 
meeting of the committee, which reviews the findings on the CIR and the incident itself. Listing the 
names on this page and submitting the Provider Administrative Review serve as confirmation of the 
reviewers’ participation. 
 

 
 

Select Yes in the mandatory Please specify Administrative Review Committee members (Select ‘Yes’ to 
proceed) drop-down box at the top of this EIM page to open the text fields where you enter the 
reviewers’ information. Given the necessity of this committee, do not select No in this drop-down box. 
Clicking No does not display the fields, so you are unable to identify any committee members. Selecting 
No and then clicking [Save] or [Save & Continue] generates an EIM validation error message. 

Enter the first and last names of the first reviewer in the mandatory First Name and Last Name fields. 
Enter the reviewer’s title in the mandatory Title field and identify any external agency to which the 
reviewer is associated in the External Agency field. This optional field can be used to record the agency 
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name if an individual on the Provider Administrative Review Board serves an agency other than the 
filing organization. 
 
Click the [Save] button to save the data on this first reviewer into the table in the middle of the page. 
To add more reviewers, enter data as described above and click [Save]. There must be a minimum of 
two reviewer records in the table for EIM to allow the Administrative Review Committee page to be 
saved. If the minimum of two reviewer records is not met, EIM generates one of two possible error 
messages at the time the Provider Administrative Review document is validated or submitted: 

Error for ODP-ID/A 
"Error: Minimum requirement of two committee members is not met. For additional support, 
contact the appropriate county/AE for assistance." 

Error for ODP-BSASP 
Error: Minimum requirement of two committee members is not met. For additional support, 
contact the provider support mailbox at ra-basprovidersupprt@pa.gov for assistance. 

If you later find you need to edit or delete a record from the table, click the record to fix and then click 
[Edit] or [Delete] as needed. Clicking [Edit] inserts the record’s data back into the fields, where you can 
edit and resave it. Clicking [Delete] removes the record entirely from the table. 

The attestation statement that appears at the bottom of the Provider Administrative Review 
Committee screen serves as confirmation that a review meeting took place and was conducted by the 
reviewers whose names appear in the table. 
 

  



Office of Developmental Programs 

151 | P a g e  
 
 

9. Incident Detail 

9.1 Incident Detail 

The Incident Detail page is used for controlling incident workflow and to display information describing 
the history of the incident. Users can perform the following incident workflow and management 
actions: 

• Navigate documents • Initiate, validate, review, and submit documents 

• View audit trail information • Mark incidents as confidential 

• Link/unlink incidents • Reassign incident point persons 

• Delete and undelete incidents • Generate printable summaries 

• Extend due dates for certain 
documents 

• Enter SC comments in incident records 

• Upload relevant documents 
for specific incidents 

 

 

 

 

  

When you navigate to this page 
from a search page, the [Back 
To Search] button is displayed. 

 

Mouse over an incident 
investigation document to see 
who has been assigned to it. 
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Document Status Bar: 

 

The incident status bar on the documents panel displays a summary of information related to the 
incident: 

• Document Name 

• Status 

o Until the document is initiated by a user, the document has a status of "Created." When 
the document is initiated, the document’s status changes to "In Progress." Once a 
document is successfully submitted, its status changes to "Submitted." If a given 
document is not approved as part of a management review, the status becomes “Not 
Approved" and later “Reviewed.” The possible statuses for each document therefore can 
be “In Progress,” “Created,” “Not Approved,” “Reviewed” and “Submitted.” 

• Due Date 

• Action (Initiate, Validate and Submit) 

 

 

o [INITIATE]: Click [INITIATE] to begin filling out the pages that make up the document. (EIM 
marks the incident as "In Progress")  

o [VALIDATE]: Click [VALIDATE] to check for errors in the document before attempting to 
submit. 

o [SUBMIT]: Click [SUBMIT] to submit the document. If there are no errors, the document 
is submitted. If the document contains errors, submission fails. All errors are identified by 
error messages appearing at the top of the EIM screen to instruct users on how to correct 
the errors. Users then resubmit the document until all errors are corrected, and the 
document can be submitted successfully. 

• Created Date 
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o This is the date when the document is initiated. It appears automatically in the documents 
panel when the user clicks the [INITIATE] button for the document. For example, the final 
section is created automatically when the first section is submitted. However, the 
creation date is not the date when the system creates the document (the first section’s 
submission date). Instead, the date when the user initiates the final section is recorded 
as the creation date. 

• Created By 

o Displayed in this column is the system username of the user who performs the action that 
creates the document. 

• Last Edit Date 

o This is the date when the document was last edited. 

• Edited By 

o Displayed in this column is the system username of the user who last edited the 
document. 

• Report Extension 

o Click the icon that appears in this column to open the Report Extension page. In this EIM 
page you can file a due date extension for the document in question. This icon appears 
only for those documents in which extensions are allowed. Extension are never allowed 
for first sections. 

• Print (Checkbox) 

o Click the check box(es) in the Print column for specific documents to indicate that only 
these selected documents are to be printed as part of a Incident Detail Report print 
summary. If you do not check these check boxes to select only certain documents for 
printing, all documents are printed in the Incident Detail Report print summary. See the 
section “Print Summaries” in this manual for complete details on using these check boxes. 

Documents and Errors: 

The names of all the documents generated for an incident appear in this Incident Detail screen as they 
are generated. When it is time to validate or submit a single document, use the icons that appear with 
the document and page names on the Incident Detail screen to guide you to any errors that EIM finds 
on the pages of that document.  

The document names and page names displayed in the Incident Detail screen are hyperlinks. Click a 
document name to open the first page of the document. Click a page name to open the relevant page. 



Office of Developmental Programs 

154 | P a g e  
 
 

  

Whenever you click the [Validate] button for a document, EIM validates that the information provided 
on all pages of that document conform to EIM requirements (validation occurs when you click the 
[Submit] button as well). The results of that validation are then displayed in the table on the Incident 
Details page, as shown at the top of the next page. 
 
The illustration above shows how the unsuccessful validation of an incident final section causes each 
page of that document to be displayed with an icon that indicates the validation status of that page. 
See the chart at the top of the next page for descriptions of the icons that can appear and their 
meanings. 
 

 

An icon that consists of a white check mark in a green circle indicates that the page is 
complete and free of errors. A page that contains data that came from another page or 
document displays this icon as well. 

 

An icon that consists of a white x in a red circle indicates that the document page 
contains one or more invalid responses that require correction. 

 

An icon that consists of white bars in an orange circle indicates that no data has yet been 
entered and/or selected and/or saved on the page. It is still in its default state, and no 
user has done anything with the page. 

 
The error icons indicate the pages that require your attention and correction. Clicking an Expand icon 
(plus sign) beside the name of the page displaying an error icon opens the list of errors on the page, as 
illustrated below.  
 

Clicking an Expand 
icon (plus sigh) beside 
a document name 
displays all the pages 
of the document that 
must be validated for 
the document to be 
submitted. 

 

The hyperlinked 
names of the 
individual 
documents are 
listed in the 
Document Name 
column as they 
are created. 
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Error messages follow a general pattern, which is marked by the red boxes above and callout numbers 
described below: 
 

1. The field with missing or nonconforming data is identified. 
2. The page where this field is found is identified. 
3. The error is described.  

In the case shown here, “Response is mandatory” means that the fields identified are missing data that 
must be filled in or selected.  
  

❶ ❷ ❸ 

Clicking the Expand icon 
of the failing page opens 
the list of errors. 
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9.2 Incident/ Actions 

The Incident Detail page allows users to perform the actions listed below. Also shown are the buttons 
and icons that appear on the Incident Detail page, depending on the user role. 

 

• Print Summaries 

• Reassign Point Persons 

• Mark Incidents as Confidential 

• Link Incidents 

• Delete/Undelete Incidents 

• Enter Report Extensions 

• Enter SC Comments 

• Upload Documents  

 

 

The actions that a user can take on the Incident Detail page are based on the user’s role. Below are 
overview discussions of the connections among roles and actions. Click the links at the ends of each 
action entry to navigate to the subsection of this user manual where the action is discussed in greater 
detail. 

• Print Summary: Users with any role are able to click the [Print Summary] button and open the 
Print Summary pop-up dialog box. This dialog box offers the choice of one of four different 
reports that present incident information in a concise format and condensed package. Print 
Summaries 

• Reassign Point Person: If the user has the Incident Reporter role, the system displays the 
[Reassign Point Person] button. A new point person can be assigned if necessary. Reassign 
Point Person  

• Mark as Confidential: This action is available only to the Incident Reporter role in an 
organization and lets the reporter limit point-person access to the incident report within their 
organization to a specific point person. The point person appointed when the incident was 
created is the only point person from the provider’s organization who may access the 
confidential incident. Mark as Confidential 

• Link to Incidents/Complaints: All users except those with the Incident Read-Only role are 
authorized to link an incident to any other incident to which they have access. Linking can be 
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done at any time after the incident has been created. All linked incidents appear in the panel 
at the bottom of the Incident Detail page (even if they have been marked as Deleted). Although 
a user may not have access to an incident, they still can see it in the list of linked incidents. 
However, they cannot view the incident report itself or remove the linkage. Link 
Incidents/Complaints  

• Delete/Undelete: Only users with the Incident Administrator, Incident Point Person or Incident 
Reporter roles can view the [Delete]/[Undelete] button and delete an incident. When an 
incident is deleted, the incident is not accessible by most users. EIM has two levels of security 
around the deletion of incidents, as described below. Delete / Undelete Incident 

o Before the incident report first section is submitted, users with the Incident Point Person 
or Incident Reporter roles are allowed to delete that incident. This functionality is 
designed to help eliminate duplicate, unnecessary, or accidentally filed incidents. Users 
with the Incident Administrator role are also allowed to delete unsubmitted incident first 
sections.  

o After the first section is submitted, only users with the Incident Administrator role can 
delete the incident.  

o Note: Once an incident is deleted, it does not appear in search results or reports unless 
specifically requested. It is only accessible by users with the ability to undelete the 
incident. When one of these users accesses the Incident Detail page, they see a button 
that allows them to undelete the incident. When an incident is undeleted, it reverts to its 
pre-deletion status and becomes accessible to the previous set of authorized users. 

• Report Extension: Every document except the first section is assigned a due date. When users 
with roles other than the Incident Administrator and Incident Read-Only roles believe that a 
due date is going to be missed, they can use this link to request an extension for submitting 
the document. This link is available from the time the document is generated through the time 
it is submitted. The number of extensions that have been filed will be displayed next to the 
report extension icon.  Report Extension 

• SC Comments: An [SC Comments] button appears with other buttons on the Incident Detail 
screen for qualified users. Access to the SC Comments page is controlled by scope and not by 
tole. If you are an SC (or meet other qualifications), you can see and click this button to open 
the SC Comments page, where you can enter comments or questions for incident reviewers.  
SC Comments 

• Document Upload:  Users with any role(s) except the Incident Read-Only role see the 
[DOCUMENT UPLOAD] button on the Incident Detail screen of an incident. Clicking this button 
initiates the document upload process, which lets you add relevant supporting documentation 
to incidents as they are worked in EIM. The button also displays the number of uploaded 
documents for the incident. Document Upload 
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9.3 Print Summaries 

 Overview of Print Summaries 

EIM provides four different varieties of printable PDF-files that are summaries of incident data 
presented in straightforward formats. These files are collectively referred to as “print summaries.” 
They are the Incident Detail Report, the Incident Detail Report With SC Comments, SC Comments, and 
the Incident Report Summary. Users with the necessary permissions can select and view print 
summaries for open or closed incidents. Users can choose to print summaries for incidents in different 
stages of the incident-processing process in EIM. 

Depending on users’ permissions and statuses of the incidents, these summaries are selectable in the 
Print Summary Popup window (see sample windows illustrated below). You open the Print Summary 
Popup window by clicking the [Print Summary] button in an Incident Detail window (bordered by a red 
box below). 

The two Incident Detail reports each begin with an overview page that contains very high-level 
information about the incident. After that overview page, the printout displays the data entered page-
by-page in EIM for each document with a status of In Progress or Submitted. (Created documents are 
not included in Incident Detail reports.) These sections contain all the questions within the document, 
grouped by the page on which they were recorded. First and final sections, county and regional 
management reviews and provider investigations can all appear in a printable summary.  

➢ For instructions and more information on the Incident Detail report, see the section heading 
“Selecting Incident Detail Reports” in this manual. 

Any SC comments that are entered for an incident can appear as a separate section at the end of an 
Incident Detail Report, or they can appear and be printed as a standalone document. You have the 
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choice of which of the two forms you want for your printable summary. The SC Comment Summaries 
have their own format which is different from the Incident Detail Reports.  

➢ For instructions and more information on the SC Comments Summaries, see the section 
heading “Selecting Incident Detail Reports with SC Comments” in this manual or the heading 
“Selecting the SC Comments Summary.”  

The Incident Report Summary also has its own format, presenting data in table form to summarize the 
main points of an incident. For non-abbreviated incidents, Incident Report Summaries can be run if at 
least one final-section document has been submitted. For abbreviated incidents, Incident Report 
Summaries can be run if the first section document has been submitted.  

➢ For instructions and more information on the Incident Report Summary, see the section 
heading “Selecting the Incident Report Summary”  in this manual. 

 

 Selecting Incident Detail Reports 

1. Open the Incident Detail page for the incident you need the summary report for. Decide if you 
want a report that A) displays details on all of the incident documents or B) displays details 
only on documents you select. Skip to Step 3 for the report described by A) but go on to the 
next step, Step 2, for the report described by B). 

2. Specify the documents you want to print by selecting the check boxes in the Print column on 
the Incident Detail screen that correspond to each of the documents you need (see check 
marks illustrated below). The summary will contain only the data from the checked documents.  

3. Click the [Print Summary] button on the Incident Detail page (top illustration below). The Print 
Summary window appears greatly reduced in size, as shown in the bottom illustration below. 
The window appears this way while EIM runs through the various validations it needs to 
determine which option buttons to display.  
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After a few moments, a window resembling the window below appears. The display in this window 
reflects the results of the validations. 

 

4. Click the Incident Detail Report option button to select it, and then click the [Print] button to 
print the summary report as a PDF file to the screen. The most recent versions of the incident 
documents are printed with the information grouped by document and page. Documents with 
a status of “Created” or “Not Approved” are not included in these summary reports. 

 
The following users can select the Incident Detail Report option button: 
 

• Providers and SCs 

• All ODP-ID/A county/AE, regional and state staff  

• All ODP-BSASP regional and state staff  

• State Center staff 
 
The Incident Detail Report option button appears by itself in the window when you are working with 
a site-level incident or optionally reportable event incident. No other option buttons appear. The 
Incident Detail Report option button appears along with the Incident Report Summary button when 
you are working with a state-center incident or an incident involving an individual without an MCI.  

Note: The printed report includes the latest version of each document in the incident. But if an 
investigation document is associated with a final section or a management review that is not the latest 
version, the investigation document is not part of the printout.  

Likewise, this report does not include any of the content of the Provider Administrative Review 
document unless you check the check box (as described in Step 2 above) for this review in the Incident 
Details screen. In addition, unless you click the Provider Certified Investigator Report check box in the 

Print column on the Incident Detail screen, only the Summary of CI’s Findings section of the 
Provider Certified Investigator Report appears in the printed Incident Detail Report. 

Shown on the next page are selected illustrations taken from a sample Incident Detail report. Callouts 
in the illustrations explain features of this report. 
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The individual documents are identified, 
and you can see their current incident-
document statuses. 

The Overview page 
shows brief and very 
high-level information 
about the incident. 

The page headers 
provide additional 
summary information. 

Investigation and 
management review 
documents appear in the 
summary report. 

The number of report extensions that 
have been filed for the Incident Final 
Section, will be shown here.  
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 Selecting Incident Detail Reports with SC Comments 

Exchanges of SC comments appear as their own report or as the last pages of an Incident Detail 
Report. Follow the instructions below to add an SC Comments Summary report to the end of an 
Incident Detail report. Deleted comments do not appear in summaries. 

1. Open the Incident Detail page for the incident with the SC comments that you need. If you 
want only certain documents to print, check their check boxes in the Print. 

2.  Click the [Print Summary] button on the Incident Detail page (top-left illustration below). The 
Print Summary window appears greatly reduced in size, as illustrated on the bottom-left below. 
The window appears this way while EIM runs through the various validations it needs to 
determine which option buttons to display. After a few moments, a window resembling the 
window on the right below appears. The display in this window reflects the results of the 
validations. 

3. Click the Incident Detail Report With SC Comments option button to select it, and then click 
the [Print] button to print the PDF file of the combined Incident Detail and SC Comments 
Summary to the screen.  

The following users can select the Incident Detail Report With SC Comments option button: 

• SCs 

• All ODP-ID/A county/AE, regional and state staff  

• All ODP-BSASP regional and state staff  

Providers and State Center users cannot access the Incident Detail Report With SC Comments option 
button. This option button is also unavailable when the incident involves an individual without an MCI.  

Illustrated on the page after next is a screenshot taken from a sample SC Comments Summary that ran 
as part of an Incident Detail Report. Callouts in the illustration explain some of the features of this 
report. The illustration shows a sample comment consisting of two SC comments and two reviewer 
comments. There is no limit on the number of comments that can be exchanged. Consequently, the 
report displays as many comments as there are in the incident.  
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If the incident has no comments, the SC Comments Summary looks like the illustration below.  
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The individual 
comments 
appear in 
chronological 
order of entry. 
The report 
displays all the 
comments that 
are entered for 
the incident. 

This key information appears 
for each comment. The page headers 

show at the top of this 
report, too. 

The commenter’s username appears with each 
comment. The user’s organization/ role is 
identified within parentheses beside the 
username above each comment. 

The page numbering follows 
the numbering of the Incident 
Detail report. 
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 Selecting the SC Comments Summary 

Exchanges of SC comments can appear as their own summary report. Follow the instructions below 
to select a standalone SC Comments Summary report. 

1. Open the Incident Detail page for the incident with the SC comments that you need. If you 
want only certain documents to print, check their check boxes in the Print column. 

2.  Click the [Print Summary] button on the Incident Detail page (top-left illustration below). The 
Print Summary window appears greatly reduced in size, as illustrated on the bottom-left below. 
The window appears this way while EIM runs through the various validations it needs to 
determine which option buttons to display. After a few moments, a window resembling the 
window on the right below appears. The display in this window reflects the results of the 
validations.  

 
3. Click the SC Comments option button to select it, and then click the [Print] button to print the 

PDF file of the SC Comments Summary to the screen.  

The following users can select the SC Comments option button: 

• SCs 

• All ODP-ID/A county/AE, regional and state staff  

• All ODP-BSASP regional and state staff  

Providers and State Center users cannot access the SC Comments option button. This option button is 
unavailable as well when the incident involves an individual without an MCI.  

Illustrated on the page after next is a screenshot taken from a sample SC Comments Summary. Callouts 
in the illustration explain some of the features of this summary. The illustration shows a sample 
comment consisting of two SC comments and two reviewer comments. There is no limit on the number 
of comments that can be exchanged. Consequently, the report displays as many comments as there 
are in the incident.  
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If the incident has no comments, the SC Comments Summary looks like the illustration below.   
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The individual 
comments 
appear in 
chronological 
order of entry. 
The report 
displays all the 
comments that 
are entered for 
the incident. 

This key information appears 
for each comment. 

The page headers 
show at the top of this 
report, too. 

The commenter’s username appears with each 
comment. The user’s organization/ role is 
identified within parentheses beside the 
username above each comment. 

The page numbering is 
specific to just this SC 
Comments report. 
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 Selecting the Incident Report Summary 

The Incident Report Summary is a one- or two-page summary of information presented in the Incident 
Detail Report. The summary provides many important incident details in a single source and comes in 
a few different forms illustrated here. 
 
When you are working with a non-abbreviated incident, the option to print an Incident Report 
Summary is available if at least one final section document has been submitted. When working with 
an abbreviated incident, you can print an Incident Report Summary if you have successfully submitted 
the incident first section. Follow the instructions below to select an Incident Report Summary to print. 
 

1. Open the Incident Detail page for the incident that you need the Incident Report Summary for. 
If you want only certain documents to print, check their check boxes in the Print column. 

2.  Click the [Print Summary] button on the Incident Detail page (top-left illustration below). The 
Print Summary window appears greatly reduced in size, as illustrated on the bottom-left below. 
The window appears this way while EIM runs through the various validations it needs to 
determine which option buttons to display. After a few moments, a window resembling the 
window on the right below appears. The display in this window reflects the results of the 
validations. 

 
3. Click the Incident Report Summary option button to select it, and then click the [Print] button 

to print the PDF file of the Incident Report Summary to the screen.  

The following users can select the Incident Report Summary option button: 

• Providers and SCs 

• All ODP-ID/A county/AE, regional and state staff  

• All ODP-BSASP regional and state staff  
 
The Incident Report Summary option button appears along with the Incident Detail Report button 
when you are working with an incident involving an individual without an MCI.  

The next three pages show illustrations of sample Incident Report Summaries. On the next page is a 
summary for a non-abbreviated incident, followed by a medication-error summary, and a summary for 
a restraint. Callouts in the illustrations explain some of the features of each of these printable summary 
reports. 
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This version of the summary includes the following sections: 

o Incident Details 
o Incident Description 
o Actions Taken 
o Additional Information / Findings 
o Notification Information 
o Medical Intervention Information 
o Corrective Actions 
o Investigation Summary and Determination (if applicable) 

 
Regarding the data appearing in the report, when two questions on the same topic on separate pages 
are answered (e.g., are there targets, was law enforcement involved, etc.) the more recent values 
(which tend to be from the final section) appear 
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This 
disclaimer 
does not 
appear in 
summaries of 
closed 
incidents. 

The response appearing in the Law 
Enforcement Contacted field is from the final 
section. 
When any one or more protective services 
are selected, Yes appears in this field, and the 
names of the selected services appear 
separated by commas. 

When more than one additional diagnosis is 
selected, the diagnosis names appear 
separated by commas. 

This Corrective Actions table displays combined 
information from the Preventative Corrective 
Actions and Additional Corrective Actions pages 
in EIM. 

Anyone printing or using this 
summary report must be aware 
of this step taken to protect 
personal information. 

For ODP-ID/A incidents, 
when more than one 
secondary category is 
selected, the names of 
the categories appear 
separated by commas. 



Office of Developmental Programs 

171 | P a g e  
 
 

 

 
 

No disclaimer appears in 
summaries for medication 
errors. 

“Yes” appears here with a table of 
incidents and their categories when 
at least one incident has been linked 
to this incident. “No” appears with 
no table if there are no linked 
incidents. 

Any explanation of a “No” response 
appears here. N/A appears when no 
details are provided. 

Anyone printing or using this 
summary report must be aware 
of this step taken to protect 
personal information. 

For ODP-ID/A incidents, 
when more than one 
secondary category is 
selected, the names of 
the categories appear, 
separated by commas. 

No disclaimer appears in 
summaries for restraint 
errors. 
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Anyone printing or using this 
summary report must be aware 
of this step taken to protect 
personal information. 

For ODP-ID/A incidents, 
when more than one 
secondary category is 
selected, the names of 
the categories appear, 
separated by commas. 
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9.4 Reassign Point Person 

The Reassign Point Person page let you reassign the incident point person who was initially assigned at 
the time of incident creation. You access this page by clicking the [Reassign Point Person] button on 
the Incident Details page. Click the New Point Person drop-down box to select from a list of users from 
the incident filing organization who have the Point Person role.  

Note: Only users with the Incident Reporter role can perform this function. 
 

 
 
 

9.5 Mark as Confidential 

Marking an incident as confidential means that access to the incident is denied to all point persons 
within the incident reporter’s organization, except to the point person who is specifically assigned to 
the incident. Only point persons who are in the incident reporter’s organization are denied the access. 
This action does not affect any users outside the reporter’s organization. In addition, incident reporters 
can still view their incident reports that have been marked as confidential.  

Note: Only users with the Incident Reporter role can perform this function. 



Office of Developmental Programs 

174 | P a g e  
 
 

 

9.6 Link Incidents/Complaints 

This screen lets you search for incidents and associate them with other incidents. You open this screen 
by clicking the [Link to Incidents/Complaints] button on the Incident Detail screen. You then search for 
the incident to be linked, select the incident ID of the incident you are searching for and then click 
[SAVE] or [SAVE & CONTINUE]. The Incident Read-Only role is the only role that cannot link incidents. 

 

Once a user selects yes 
from the drop down, the 
only point person at the 
organization that can view 
the incident is the user 
identified on this page. 

 

Select the 
Incident you 
want to link. 

Search for an 
Incident ID. 

Click Save or Save 
& Continue. 
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After you link incidents, you see the linkage when viewing the Incident Detail page for any of the 
incidents you linked. You can remove the link by clicking the [Remove] button that appears in the row 
of a linked incident.  

 
 

9.7 Delete / Undelete Incident 

This page allows users with the Incident Administrator, Incident Point Person, or Incident 
Reporter roles to delete or undelete an unsubmitted incident first section and provide comments 
regarding the reason for deletion. Once the first section has been submitted, only users with the 
incident Administrator role can delete or undelete an incident.  

After the incident is deleted, users with the management review role can review the comments 
for deleting the incident. The column displays the full text comment entered by the user. 

Delete Incident Screen: 

 

 

Select a reason from the drop-down box, enter an explanation in the Comments text box, and 
then click [SAVE & CONTINUE]. 
 

Click [DELETE] to open the 
Delete Incident screen. 
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Note: When an incident is deleted, its status changes to “Deleted,” and the incident does not appear 
in searches or reports, unless they are requested by a user with the Incident Administrator role. 
Deleted incidents do not appear on the My Workload Dashboard. When a deleted incident is 
undeleted, EIM reverts the incident status to the status in effect before the incident’s deletion. The 
incident becomes available in search results, reports and in the Dashboard. 

9.8 Report Extension 

Incidents, once started, must progress through the submission and review process on a set time 
schedule. These schedules are given in charts that appear at the end of this reference guide. 
However, situations can arise that make it impossible to complete documents in accordance with 
these timelines. 
 
To provide a way to notify others and to allow timelines to be extended, EIM provides the Report 
Extension screen. This screen allows the user to enter an expected new completion date for a single 
document along with a reason for extending the date. 
 

To view the Report Extension screen, click the Report Extension icon (File icon), which 

appears in the Report Extension column of the table in the Incident Detail page. ODP-ID/A 

only allows extensions to be reported on the Incident Final Section.  
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There is a limit of 6 (30 day) Report Extensions across all the Final Section documents.  
 

  
 

Follow the steps given below to enter an extension once the Report Extension icon appears 

in an Incident Detail page of a document. 

1. Click a Report Extension icon, like that illustrated above, when you wish to 
extend the due date of the Incident Final Section. The Report Extension screen 
appears.  
 

This screen shows the name of the document in question in the Document Name 

field, along with the original due date. Your EIM username and the date of your 

request also appear. Both items will be recorded with the other information you 

enter. 

 

2. Click the Calendar icon and select the revised date you need. This field is 
mandatory. Extensions for the Incident Final Section may not exceed thirty (30) 
days. Depending on the primary category of the incident that you are extending, 
you may enter multiple thirty (30) day extensions. Please see the table in the 
section “Understanding Report Extension Details” to see the limitations for each 
primary category.  

 

Example of Extension 

Limits  

A total of six extensions 

have been entered for 

this incident.  

This is the maximum 

number of extensions 

that can be entered 

across ALL Final Section 

documents.  
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3. Enter your reason for the extension in the large, text-entry Reason for Extension 
field. This field is mandatory. The Reason for Extension must be at least 25 
characters or an error message, shown below will be displayed.  

 
 

Enter the date or 
select a date from 
the calendar.  
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4. Click [SAVE] once you have selected the date and entered your Reason for 
Extension. Clicking [SAVE & CONTINUE] will take you back to the Incident Detail 
screen.  
 

5. After a brief pause, the Report Extension screen reappears and displays a table 
showing a record of the extension. [Edit] and [Add] buttons also appear. The 
illustration on the below shows this table and the Edit and Add buttons.  

 

Clicking the [Edit] button allows you to edit the reason for the extension. You cannot reselect 

a new extension date. If further extension is needed, you need to create a new extension.  

Clicking the [Add] button allows you to create a new extension. However, once the prior 

extension is entered or edits are made, the system will allow extensions to be entered 

without selecting this button.  

Clicking [SAVE & CONTINUE] will direct you back to the Incident Detail screen.  

Once an extension has been entered, the report extension indicator will appear. A number in 

brackets will appear next to the report extension icon, representing the number of 

extensions that have been filed for that incident.  

The document name and the original, 
pre-extension date appear in this first 
line. Your name and the extension-
request date also appear here. 
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Provider and SC users are limited to six report extensions that can be entered for an Incident 

Final Section. If you have reached the maximum number of extensions, for that primary 

category, the error message displayed below will display. If additional extensions are 

required, the user should work with the County (ODP-ID/A) and request that they file 

additional extensions on behalf of the Provider or SC user.  

 

The table in the section “Understanding Report Extension Limitations” displays the number 

of extensions allowed for each Primary Category.  

 
 

• Error message “Error: The maximum number of extensions have been reached for 
this incident. Contact the appropriate County for assistance if an additional extension 
is required.” 

 Entering Extension on Behalf of a Provider or SC 

If a Provider or SC user reaches the limit on the number of extensions that can be entered for 

an Incident Final Section, the County (ODP-ID/A), is able to enter extensions on their behalf.  

After being notified that an extension needs to be entered on behalf of another user, the 

County will navigate to the Incident Detail screen. Once on the Incident Detail screen, the 

user will see that there is already an extension entered for the Incident Final Section.  

In this example, 2 extensions have been 
filed for the Incident Final Section. 
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Follow the steps given below to enter an extension on behalf of the provider. 

1. Click a Report Extension icon, like that illustrated above, when you wish to 
extend the due date of the Incident Final Section. The Report Extension screen 
appears. 

 

 
 

Once you click on the icon, the Report Extension screen is displayed and the previously 

entered extension is displayed for that final section document.  

 
 

By clicking on the View button, the user can review the reason(s) for the extension that were 

entered, as shown in the screenshot below.  

Click the file icon to 
navigate to the Report 
Extension screen.  
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2. To enter an extension, click the ADD button and the screen will now allow for the 
entering of additional extensions.  
 

Click the Calendar icon and select the revised date you need. This field is 

mandatory. Extensions for the Incident Final Section may not exceed thirty (30) 

days. Depending on the primary category of the incident that you are extending, 

you may enter multiple thirty (30) day extensions. Please see the table in the 

section “Understanding Report Extension Details” to see the limitations for each 

primary category.  

Clicking the ‘View’ button allows users to 
review all the reasons for extensions that 
were previously entered.  

Clicking ‘Add’ will clear the previously 
entered extension and allow for the 
user to enter one of their own.   
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3. Enter your reason for the extension in the large, text-entry Reason for Extension 
field. This field is mandatory. The Reason for Extension must be at least 25 
characters or an error message, shown below will be displayed.  
 

Note: Regions are not limited in the number of extensions that can be entered for 

an incident.  

 

4. Click [SAVE] once you have selected the date and entered your Reason for 
Extension. Clicking [SAVE & CONTINUE] will take you back to the Incident Detail 
screen.  

 

5. After a brief pause, the Report Extension screen reappears and displays a table 
showing a record of the extension. [Edit] and [Add] buttons also appear. The 
illustration on the below shows this table and the Edit and Add buttons.  

6. Clicking [SAVE & CONTINUE] takes the user back to the Incident Detail screen, 
where all extensions now appear.  
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 Understanding Report Extension Limitations 

EIM no longer allows for unlimited extensions to be placed on all primary categories. The table below 

displays the maximum number of extensions for each extension based on the incident primary 

category. The number of days that each extension can be entered for will always be thirty (30) days. 

If additional extensions are required, please reach out to the County for assistance with filing 

additional extensions.   

The table below indicates the maximum number of extensions and number of days for each 

extension based on the incident primary category.  

Primary Category Initiating Organization County/AE 

Maximum 
Number of 
Extensions 

Maximum 
Days per 
Extension 

Maximum 
Number of 
Extensions 

Maximum 
Days per 
Extension 

Abuse 6 30 2 30 

Behavioral Health Crisis Event 6 30 3 30 

Death 6 30 10 30 

Exploitation 6 30 2 30 

Fire 6 30 1 30 

Illness 6 30 3 30 
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Individual to Individual Abuse 6 30 2 30 

Law Enforcement Activity 6 30 3 30 

Missing Individual 6 30 3 30 

Neglect 6 30 2 30 

Passive Neglect 6 30 1 30 

Rights Violation 6 30 2 30 

Self-Neglect 6 30 1 30 

Serious Illness 6 30 4 30 

Serious Injury 6 30 4 30 

Sexual Abuse 6 30 2 30 

Site Closure 6 30 1 30 

Suicide Attempt 6 30 1 30 

 

 

9.9 Document Upload 

EIM provides a way to retain certain documentation as part of an EIM incident record. These 
documents could take many forms and have multiple purposes, including but not limited to: 

 

• Documents that substantiate findings or occurrences relating to the incident  

• Documents that bear signatures 

• Documents providing discharge information or details on corrective actions 
• Documents that aid in conducting reviews 

Users with any role(s) except the Incident Read-Only role see the [DOCUMENT UPLOAD] button on the 
Incident Detail screen of an incident. Clicking this button initiates the document upload process. This 
process requires that specific criteria be met before you can upload a document:  

 

• You can upload documents ONLY for incidents created ON or AFTER June 27, 2020. 

• The user logged in and running the upload must be from the reporting, reviewing or supports-
coordination organization responsible for the incident, or be the certified investigator assigned 
to the incident. You can upload documents only for incidents that you or your associated entity 
have created. You cannot upload documents for incidents created by users associated with 
entities other than yours. 

• The incident must be open and not closed.  

• The [DOCUMENT UPLOAD] button does not appear when the incident status is “Closed.” The 
button reappears if the incident is changed from “Closed” back to “Open.” 
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• You can upload documents to incidents, starting at the point when the incidents are created 
and assigned an incident ID number, up to the point when the incident final section has the 
status of “Submitted.” Reviewers and other users can upload documents any time after an 
incident is opened. For example, documents can be uploaded at the time of initial 
management reviews, or at any time while the final section is in process before submission. If 
a management review is marked as “Disapproved,” the document upload feature is enabled 
again for that incident, because a new final section is created for the incident. 

• Clicking the [DOCUMENT UPLOAD] button after the final section is submitted opens a 
Document Upload page with no file-selection fields. 

 
A sample Document Upload page is illustrated below. All program offices have the same screen layout 

and screen function. 

 

 Using the Document Upload Button 

The [DOCUMENT UPLOAD] button appears on the Incident Detail screen of an incident with the other 

buttons, as shown below.  Click the button to open the Document Upload page.  

 

The number of documents that have been uploaded for the incident will be displayed as illustrated 
above. In this example, 6 documents have been uploaded. 
 

Click this button to open the screen 
illustrated on the previous page.  
 

When this message appears on 
a screen with file-selection 
fields, it indicates only that no 
previous documents have 
been uploaded to this incident. 

 

Select a Document Type 
and a File Name. 
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If you click the [DOCUMENT UPLOAD] button and see a screen that looks like the one illustrated below 
with an error message and no file-selection fields or [UPLOAD] button, the incident final section has 
been submitted, or the incident may be closed. You cannot upload documents for this incident. 

 
If you click the [DOCUMENT UPLOAD] button and see a screen like the one illustrated at the bottom of 
the previous page, proceed with the instructions given in the “Uploading a File” section on the next 
page. 

 Uploading a File 

 Selecting the Document Type 

Click the Document Type drop-down box arrow and select the document type that best fits the 

document that you are uploading (see illustration above). This selection lets you classify the document 

you are uploading, which helps to organize the uploaded documents and makes reviewing selected 

documents easier.  

Your program-office association determines which selections are available in this drop-down box: The 

available selections for each program office are listed below. 

Office of Developmental Programs – Intellectual Disabilities / Autism 
Office of Developmental Programs – Bureau of Supports for Autism and Special Populations 

• Administrative Review Committee Signatures 

• Autopsy Report 

Note that there 
are no file-
selection fields in 
this sample 
screen. 

Click the Document 
Type drop-down box 
arrow to open the 
list of selections. 
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• Corrective Action Documentation 

• Death Certificate 

• Discharge Information 

• Do Not Resuscitate (DNR) Order 

• Lifetime Medical History  

• Medical/Health Assessment(s) 

• Physical Exam 

• Training Documentation 

• Treatment Summary  

• Other 

 Selecting the File to Upload 

Click the [SELECT FILE] button (illustrated below) to open a standard Microsoft Windows® dialog box 

where you pick the file you need to upload. You can upload only one file at a time. If you need to upload 

several files, repeat the processes described here as many times as you need to upload all the 

necessary files. For future ease of reference, ensure that any file you upload has a good descriptive 

name.  

Only the following file types can be uploaded, and the maximum file size per file is 5 MB. 

• Adobe® PDF files (.PDF) 

• Microsoft Word® files (.doc and .docx) 

• Microsoft Excel® files (.xls and .xlsx) 
 
EIM does not allow photos or graphic files to be uploaded. 

 

 Uploading the File 

When EIM successfully retrieves 
the file you select, a checkmark 
is displayed, along with the 
name of the file and its file. 

Click this button to upload 

the file you selected. 

 

Click the [SELECT FILE] button 
to open a standard Microsoft 
Windows® dialog box where 
you pick the file to upload. 
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Click the green [UPLOAD] button that is in the bottom-right corner of the Document Upload page 

(illustrated above). The file you select is uploaded to a separate system outside of EIM, where the file 

is scanned for viruses, and other checks are performed. You may need to wait 1-2 minutes as EIM 

performs these checks. 

The following kinds of files are rejected and removed from this separate system. They are not 
uploaded: 

• Files that contain viruses 

• Zipped files 

• Files that contain macros 

• Files that are corrupted  

• Encrypted files 

• Password-protected files 

A message that flags the issue preventing the upload appears under the [SELECT FILE] button and at 
the top of the Document Upload page. If a file fails, and you have more files to upload, click the [SELECT 
FILE] button again to restart the procedure with a different file. 
 

 
 
Records of files successfully uploaded are displayed in a table that appears in the middle of the 

Document Upload page the first time that a file is successfully uploaded (see illustration above). The 

table appears with the first file uploaded for the incident. The information that is displayed on each 

file is the document type, the filename (which is a link to open the file), the name of the logged-in user 

who uploaded the file and the upload date. As more files are uploaded for an incident, additional 

records relating to those uploaded files are added to this table. 

Click the hyperlinked 
filename to open the 
uploaded file. 

 

As files are successfully 
uploaded, they are listed in 
rows in this table. 
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You can open any of the uploaded files by clicking the hyperlinked filename in the table. The Internet 

browser that you use for EIM determines the screens, dialog boxes and selections you make to open 

or save the uploaded file. Opening an uploaded file is just like opening any other file in your browser. 

 

 Working with Uploaded Files 

 Opening Uploaded Files 

The [DOCUMENT UPLOAD] button not only serves to initiate the file upload process, it also “opens the 

door” to the Document Upload page. If you are working on an incident and need to open one of the 

uploaded documents for this incident to get reference information, reopen the Incident Detail page for 

the incident. Find the [DOCUMENT UPLOAD] button and click it, even though you are not going to 

upload a document. The Document Upload page opens and shows the table where previously uploaded 

documents are recorded. Click the filename links to open any files you need. 

You may wish to periodically click the [DOCUMENT UPLOAD] button for incidents you are responsible 

for. In this way, you can check to see if any documents have been uploaded for these incidents. 

 Deleting Uploaded Files 

You can delete uploaded files, if, for instance, the file was incorrectly uploaded or needs to be updated. 

To be able to delete uploaded files, an ODP-ID/A user must have the incident administrator role AND 

be with a regional office or a state office. An ODP-BSASP regional or state user does not need the 

administrator role. 

 

To delete an uploaded file, click the [DELETE] button in the row of the record to delete. The system 

immediately deletes the uploaded file record from the table, and an “Operation Successful” message 

appears at the top of the screen. You do not see a dialog box or other message asking you to confirm 

the deletion before the deletion occurs.   

Deleted files are removed from the incident; however, they are stored on the server. If you would need 
to access a document that has been deleted, contact your Program Office for assistance.  
 

 Retaining Uploaded Files 

Click the [DELETE] 
button to immediately 
delete the uploaded file. 
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Uploaded files are retained for 10 years. Contact the ODP-ID/A or ODP-BSASP program offices if you 
need further details on file retention. 
 

 Understanding the System Error Message 

There are several software applications that the document upload feature uses to process your 
document files. It is possible that any one of these applications could be temporarily unavailable and 
unable to function. At any stage of the document upload process, you may see the error message 
illustrated below. If you encounter this message at any time, you must postpone your work and try 
again at a later time. 
 

 
 

9.10 SC Comments 

An [SC Comments] button appears with other buttons on the Incident Detail screen for qualified 
users. If you are an SC (or meet other qualifications), you can see and click this button to open the SC 
Comments page (illustrated on the next page).  

 
This EIM page and several related EIM pages are described in full detail in Section 6 of this manual 
titled “SC Comments,”. See that section of the manual for background and instructions on the [SC 
Comments] button that appears on the Incident Detail screen and the page that opens when the 
button is clicked.  

 
You may also refer to the separate job aid, Entering and Using SC Comments, which is found in the 
Learning Management System (LMS) with other EIM documentation. 
 
This illustration shows an in-process SC Comments page. This SC Comments page opens when you 
click the [SC Comments] button on the Incident Detail screen.  
 
For complete descriptions and instructions on this feature, see Section 6 of this manual titled “SC 
Comments,”. 
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10. EIM Reports 

EIM provides a variety of reporting options for users. Users may run real time and overnight reports. 
Report availability is based on the scope of the data requested.   

The EIM system provides the following reports: 

• Incident and Complaint Details by Individual 

• Incident and Complaint Details by Service Location 

• Incident and Complaint Custom Report 

• Incident Target Report 

• Incident Management Review Report 

• Incident Corrective Actions Report 

• Medication Error Report 

• Incident Reporting Overview Dashboard  

• Restraint Dashboard 

• Medication Error Dashboard 
 

Click a link to 

request the 

corresponding 

report. 
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Report Tips: 

• If multiple versions of a document were created over the course of the incident life cycle, this 
report only shows information as of the most recent version. For example, if a final section is 
not approved during a management review, and another final section has to be created, only 
information from the most recent final section is used for reporting purposes. Another 
example is if the primary category is changed between the first section and the final section, 
the report would show the primary category as it was entered in the final section. 

• The selectable values displayed in the Primary Category, Secondary Category and 
Waiver/Program drop-down boxes in report-request screens appear based on the program 
office(s) that the user is associated with. 

• When providers or state centers open the Reports screen to run a search, their MPI number 
appears as the default MPI used for the search. However, their service location ID does not 
appear as a default value. 

• Only service locations active in the past 365 days (based on their service location end dates) 
are available for selection in searches for reports. 

• Service locations in reports are sorted alphabetically by provider name and then by service 
location ID. Incidents and complaints are sorted in reverse chronological order (most recent 
first) by discovery date, and then “alphabetically” by incident/complaint ID. 

• ODP-ID/A does not use EIM’s Complaint functionality.  

• When the report request is unable to be processed in real time due to timing out, the system 
displays the following message: Your online report request is timed out. This report request 
will be processed offline. Your request for report has been saved. 

 

Reports Inbox: 

The Report Inbox in EIM contains user-requested reports that meet the following criteria: 

• If the selected discovery -date or occurrence-date span exceeds six months and neither a 
provider nor individual is selected, the report request is processed offline overnight, and the 
completed report is saved in the user's Report Inbox. 

• If the selected discovery -date or occurrence-date span exceeds 12 months (even if a provider 
or an individual is selected), the report request is processed offline overnight, and the 
completed report is saved in the user's Report Inbox.  

• When the report request is unable to be processed in real time due to timing out. 

• When the user selects “Request Report Offline” on a report request screen.   
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See the section “Reports Inbox” of this manual for more information.  

  

Click this link to open 
the Reports Inbox. 
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10.1 Incident and Complaint Details by Individual Report 
Request 

The Incident and Complaint Details by Individual report request page lets you request a report that 
provides details on incidents grouped by individual.  

This page provides fields that let you create reports to view based on the following criteria: 

• Program Office (required): This is populated based on the user’s security and is used to 
populate several other fields. 

• View Incidents (required): The selection in this drop-down list determines the available 
options in other fields. For ODP, the only selection is Incidents. 

• Discovery/Reported From and To Dates: The date range that can be entered will vary based 
on whether an individual, provider or both have been selected. 

• Occurrence From and To Dates: The date range that can be entered will vary based on whether 
an individual, provider or both have been selected. 
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• Type (required): This is populated based on the program office and incident drop-down boxes. 
It shows all of the incident types of all versions of the program office’s configuration of the EIM 
system. This drop-down allows users to select all types by choosing the Select All value in the 
drop-down list. 

• Status (required): This is populated from the list of incident statuses (Open or Closed, Open, 
Closed, Deleted).  

o Note: Users will only be able to view and select the Deleted status if they have the 
Incident Administrator role permission. 

• Primary Category (required): This is populated based on the incident type selected. It shows 
all of the primary categories across all of the program office configurations for this specific 
incident type. This drop-down allows users to select all primary categories by choosing the 
Select All value in the drop-down list. 

• Secondary Category (required): This is populated based on the primary category selected. It 
shows all the secondary categories across all of the program office configurations for this 
specific incident type and primary category. This drop-down allows users to select all 
secondary categories by choosing the Select All value in the drop-down list. 

• County (optional): This is populated with a list of counties used in EIM. 

• Waiver/Program (optional): This is populated with a list of the waiver/programs that are 
associated with the incident type (across all versions). 

• Search Individuals: This link opens the Individual Search page in a popup window. The search 
returns a list of matching individuals from the case management system in HCSIS. When a user 
selects an individual, their information is displayed in the labels below the link. When EIM 
generates reports for this individual, the reports are based on the MCI number (in case other 
individual information has changed since an incident was filed). 

• Search Providers: This link opens the Provider Search screen in a popup window. The search 
returns a list of matching service locations from the case management system in HCSIS. When 
a user selects a service location, its information is displayed in the labels below the link. When 
EIM generates reports for this provider, the reports are based on the MPI number and Service 
Location ID (in case other information has changed since an incident was filed).  

o Note: When providers navigate to this page, their MPI number is filled in as the default 
value for the search criteria; however, their service location ID is not filled in as the default 
value. 

o Note: The search returns only the service locations that have been active in the past 365 
days (based on the service location end date). 

• User Label: Users can specify a label for their output report to identify the report in the Report 
Inbox and differentiate it from reports run by other users. 

• Report Format: Users can choose a report output format from the following: PDF, Excel, or 
Word. 

• Request Report Offline:  Users can check this box to request the report to process offline 
overnight.   
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10.2 Incident and Complaint Details by Individual Report 

The Incident and Complaint Detail by Individual report displays incident information based on the 
criteria entered by a user on the Incident and Complaint Details by Individual report request page. This 
report groups results into tables by individual. This report can be saved in any one of the following 
formats: printer-friendly PDF, Excel spreadsheet or Word document. 
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10.3 Incident Details by Service Location Report Request 

The Incident Details by Service Location report request page lets you request a report that provides 
details on incidents grouped by provider service location.  

 

This page provides fields that let you create reports to view based on the following criteria: 

• Program Office (required): This is populated based on the user’s security and is used to 
populate additional fields. 

• View Incidents (required): The selection in this drop-down list determines the available 
options in other fields. For ODP, the only selection is Incidents. 

• Discovery/Reported From and To Dates: The date range that can be entered will vary based 
on whether an individual, provider or both have been selected. 

• Occurrence From and To Dates: The date range that can be entered will vary based on whether 
an individual, provider or both have been selected. 
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• Type (required): This is populated based on the program office and incident drop-down boxes. 
It shows all of the incident types of all versions of the program office’s configuration of the EIM 
system. This drop-down allows users to select all types by choosing the Select All value in the 
drop-down list. 

• Status (required): This is populated from the list of incident statuses (Open or Closed, Open, 
Closed, Deleted).  

o Note: Users will only be able to view and select the Deleted status if they have the 
Incident Administrator role permissions. 

• Primary Category (required): This is populated based on the incident type selected. It shows 
all of the primary categories across all of the program office configurations for this specific 
incident type. This drop-down allows users to select all primary categories by choosing the 
Select All value in the drop-down list. 

• Secondary Category (required): This is populated based on the primary category selected. It 
shows all the secondary categories across all of the program office configurations for this 
specific incident type and primary category. This drop-down allows users to select all 
secondary categories by choosing the Select All value in the drop-down list. 

• County (optional): This is populated with a list of counties used in EIM. 

• Waiver/Program (optional): This is populated with a list of the waiver/programs that are 
associated with the incident type (across all versions).  

• Search Individuals: This link opens the Individual Search page in a popup window. The search 
returns a list of matching individuals from the case management system in HCSIS. When a user 
selects an individual, their information is displayed in the labels below the link. When EIM 
generates reports for this individual, it is based on the MCI number (in case other individual 
information has changed since an incident was filed). 

• Search Providers: This link opens the Provider Search page in a popup window. The search 
returns a list of matching service locations from the case management system in HCSIS. When 
a user selects a service location, its information is displayed in the labels below the link. When 
EIM generates reports for this provider, the reports are based on the MPI number and Service 
Location ID (in case other information has changed since an incident was filed).  

o When providers navigate to this page, their MPI number is filled in as the default value 
for the search criteria; however, their service location ID is not filled in as the default 
value. 

o The search returns only the service locations that have been active in the past 365 days 
(based on the service location end date). 

• User Label: Users can specify a label for their output report to identify the report and 
differentiate it from reports run by other users. 

• Report Format: Users can choose a report output format from the following: PDF, Excel, or 
Word. 

•  
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• Request Report Offline:  Users can check this box to request the report to process offline 
overnight.   

 

10.4 Incident and Complaint Details by Service Location 
Report 

The Incident and Complaint Detail by Service Location report displays incident information based on 
the criteria entered by a user on the Incident and Complaint Details by Service Location report request 
page. The report groups result into separate tables by service location. This report can be saved in any 
one of the following formats: printer-friendly PDF, Excel spreadsheet or Word document. 
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10.5 Incident and Complaint Custom Report Request 

 
 

The Incident and Complaint Custom Report Request page allows users to request reports containing 
information about incidents. Users can select Subject Areas, which are mapped to information in the 
incident report. Subject Areas determine the fields whose data is to be included in the report output. 



Office of Developmental Programs 

203 | P a g e  
 
 

Data for this report is retrieved from the EIM Data Warehouse and is refreshed on a pre-determined 
schedule. The data that can be retrieved is limited by the user’s scope and role. This report output is 
limited to Microsoft Excel (xls). Users can save report-request screen settings as queries. These saved 
queries can be reused with different data to produce reports with a preferred look and content. Users 
with the Custom Report Administrator role can save queries in the system for reuse. All users with 
access to EIM can view custom queries.  

Users can request reports based on the following criteria: 

• Program Office (required): This is populated based on the user’s security and is used to 
populate multiple fields. 

• View Incidents/Complaints (required): The selection in this drop-down is automatically 
defaulted to Incident. 

• Subject Areas (required): Questions in the incident documents in EIM are systematically 
grouped into subject areas. EIM populates the ‘Subject Areas’ drop-down list with a list of 
subject areas configured by the program office.  

o Note: Please refer to the appendix “Error! Reference source not found.” for a complete l
isting of all the current subject areas. 

• Discovery/Reported From and To Dates: The beginning date and end date for the date range 
when the incident was discovered or reported. The date range that can be entered will vary 
based on whether an individual, provider or both have been selected. 

• Occurrence From and To Dates: The beginning date and end date for the date range when the 
incident occurred. The date range that can be entered will vary based on whether an individual, 
provider or both have been selected. 

• Type (required): This is populated based on the program office and incident drop-down boxes. 
It shows all of the incident types of all versions of the program office’s configuration of the EIM 
system. This drop-down allows users to select all types by choosing the Select All value in the 
drop-down list. 

• Status (required): This is populated from the list of incident statuses (Open or Closed, Open, 
Closed, Deleted).  

o Note: Users will only be able to view and select the Deleted status if they have the 
Incident Administrator role permissions. 

• Primary Category (required): This is populated based on the incident type selected. It shows 
all of the primary categories across all of the program office configurations for this specific 
incident type. You can select all primary categories by clicking the Select All check box above 
the drop-down box. 

• Secondary Category (required): This is populated based on the primary category selected. It 
shows all the secondary categories across all of the program office configurations for this 
specific incident type and primary category. You can select all secondary categories by clicking 
the Select All check box above the drop-down box. 

• Region (optional): This is populated with the list of ODP-ID/A regions and allows users to select 
which region (or regions) to include in this report.  
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• County (optional): This is populated with a list of counties used in EIM and allows users to 
select which county (or counties) to include in this report. 

• Waiver/Program (optional): This is populated with a list of the waiver/programs that are 
associated with the incident type (across all versions). If ‘Select All’ is clicked, the system 
populates the ‘Waiver/Program’ drop-down with a list of all the waiver/programs. 

• Minimum Incident Count: The minimum number of incidents for the given individual / service 
location which meets all report parameters to include in this report. 

View Only Incidents/ Complaints with the Following Overdue Documents (optional):  
This field allows users to view only incidents that have documents which are not started but 
are past their due dates, in progress but are past their due dates or were submitted past their 
due dates. The selectable documents are: 

o Incident First and Final Sections  
o Initial County and Initial Regional 

Management Reviews 

o Provider Investigations 
o County and Regional Management 

Reviews 

o County and Regional Investigations  o State-Center Management Reviews 

o State-Center Investigations  

• View Only Incidents/ Complaints with the Following Outcome of Management Review: This 
is an optional field that allows users to only view incidents based on whether they were ever 
assigned one of the following statuses: 

o County Investigation Approved o County Investigation Not Approved 

o Incident Final Section Approved o Incident Final Section Not Approved 

o Regional Investigation Approved o Regional Investigation Not Approved 

o State-Center Investigation Approved o State-Center Investigation Not Approved 

• Include State Center Incidents: Check this check box to have your report include incidents that 
involve state-center individuals.  

• Include Individuals without MCI: Check this check box to have your report include incidents 
that involve individuals with no MCIs.  

• Search Individuals: This link opens the Individual Search page in a popup window. The search 
returns a list of matching individuals from the case management system in HCSIS. When a user 
selects an individual, their information is displayed in the labels below the link. When EIM 
generates reports for this individual, it is based on the MCI number (in case other individual 
information has changed since an incident was filed). 
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• Search Providers: This link opens the Provider Search page in a popup window. The search 
returns a list of matching service locations from the case management system in HCSIS. When 
a user selects a service location, its information is displayed in the labels below the link. When 
EIM generates reports for this provider, it is based on the MPI number and Service Location ID 
(in case other information has changed since an incident was filed) 

o Provider’s information is automatically displayed in the search criteria. 

o When providers navigate to this page, their MPI number defaults for the search criteria 
(however, their service location ID is not defaulted). 

o The search returns only the service locations which have been active in the past 365 days 
(based on the service location end date). 

• User Label: Users can specify a label for their output report to identify the report in the Report 
Inbox and differentiate it from reports run by other users. 

• Report Format: Users can choose a report output format from the following: PDF, Excel, or 
Word. 

• Request Report Offline:  Users can check this box to request the report to process offline 
overnight.   

• Custom Queries: Users with the Report Admin role can save the values selected for the custom 
report as set of options, known as a “query”. This allows them to save both the selected subject 
areas and the report criteria. In order to save a custom query, users must enter a unique and 
descriptive name. Once the query has been saved, it will be available to all users within the 
specified program office. All queries are sorted in alphabetical order; however, if the logged-
in user has saved any custom queries in the past, their queries appear first in the list.  

o Individual or provider information is not saved as part of a query in order to protect the 
security of personally identifiable information. 

o Users can delete only their own saved queries. 

o Users can open their own queries, make edits to the report request parameters, and save 
the edited queries under their same query names. Users do not have to save the query 
under a new name to keep the query. In addition, it is not necessary to have values in the 
Discovery/Reported or Occurrence date fields in order to save a query. When users open 
a saved query, the Discovery/Reported or Occurrence date fields are blank. 
 

Note: For State, Region, County or State-Center users the report will be processed offline. This means 
that the user will need to revisit the Reports Inbox in order to retrieve their report. The following 
message will be displayed after the report criteria has been submitted, “Your report request will be 
processed offline. Your request for report has been saved.”  
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10.6 Incident and Complaint Custom Report 

The Incident and Complaint Custom Report is displayed in Excel format and includes all the subject 
areas requested. In addition to the user’s requested subject areas, the report displays the following 
fields: 

• ID 

• Program Office 

• Version 

• Status 

• Incident 

• Type 

• Primary Category (Name and Date) 

• Secondary Categories (Name and Date) 

• Discovery Date 

• Waiver/Program 

• County 

• Incident Point Person 

• First Name 

• Last Name 

• MCI 

Additional columns may appear based on the subject areas specified on the Incident and Complaint 
Custom Report Request page.  
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10.7 Incident Target Report Request 

The Incident Target report request page allows users to request a report that contains information 
about the target (or targets) of one or more incidents.  
 

 

This page allows users to view reports based on the following criteria: 

• Program Office (required): This is populated based on the user’s security and is used to 
populate additional fields. 

• Discovery/Reported From and To Dates: The date range that can be entered will vary based 
on whether an individual, provider or both have been selected. 

• Occurrence From and To Dates: The date range that can be entered will vary based on whether 
an individual, provider or both have been selected. 

• Type (required): This is populated based on the program office and incident drop-down boxes. 
It shows all of the incident types of all versions of the program office’s configuration of the EIM 
system. This drop-down allows users to select all types by choosing the Select All value in the 
drop-down list. 
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• Primary Category (required): This is populated based on the incident type selected. It shows 
all of the primary categories across all of the program office configurations for this specific 
incident type. You can select all primary categories by clicking the Select All check box above 
the drop-down box. 

• Secondary Category (required): This is populated based on the primary category selected. It 
shows all the secondary categories across all of the program office configurations for this 
specific incident type and primary category. You can select all secondary categories by clicking 
the Select All check box above the drop-down box. 

• Region (optional): This is populated with the list of ODP-ID/A regions and allows users to select 
which region (or regions) to include in this report.  

• County (optional): This is populated with a list of counties used in EIM. 

• Waiver/Program (optional): This is populated with a list of the waiver/programs that are 
associated with the incident type (across all versions).  

• Target Identifier (optional): The target identifier which was entered within the incident. 

• Target Relationship (optional): The target relationship for a given target entered within the 
incident. 

• Minimum Incident Count: The minimum number of incidents for given target which meets all 
report parameters to include in this report. 

• Search Individuals: This link opens the Individual Search page in a popup window. The search 
returns a list of matching individuals from the case management system in HCSIS. When a user 
selects an individual, their information is displayed in the labels below the link. When EIM 
generates reports for this individual, it is based on the MCI number (in case other individual 
information has changed since an incident was filed). 

• User Label: Users can specify a label for their output report to identify the report in the Report 
Inbox and differentiate it from reports run by other users. 

• Request Report Offline:  Users can check this box to request the report to process offline 
overnight.   
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10.8 Incident Target Report 

The Incident Target Report displays information based on the criteria entered by a user on the Incident 
Target Report Request page. The Incident Target Report spans 24 columns.  

Below is a sample Excel report output (with fictitious data) for the Incident Target report. Due to the 
width of this report, its illustration below has been broken up. The top illustration shows the left side 
of the report, and the bottom illustration shows the right side. 
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10.9 Incident Management Review Report Request 

The Incident Management Review Report request page allows users to request a report containing 
information about the timeliness of one or more incidents. This information is gathered and calculated 
based on user-entered data and system-generated timestamps. The report is available only to ODP-ID 
users.  This report is exported in an Excel formatted report only.  

 
 
 

This screen allows users to view reports based on the following criteria: 

• Program Office (required):  
This is populated based on the user’s security and is used to populate several other fields. 

• Discovery From and To Dates or Occurrence From and To Dates (required):  
The date range that can be entered will vary based on whether an individual, provider or 
both have been selected. 

• Type (required):  
This drop-down allows users to specify site-level or Individual Incidents. Users can select both 
types by choosing the Select All value in the drop-down list. 
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• Status (required):  
This is populated from the list of incident statuses (Open or Closed, Open, Closed, Deleted).   

Note: Users will only be able to view and select the Deleted status if they have the correct 
role permissions to do so. 

• Primary Category (required):  
This is populated based on the incident type selected. It shows all of the primary categories 
across all of the program office configurations for this specific incident type. You can select all 
primary categories by clicking the Select All check box above the drop-down box. 

• Secondary Category (required):  
This is populated based on the primary category selected. It shows all the secondary 
categories across all of the program office configurations for this specific incident type and 
primary category. You can select all secondary categories by clicking the Select All check box 
above the drop-down box. 

• Region (optional): This is populated with the list of ODP-ID/A regions and allows users to select 
which region (or regions) to include in this report.  

• County (optional):  
This is populated with a list of counties used in EIM. 

• Waiver/Program (optional):  
This is populated with a list of the waiver/programs that are associated with the incident type 
(across all versions). 

• Include State Center Incidents: Check this check box to have your report include incidents that 
involve state-center individuals.  

• Include Individuals without MCI: Check this check box to have your report include incidents 
that involve individuals with no MCIs.  

• Search Individuals:  
This link opens the Individual Search screen (discussed earlier) in a pop-up window. The 
search returns a list of matching individuals from the case management system in HCSIS. 
When a user selects an individual, their information is displayed in the labels below the link. 
When EIM generates reports for this individual, it is based on the MCI number (in case other 
individual information has changed since an incident was filed). 

• Search Providers:  
This link opens the Provider Search screen (discussed earlier) in a popup window. The search 
returns a list of matching service locations from the case management system in HCSIS. 
When a user selects a service location, its information is displayed in the labels below the 
link. When EIM generates reports for this provider, it is based on the MPI number and Service 
Location ID (in case other information has changed since an incident was filed).   

Notes:  

o When providers navigate to this screen, their MPI number defaults for the search 
criteria (however, their service location ID is not defaulted). 
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o The search returns only the service locations which have been active in the past 365 
days (based on the service location end date). 

If multiple versions of a document were created over the course of the incident/complaint lifecycle, 
this report only shows information as of the most recent version. For example, if the final section 
was not approved during management review and another final section had to be created, only the 
most recent final section will be used for reporting purposes.  Another example is if the primary 
category was changed between the first section and the final section, this report would show the 
primary category as it was entered in the final section. 

• User Label: Users can specify a label for their output report to identify the report in the Report 
Inbox and differentiate it from reports run by other users. 

• Request Report Offline:  Users can check this box to request the report to process offline 
overnight.   

 

10.10 Incident Management Review Report  

The Incident Management Review Report displays incident information based on the criteria entered 
on the report request screen. This report groups incidents by Provider Name then by Provider Service 
Location ID. The information in each table is sorted by Discovery Date. 

The Incident Management Review Report spans 51 columns. 
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10.11 Incident Corrective Actions Report Request  

The Incident Corrective Actions Report request screen allows users to request a report that contains 
corrective actions sorted by Incident ID and type of corrective action. 

 

This screen allows users to view reports based on the following criteria: 

• Program Office (required):  
This is populated based on the user’s security and is used to populate several other fields. 

• Discovery From and To Dates or Occurrence From and To Dates (required):  
The date range that can be entered will vary based on whether an individual, provider or 
both have been selected. 

• Type (required):  
This drop-down allows users to specify site-level or individual incidents. Users can also select 
both types by choosing the Select All value in the drop-down list. 
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• Status (required):  
This is populated from the list of incident statuses (Open or Closed, Open, Closed, Deleted).   

Note: Users will only be able to view and select the Deleted status if they have the correct 
role permissions to do so. 

• Primary Category (required):  
This is populated based on the incident type selected. It shows all of the primary categories 
across all of the program office configurations for this specific incident type. You can select all 
primary categories by clicking the Select All check box above the drop-down box. 

• Secondary Category (required):  
This is populated based on the primary category selected. It shows all the secondary 
categories across all of the program office configurations for this specific incident type and 
primary category. You can select all secondary categories by clicking the Select All check box 
above the drop-down box. 

• Region (optional): This is populated with the list of ODP-ID/A regions and allows users to select 
which region (or regions) to include in this report.  

• County (optional):  
This is populated with a list of counties used in EIM. 

• Waiver/Program (optional):  
This is populated with a list of the waiver/programs that are associated with the incident type 
(across all versions). 

• Corrective Action Type:  

This is populated with the type of corrective action. This drop down allows users to select 
whether the corrective action was Preventative, Additional or Both.  

• Include State Center Incidents: Check this check box to have your report include incidents that 
involve state-center individuals.  

• Include Individuals without MCI: Check this check box to have your report include incidents 
that involve individuals with no MCIs.  

• Search Individuals:  
This link opens the Individual Search screen (discussed earlier) in a pop-up window. The 
search returns a list of matching individuals from the case management system in HCSIS. 
When a user selects an individual, their information is displayed in the labels below the link. 
When EIM generates reports for this individual, it is based on the MCI number (in case other 
individual information has changed since an incident was filed). 

• Search Providers:  
This link opens the Provider Search screen (discussed earlier) in a popup window. The search 
returns a list of matching service locations from the case management system in HCSIS. 
When a user selects a service location, its information is displayed in the labels below the 
link. When EIM generates reports for this provider, it is based on the MPI number and Service 
Location ID (in case other information has changed since an incident was filed).   
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Notes:  

o When providers navigate to this screen, their MPI number defaults for the search 
criteria (however, their service location ID is not defaulted). 

o The search returns only the service locations which have been active in the past 365 
days (based on the service location end date). 

• User Label: This field allows a user-supplied label to be assigned to the report, which displays 

on the Reports Inbox page. 

• Request Report Offline:  Users can check this box to request the report to process offline 
overnight.   

10.12 Incident Corrective Actions Report  

The Incident Corrective Actions Report displays information based on the criteria entered by a user 

on the Incident Corrective Actions Report Request page.  

The Incident Corrective Actions Report spans 23 columns. 

 
 

 
 

10.13 Reports Inbox 

The Report Inbox page allows users to view the new and processed offline report requests that the 
user has created. The reports are purged from the inbox after 14 days.  
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This page allows users to view results based on the following data elements: 

• Report Title: Displays the title of the requested report. The Report Title is displayed as a 
hyperlink if the report is successfully processed. 

• User Label: This read-only field displays the label that the user assigned to the report on the 
report request page. 

• Requested Dates: This read-only field displays the date and time that the user requested the 
report. 

• Processed Dates: This read-only field displays the date and time that the report was processed 

• Requested Status: This read-only field displays the status of the report request (New, 
Processed, Failed) 

10.14 Incident Reporting Overview Dashboard 

The Incident Reporting Overview Dashboard allows users to identify providers who are non-

compliant with submitting Incident Report documents on time, per ODP-IDA and BSASP’s guidelines. 

Dashboard data is available in near-real-time using data within the Enterprise Data Warehouse (EDW) 

as part of an overnight process. This dashboard also provides the following additional metrics: 

• Identifies areas where providers are either reporting incidents late or submitting the 
documents late. 

• Provides a trend chart to identify the provider’s incident management behavior over time. 

• Provides information on Final Section document extensions. 

• Identify incident types where a larger number of extensions are being filed. 



Office of Developmental Programs 

219 | P a g e  
 
 

 

The information that appears on the dashboard correlates directly to the user’s role:  

• For Providers, the dashboard will display data only for the incidents to which they have 
access.  

• For SCO users, the dashboard displays data for incident to which the user as access for the 
provider selected from the Provider Search.  

• For AE, Regional, or State users, the dashboard will display data for all incidents for the 
provider selected from the Provider search.  

Dashboard Filters 

The filters located at the top of the Incident Reporting Overview Dashboard shown below allow users 

to select from multiple “visualization elements” or views.  
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Filter Description Default 

Value 

Sort Order 

Quarter The quarter of the year in which the incident occurred 

The current 

quarter of the 

current year 

Reverse 

chronological 

order 

Waiver/Program 
The Waiver or Program the individual was enrolled in at 

the time the incident was created 
All Alphabetical 

Region 

The region of the individual’s Residential County at the 

time the incident was created for Individual incidents or 

the Provider’s Service Location County at the time the 

incident was created for Site Level incidents. 

All Alphabetical 

Residential/Serv 

Loc County 

The individual’s Residential County at the time the incident 

was created for Individual incidents or the Provider’s 

Service Location County at the time the incident was 

created for Site Level incidents. 

All Alphabetical 

Provider The name of the provider’s organization All Alphabetical 

Provider Type 
The Provider Type of the provider for whom the incident 

was filed 
All Ascending 

Service Location 

The four-digit Service Location and Service Location name 

of the location of the provider for whom the incident was 

filed 

All Ascending 

 

Summary Labels View 

The Summary Labels view provides a quick overview for the total count of incidents and the 

percentage of incidents that have extensions, compared to the total count of incidents.  

 

 
 

Element Description 

Incident Count The total count of incidents that have occurred during the selected quarter(s). 
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Element Description 

Incidents with Extensions 
The percentage of Final Section documents where an extension was filed, as 

compared to the total number of incidents (Incident Count) 

Primary Categories View 

The Primary Categories view displays the number of Closed and Open incidents by Primary Category, 

including the number of extensions that were filed for the corresponding Primary Category. Users can 

select groupings within this chart to filter other data on the dashboard to further review compliance 

data for those incidents with the selected Primary Category 

 

 
 

Element Description 

Primary 

Categories 

This chart identifies the count of incidents by Closed and Open status by Primary Category. 

Additionally, the chart identifies the count of incidents where an extension was requested for a Final 

Section document. 

 

Compliance Over Time View 

The Compliance Over Time view displays a provider’s compliance in submitting Incident Report 

documents over time by quarters. The compliance shown is the aggregate of the overall incident 

compliance for that quarter. 
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Element Description 

Compliance 

Over Time 

This chart represents the percentage of incidents where both the First Section and first Final Section 

documents were submitted prior to the Due Date. 

Trendline This trendline represents ODP’s threshold for on-time incident reporting at 86%. 

 

First Section, Final Section, and Incident Compliance 

The First Section, Final Section, and Incident Compliance “donut” chart displays the percentage of 

incidents that fall into each category of compliance for the First Section and Final Section documents, 

in addition to the compliance of the overall incident. This view represents the compliance for the first 

pass of the incident. 

 

• Slices resize based on percentage of incidents within each status compared to the sum total 
of incidents. 

• Slices display the compliance status and percentage of incidents with the corresponding 
compliance status 

• Sections within this chart can be selected to filter other data on the dashboard to drill-down 
the compliance data for the chosen document or incident compliance status 
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• Multiple sections can be selected at one time by clicking and dragging over the sections, or 
by holding Control or Shift and clicking the sections 

Element Description 

First Section 

This section represents the percentages of each compliance status for First Section documents compared to 

all First Section documents. Compliance status for First Section documents are: 

• Compliant – submitted prior to the due date 

• Late – submitted after the due date 

• Not Classified – Primary Category and Secondary Category not selected, and no Due Date is 

calculated 

Final Section 

This section represents the percentages of each compliance status for the first Final Section documents 

compared to all first Final Section documents. Compliance status for Final Section documents are: 

• Compliant – submitted prior to the due date 

• Late – submitted after the due date 

• Not Initiated – First Section was submitted, and Final Section document is in “Created” status 

Incident 

Compliance 

This section represents the percentages of each compliance status for overall incident compliance compared 

to all incidents. Compliance status for incident compliance are: 

• Compliant – both First Section and first Final Section documents submitted prior to the due date 

• Late – First Section, first Final Section, or both documents submitted after the due date 

 

Locations View 

The Locations chart displays the physical location of each Service Location where an incident 

occurred, in addition to the Residential County of the individual for Individual incidents, or the county 

of the Service Location for Site Level incidents. Users can interact with the map to display different 

zoom levels within the map. Hover your mouse over an outlined county or over a pin representing a 

Service Location to display a tooltip with additional information, such as the number of incidents and 

details of the Service Location. 
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10.15 Restraint Dashboard 

The Restraint Dashboard identifies providers who have recorded a high number of improper 

restraints, including the common causes of those restraints that classify them as improper. The 

Restraint Dashboard allows users to analyze metrics related to restraints, with a focus on improperly 

conducted restraints.  

This dashboard allows users to provide targeted technical assistance to those providers. This 

assistance helps providers maintain compliance with ODP-ID/A’s and BSASP’s restraint policies and 

procedures for restraining individuals who are served under ODP waivers and programs. Dashboard 

data is available in near-real-time using data within the Enterprise Data Warehouse (EDW) as part of 

an overnight process.  

The information that appears on the dashboard correlates directly to the user’s role: 
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• For providers, SCOs, and State Center users, data for incidents to which the user has accessed 
displays on the dashboard. 

• For AEs, Regional, or State users, data for all incidents displays on the dashboard 

Restraint Dashboard Filters 

The filters located at the top of the Restraint Dashboard shown below allow users to select from 

multiple “visualization elements” or views: 
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Filter Description Default Value Sort Order 

Start Date and 

End Date 
The date on which the incident occurred 

Dates encompassing 

the 12 months prior to 

the system date 

N/A 

Waiver/Program 
The Waiver or Program the individual was 

enrolled in at the time the incident was created 
All Alphabetical 

Region 

The region of the individual’s Residential 

County at the time the incident was created for 

Individual incidents or the Provider’s Service 

Location County at the time the incident was 

created for Site Level incidents. 

All Alphabetical 

Residential/Serv 

Loc County 

The individual’s Residential County at the time 

the incident was created for Individual incidents 

or the Provider’s Service Location County at the 

time the incident was created for Site Level 

incidents. 

All Alphabetical 

Provider Type 
The Provider Type of the provider for whom the 

incident was filed 
All Ascending 

Provider The name of the provider’s organization All Alphabetical 

Service Location 

The four-digit Service Location and Service 

Location name of the location of the provider for 

whom the incident was filed 

All Ascending 

 

Summary Labels View 

Summary labels provide users with an overview of key metrics related to restraints that have 

occurred, such as: 

• The number of individuals restrained  

• Individuals without a Restrictive Procedure Plan  

• The total number of restraints. 

• The percentage of restraints that are considered improper. 

• The number of injuries that have occurred during the restraints. 



Office of Developmental Programs 

227 | P a g e  
 
 

The summary labels are dynamic and are updated based on the selected filters: 

Element Description 

Individuals 

Restrained 
Reflects the distinct number of individuals for whom a restraint incident was filed 

Individuals 

without RPP 

Reflects the distinct number of individuals who were restrained and did not have a Restrictive 

Procedure Plan in place at the time the incident was created. Information for Restrictive 

Procedure Plans is retrieved from HCSIS based on the current approved Plan at the time the 

incident is created and stored in EIM as part of the Individual Information snapshot. 

Total Restraints Reflects the total number of restraint incidents that have been filed. 

Improper 

Restraints 

Reflects the percentage of incidents that are considered improper compared to the total 

number of restraint incidents that have been filed. A restraint is considered improper if any of 

the following conditions are true: 

1) The incident was indicated as an improper use of a restraint 

2) Documentation is not available indicating that all involved staff were trained on the 

individual’s Behavioral Support Plan that was in place at the time of the incident 

3) A prone position was used during the restraint 

4) The incident was indicated as an unauthorized use of a restraint 

5) The individual was restrained for more than 30 minutes 

Injuries Reflects the number of individuals who were injured during the restraint. 

 

Restraints per Individual View 

The Restraints per Individual view displays the totals for the number of restraint incidents for a 

specific individual in predetermined groupings 
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Element Description 

Restraints per Individual 
This chart identifies the count of incidents where a specific individual was restrained, and 

groups these counts into predetermined groupings (0-5, 6-10, 11-15, 16-20, 21+). 

 

• Groupings within this chart can be selected to filter other data on the dashboard to drill-
down the restraint data for the individuals falling into these groupings. 

• Multiple groupings can be selected at one time by clicking and dragging over the groupings, 
or by holding Control or Shift and clicking the groupings. 

Improper Restraint Procedures 

The Improper Restraint Procedures view displays totals for the number of restraint incidents where 

an improper procedure was used. A restraint is considered improper when: 

• The incident indicates that it was an improper use of a restraint. 

• Documentation is not available indicating that all involved staff were trained on the 
individual’s Behavioral Support Plan in place at the time of the incident 

• A prone position was used,  

• It was an unauthorized use of a restraint 
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• The individual was restrained for more than 30 minutes.  
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Element Description 

Improper use of 

restraint 

This section contains a distinct count of incidents where the question “Was this an 

improper use of a restraint?” is answered as “Yes”. 

Training 

documentation 

not available 

This section contains a distinct count of incidents where the question “Is there 

documentation that all staff involved were trained on the behavioral support plan that was 

in place at the time of the incident that included this restraint?” is answered as “No”. 

Prone position 

used 

This section contains a distinct count of incidents where the question “Was a prone (face 

down) position used during this restraint?” is answered as “Yes”. 

Unauthorized use 

of restraint 

This section contains a distinct count of incidents where the question “Was this an 

unauthorized use of restraint?” is answered as “Yes”. 

Duration greater 

than 30 minutes 

This section contains a distinct count of incidents where the calculated field” Restraint 

Duration (minutes)” is greater than 30 minutes. 

• Sections of this view resize based on the percentage of incidents for each section compared to the 
total incidents that are considered to be “improper”. 

• Each section displays a short name for the corresponding question within the incident, the count 
of incidents for each section, and the percentage of the section compared to the total of all 
sections. 

• Sections within this chart can be selected to filter other data on the dashboard to drill-down the 
restraint data for the chosen improper procedures. 

• Multiple sections can be selected at one time by clicking and dragging over the groupings, or by 
holding Control or Shift and clicking the sections. 

• Information on restraint duration is not included for historical incidents where the restraint 
duration was not calculated in the system. 

 

Restrictive Procedures 

The Restrictive Procedures view displays the number of incidents categorized as a combination of 

Primary and Secondary categories related to restraints. 
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Element Description 

Abuse 

This slice considers incidents which are classified with a Primary Category of “Abuse” and a Secondary 

Category of "Misapplication/Unauthorized Use of Restraint (Injury)" or "Misapplication/Unauthorized Use of 

Restraint (No Injury)". Only Abuse incidents where an investigation was conducted, and the investigation 

determination was “Confirmed” will be included in this metric. 

Physical 

Restraint 

This slice considers incidents which are classified with a Primary Category of “Physical Restraint” and any 

corresponding Secondary Category. 

Restraint 
This slice considers incidents which are classified with a Primary Category of “Restraint” and any 

corresponding Secondary Category. 

Rights 

Violation 

This slice considers incidents which are classified with a Primary Category of “Rights Violation” and a 

Secondary Category of "Unauthorized Restrictive Procedure”. Only Rights Violation incidents where an 

investigation was conducted, and the investigation determination was “Confirmed” will be included in this 

metric. 

Footnote 

The visualization contains a footnote indicating that Abuse and Rights Violation incidents for which an 

investigation was conducted, and the investigation determination was “Confirmed” will be included in the 

chart 

 

• Each “slice” in the pie chart resizes based on the percentage of incidents for each Primary 
Category compared to the total number of incidents for each of the specified Primary 
Categories. 

• Each “slice” displays the Primary Category name and the count of incidents classified with the 
corresponding Primary Category and Secondary Category combinations. 
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10.16 Medication Error Report 

The Medication Error Report can be accessed from the Reports page in EIM. This report 

allows users to drill-down into the details of all medication error incidents including any 

status; Open, Closed, or Deleted (if applicable).  

Users with only the “Incident Investigator Role”, cannot access this report.  
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Medication Error Report Request Screen 
 
The Medication Error Report Request screen allows users to customize report results by selecting the 
following criteria as applicable to role/scope in EIM before clicking Submit:  

1. Program Office 
2. Date 
3. Status 
4. Secondary Category  
5. Region 
6. County 
7. Waiver Program 
8. Funding County/Joinder 
9. Include State Center Incidents 
10. Include Individuals without MCI 
11. Individual 
12. Provider 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Mandatory fields are marked with a red star on the 

Report Request screen.  These represent the 

minimum amount of information needed for the 

system to process the report.  

Please note, while not marked with a red star, the 

user must select either Discovery or Occurrence 

dates in order for the report to process.   

Prior to clicking submit, users can label the report.  This can help users find the report 

later in their report inbox, if the report needs to be processed overnight.   
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Report Parameters-Overnight Reports 
 
Report results are generally available to users in real time.  However, there are times when reports 
will be processed overnight.   
 

• If the Discovery or Occurrence date range exceeds six months and neither a Provider nor an 
Individual is selected, the report request will be processed offline overnight and returned to 
the users Reports Inbox in EIM. 

• If either date range exceeds twelve months and an Individual and/or Provider is selected, the 
report request will be processed offline overnight and returned to the users Reports Inbox in 
EIM. 
 

 

 

The user selected a date 

range that was greater 

than one year.  This caused 

the report to process 

overnight.   
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Reports Inbox 

If a report is processed Offline for any reason, it will appear the next business day in the Reports 

Inbox.   

Report Output 

The Medication Error Report Output is in Excel.  Below is an example of the Medication Error Report 

output.     
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Medication Error Report Output Fields 
ID Discovery Time MPI Number of 

medications involved 

in medication error 

Unique identifier of the staff 

involved 

Status Time to Discover 

(Days) 
Provider 

Name 
Did the medication 

error involve 

medication that is 

taken routinely? 

Was the staff involved 

working longer than their 

regular work hours at the time 

of the error? 
Primary 

Category 
MCI Service 

Location 

Provider Type 

Did the medication 

error involve 

medication that is 

taken as needed 

(PRN)? 

Length of time that the staff 

involved has been giving 

medications (years) 

Secondary 

Category 
Last Name Service 

Location 

Specialty 

Staff position of 

person giving 

medication 

Number of medications this 

individual receives on a daily 

basis? (do not include 

medications that are taken on 

an episodic basis) 
Occurrence 

Date 
First Name Service 

Location ID 
Did the error occur 

over multiple 

consecutive 

administrations? 

Number of people (including 

this individual) that the staff 

involved has to give 

medications to around the 

same time as the error 

occurred? 
Occurrence 

Time 
Waiver/Program Service 

Location 

Name 

Why did the error 

occur? 
Were any medications 

involved in this medication 

error a controlled substance? 
Occurrence 

Day of Week 
AE Service 

Location 

Address 

What was the 

response to the 

error? 

Number of linked incidents 

Discovery 

Date 
Region Medication 

Name 
What was or will be 

the agency system 

response to prevent 

this type of error 

from occurring in the 

future? 

  

 

 

 

 

 

 

Tip 

Some values on the report output are separated 

by a pipe [|] symbol.   This occurs when the 

Medication Error Report contains more than 

one entry for the field.  
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10.17 Medication Error Visual Analytic Dashboard 

To access the Medication Error Visual Analytic Dashboard, navigate to the Reports page in EIM. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Click on the Medication Error 

Dashboard hyperlink.  
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Medication Error Visual Analytic Dashboard Default View 

The Medication Error Visual Analytic Dashboard displays. The default view of the Dashboard is the Medication 
Error Details tab.  Users may click on additional tabs to view visualizations of different data. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
The Medication Error Dashboard consist of three separate views. Users may click on tabs (Medication Error 
Details, Service Location Details, Response and Prevention) to view visualizations of different data.  
 

 
 
 
 
1. Medication Error Details: Statewide and provider general medication error metrics 

2. Service Location Details: Metric information about the Service Locations where medication errors occurred 

and the circumstances around staff involvement in the incident that may have contributed to the occurrence of 

a medication error 

3. Response and Prevention: Metric information about responses to medication errors and the actions being 

done to prevent medication errors from occurring in the future. In addition, users can view the amount of time 

between discovery of a medication error and the entry of an incident report. 

 
 

1
. 

2
. 

3
. 
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Working with Filters 
 
County/Administrative Entity (AE) and State users have the option to filter by County/Joinder***.  This filter is 
hidden for all other users.  The default setting for this filter is “All”.   
 
 

 
 
Select the County/Joinder(s) that are needed, by clicking on the box and then clicking Apply.  Multiple selections 
are permitted.  
 

 
 
***Please note:  This filter appears on all the dashboard views.  However, when applied it will always take the user 
back to the Medication Error Details view.  
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Universal Filters 
 
Users can apply filters on the dashboard to aid in data visualizations. Users may further explore data visualizations 
by combining these filters with dynamic data elements on the dashboard charts. When no data is available for a 
visualization based on the selected filters, the visualization will not appear on the dashboard.   
 

 
 

• Date Parameter  

• Date Range-Start Date-End Date  

• Quarter  

• Secondary Category  

• Waiver/Program 

• Region 

• Residential County  

• Provider 

• Provider Type 

• Service Location   

 

The Medication Error Visual Analytic Dashboard can be filtered by calendar year quarter (like the Restraint and Incident 

Reporting Overview Dashboards), and it has an additional filter for Date Parameter.  The Date Parameter allows the user to 

filter by Discovery Date or Occurrence Date. 

 

 

 

 

 

 

                                                               

Note: These filters appear on all views of the 

dashboard.  Once a filter is applied it will filter data 

across all dashboard views.   
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The drop-down values in the filters will differ based on users’ scope, provider locations, incident circumstances, etc. 
The default value for the filters (other than those related to dates) is All.  In this example, the logged in user has 
access to data on the dashboard only for the Provider Types listed in the drop down.   

To further filter to view a specific provider type, the user would uncheck “All”, click the box for the Provider Type(s) 
desired and click Apply.  The data on the dashboard will update based on the selection(s).   

 
 
 
 

 

Working with Charts 

Each view on the dashboard has charts that work with the filters to create visualizations of data.   
In the charts, users can select single and multiple groupings at one time by clicking, dragging over groupings and/or 
holding Control+Shift and clicking items.  
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If there is not any data for a particular chart based on available data in EIM or filter combinations, the chart will be 
blank.  In the example below, the user has filtered and used the charts to drill down.  The drill down data in this 
example does not contain any medication errors that have other incidents linked to them.   
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Chart Elements 
Selecting items in the charts on the dashboard views, will update the data across all dashboard views.  
 
For example, selecting the value of 8 on the Incident Count by Day of Week chart on the Service Location Details 
view, updates the provider information on all other views of the dashboard.    
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Chart Heatmaps 

Some of the charts on the dashboard, have a heatmap style visualization.  The charts below have cells that are 
filled with color.  The darker the color, the greater the value in the cell.  This provides a quick, at a glance, 
visualization of data and areas that may require further analysis.   

 
 
Chart Labels 

Axis labels on the chart are dynamic and will switch orientation based on the data that needs to be presented.  

Notice that the same view of the Service Location Details view of the dashboard looks slightly different, depending 

on the amount/type of data being displayed. One of the labels is horizontal and one is vertical.    
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Medication Error Details View 

The Medication Error Details view on the dashboard has both Statewide and Provider data.  This is the only 
view that contains Statewide Medication Error data.   

 

 

 
 
The Statewide charts only update based on certain filters selected by the user.   
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The charts are the same for certain metrics which allows for performance comparison across basic medication error 
statistics.  The charts on this tab are dynamic and will update based on filter selection(s) and also selections made 
within the charts themselves.   
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 

 
 
 
 
 

The Statewide and Provider Charts Metric Definitions 

1. Medication Errors-The total number of medication 
errors. 

2. Involved Controlled Substance-Percent of 
medication errors involving a controlled substance.  

3. Involved Medication Frequency-The percentage of 
medication errors involving routine, PRN, or both 
medication frequencies. 

4. Incident Count by Secondary Category-The 
number of medication errors broken down by 
Secondary Category. 
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Tooltips 
 
In the Incident Count by Secondary Category (for both Statewide and Provider charts), the user can hover over each 
secondary category for additional information.  This is called a tooltip, which gives the user information about 
medication errors at a glance.   

 
 

 
  

 
 
 
 
 
 
 
 
 
 
 
 

There is also a tool tip that allows 

users to hover over hidden data 

labels.  This occurs in a pie chart 

when the titles of data labels are 

too long to properly display all at 

the same time.   

To view the hidden label, users 

hover the mouse over the section 

of the pie chart that is hidden.   
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The final two charts on the Medication Error Details view of the dashboard apply to provider data only.  The Number of 
Medication Errors by Number of Individuals and the Linked Incident charts are comprised of data related to the 
provider(s) selected for review.  Users will notice that these charts only update when changes are made to filters etc. 
that apply at the provider level.  
 

 
 

Medication Error Details View-Provider Metrics 

Chart Name Metric Definition 

Number of Medication Errors 
by Number of Individuals  

The count of medication errors that involved a specific individual, and groups 
these counts. 

Linked Incidents Displays information about incidents that are linked to medication error 
incidents. Linked incident information is taken from the most recently 
submitted Final Section document.  

 
 
Please Note:  
Any incident category can be linked to a medication error and will appear on the Linked Incidents chart on the 
dashboard. This includes when incidents are linked between different individuals.  Data for this chart is based on the 
most recently submitted final section document (or first section for incident categories that do require a final section 
document).   
 

 
 
 
 
 
 



Office of Developmental Programs 

249 | P a g e  
 
 

Service Location Details View 

Click on the Service Location Details tab.  The Service Location Details view of the dashboard appears.   
 

 
 
 

Service Location Details View-Provider Metrics  

Chart Name Metric Definition 

Incident Count by Service 
Location 

Service Locations where medication errors occurred. 

Incident Count by Day of Week Number of medication errors that occurred on a specific day of the week. 

Incident Count by Time of Day Number of medication errors that occurred at a specific time of the day. 

Percentage of Incidents Involving 
Staff Working Longer Hours 

Percentage of medication errors that involved staff working longer than 
their regular work hours at the time of the medication error. 

Percentage of Incidents 
Occurring Over Multiple 
Consecutive Administrations 

Percentage of medication errors that involved medication errors that 
occurred over multiple consecutive administrations. 

Incident Count by Length of Time 
Giving Medication (Years) 

Number of medication errors that have occurred, broken down by the 
options for the length of time in years that the involved staff has been 
giving medication. 

Incident Count by Number of 
Individuals Receiving Medication 
at Time of Error 

Number of medication errors that have occurred, broken down by the 
number of individuals who were receiving medication from the involved 
staff around the time the medication error occurred. 

Incident Count by Staff Position 
Giving Medication 

Count of medication errors by staff position. 



Office of Developmental Programs 

250 | P a g e  
 
 

Incident Count by Number of 
Medications Involved 

Number of medications involved in a medication error, aggregated by the 
number of medication errors with that count of involved medications. 

Incident Count by Number of 
Medications to be Given at Time 
of Error 

Number of medication errors that have occurred, broken down by the 
number of medications that the involved staff was supposed to give to the 
individual at the time when a medication error occurred. 

Incident Count by Number of 
Medications to be Given to 
Individual Daily 

Number of medication errors that have occurred, broken down by the 
number of medications that are supposed to be given to the individual 
daily. 

Incident Count by Number of 
Individuals Receiving Medication 
at Time of Error 

Number of medication errors that have occurred, broken down by the 
number of individuals who were receiving medication from the involved 
staff around the time the medication error occurred. 

 
Service Location Data 
To drill-down to the data for a specific service location click on the ID, Name or Count for the location you wish to 
view.  This will update all data across all views of the dashboard.   
 

 
 
For example, once the Service location 0020 (with 57 medication errors) is clicked, the provider data on the 
Medication Error Details tab updated.   
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Staff Position Data 
 
To drill-down to the data for a specific Staff Position Giving Medication click on the Staff Position Title or Count you 
wish to view.  This will update all data across all views of the dashboard.   
 

 
 
 
For example, once the Staff Position Title Direct Care Staff (with 92 medication errors) is clicked, the provider data 
on the Medication Error Details tab updated.   
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Response and Prevention View 

 

 

  Click on the Response and Prevention tab.  The Response and Prevention view of the dashboard appears.   
 

 
 
 

Response and Prevention View-Provider Metric Definitions 

Chart Name Metric Definition 

Incident Count by Time to 
Discover (Days) 

This chart represents the number of days that elapsed between the 
occurrence of a medication error and the discovery of the error. 

Why did the error occur? This chart lists the count of medication errors that occurred 
categorized by the reason given in the Medication Error Incident 
Report.   

What was the response to the 
error? 

This chart lists the count of medication errors that occurred 
categorized by the response given in the Medication Error Incident 
Report.   

What is being done to prevent 
future occurrences? 

This chart lists the count of medication errors that occurred 
categorized by the action that is being taken to prevent future 
occurrences of a medication error. 
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Reporting Timeliness  
 
The dashboard  calculates the number of days between when a medication error occurred and when it was 
discovered.  This is a timeliness measure that can be used for compliance monitoring.   
 

 
 
 
Days to Report 
 
To drill-down to the data for a specific Time to Discover (Days) you wish to view, click on the number of days or the 
number of incident reports.  This will update all data across all views of the dashboard.   
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For example, once the Number of Days 0 (with 108 medication errors) is clicked, the provider data on the Medication 
Error Details tab updated.   
 
 

 
 
 
To drill-down to the data for specific information about the medication error or response you wish to view, click on the 
name or number of incidents.  This will update all data across all views of the dashboard.   
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For example, once the name Misread Label (with 57 medication errors) is clicked, the provider data on the 
Medication Error Details tab updated.   
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Data Collection and Charts 
 
It is important to understand the data behind the charts on the dashboard.  There are instances where it may appear 
that the charts have “incorrect” data but that is due to the way the data is collected in the Medication Error Incident 
Report.   
 

 

 
 



Office of Developmental Programs 

257 | P a g e  
 
 

  

Additional Data Drill Down 
 
Users can further drill-down into the data used to populate the dashboard by pulling the Medication Error Report 
available in EIM.  This report will give users access to specific details of each medication error used to create the 
visualizations on the dashboard.   
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11. Appendix 

11.1 Alerts Matrix 

The following table contains the list of all default EIM alerts. 

Alert Text Subject Hyperlink To Recipient(s) 
Expiration 
Period 

First Section Submitted Incident Detail 
Individual’s Primary Support 
Coordinator/Supports 
Coordinator Supervisor  

120 days 

Final Section Submitted Incident Detail 
Individual’s Primary Support 
Coordinator/Supports 
Coordinator Supervisor 

120 days 

Incident Report is Not 
Approved  

Incident Detail 

Individual’s Primary Support 
Coordinator/Supports 
Coordinator Supervisor 

14 days 

All users at reporting 
organization with Point Person 
and Incident Reporter Roles. 
Note: EIM generates an alert 
to all Incident Reporters at the 
initiating organization when 
an Individual Incident report is 
not approved during county/ 
regional management review. 

A restraint incident report 
has been filed that 
requires follow-up action.  

Incident Detail 
Individual’s SC  
AE/County 
(Individual has MCI) 

120 days 

A restraint incident report 
has been filed that 
requires follow-up action.  

Incident Detail 
Regional Staff 
(Individual does not have MCI} 

120 days 

A restraint incident report 
has been filed that 
requires follow-up action.  

Incident Detail 
Individual’s SC  
(Individual has MCI and was 
restrained ≥ 31 minutes) 

14 days 

A restraint incident report 
has been filed that 
requires follow-up action.  

Incident Detail 

Regional Staff 
(Individual does not have MCI 
and was restrained ≥ 31 
minutes) 

120 days 
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Alert Text Subject Hyperlink To Recipient(s) 
Expiration 
Period 

The Initial County 
Management Review has 
been submitted with 
comments that may 
require action.  

Incident Detail  

Users with an Incident Point 
Person or Incident Report Role 
Individual’s Primary Supports 
Coordinator  
Individual’s Primary Supports 
Coordinator Supervisor  

14 days  

The Initial Regional 
Management Review has 
been submitted with 
comments that may 
require action.  

Incident Detail  

Users with an Incident Point 
Person or Incident Report Role 
Individual’s Primary Supports 
Coordinator  
Individual’s Primary Supports 
Coordinator Supervisor  

14 days  

The Initial Regional 
Management Review 
findings disagree with the 
Initial County 
Management Review 
Findings 

Incident Detail  
Individual’s AE/Funding 
County with the Incident 
Management Reviewer role 

14 days  

The First Section for 
<Incident ID> has not yet 
been submitted and 
requires action.  

Incident Detail 

All users with the PW-EIM-
INCIDENTRPTR role in the 
reporting organization as well 
as the assigned Point Person 
for the incident.  

14 days  

A medication error report 
has been filed that 
requires follow-up action. 

Incident Detail 

All SCE users in the individual’s 
SCE 
Individual’s AE/funding county 
and regional staff with the 
Incident Management 
Reviewer role (regional staff 
alerted only if individual has 
no MCI) 
Only one alert is received for 
two linked incidents. 

120 days 

Comments have been 
addressed as part of the 
Management Review 

Incident Detail 
Individual's SC and SC 
Supervisor in the assigned 
organization 

14 days 

 

11.2 ODP Email Alerts  

Supports Coordinators (SC) and/or Supports Coordinator (SC) Supervisors receive email alerts 

generated from EIM for individuals on their caseload. Email alerts will be generated in real-time when 

EIM generates a system alert for the SC or SC Supervisor. The emails will be generated for alerts that 

are listed in the above 8.1 Alerts Matrix.  
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The individual receiving the alert must be assigned to an SC and/or SC Supervisor in HCSIS in order for 

the email alert to be generated for the incident. Users should ensure that their email address is listed 

correctly in Identify Manager in order to receive these email alerts. Below is an example of the Email 

Template:  

 

ODP-ID/A Incident Subject Areas 

The table that appears starting on the next page shows the correspondence between the fields and 
questions on all of the EIM pages and the subject area classifications that EIM uses to group data for 
reporting. When you run any Incident and Complaint Custom Reports, refer to this table to help you 
choose subject areas that return the data you need for your reports. When you request a report, the 
subject areas you select determine which fields and questions are included in the report. 

Follow the steps below to identify the subject areas you must pick in the report request screen to get 
the corresponding data you need in your report. Use the diagram below the steps to help you 
visualize the process. 

1. Start with the EIM Page column and find the name of the page that contains the field(s) and 
question(s) that contain(s) the data you need to report on. The pages are listed in 
alphabetical order in the table. 

2. Look through the entries in the Field/Question column that are on the EIM page you 
selected. The lists of fields and questions are arranged alphabetically by name. Identify all the 
questions in the Field/Question column that describe the data you need in your report. 

3. Look in the Subject Area column and note which subject areas correspond to the fields and 
questions you identified. These are the subject areas you need to select and include in your 
report-request setup in order to see the data you want in your report. 

 

 

The table begins on the next page. 

   

 
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EIM Incident and Complaint Custom Report – Standard Elements 
Note that each Incident and Complaint Custom Report contains the following 16 standard data 
elements. Regardless of subject area(s) selected, these 16 standard data elements are present on all 
extracts. It is not necessary to pull in an entire subject area if only one of these items are needed, 
since by default, the elements listed are already included. 

ID Program Office Version Status 

Incident / Complaint Type 
Primary Category 
(Name and Date 

Occurrence Date 

Secondary Categories 
(Name and Date) 

Discovery Date MCI Last Name 

First Name Waiver/Program County Incident Point Person 

 

EIM PAGE FIELD/QUESTION SUBJECT AREA 
Actions Taken To 
Protect Health, Safety, 
and Rights 

If no, please explain (Was 911 
contacted ?) 

Actions Taken To Protect Health, Safety, 
and Rights 

Actions Taken To 
Protect Health, Safety, 
and Rights 

If no, please specify (Was a call made 
to 911? ) 

Actions Taken To Protect Health, Safety, 
and Rights 

Actions Taken To 
Protect Health, Safety, 
and Rights 

If other, please specify (Medical 
Attention Given)  

Actions Taken To Protect Health, Safety, 
and Rights 

Actions Taken To 
Protect Health, Safety, 
and Rights 

If no, please specify (Were supports 
and/or Services offered to the 
individual/victim?) 

Actions Taken To Protect Health, Safety, 
and Rights 

Actions Taken to 
Protect Health, Safety, 
and Rights 

If other, please specify (Other 
Supports and/or Services) 

Actions Taken to Protect Health, Safety, 
and Rights 

Actions Taken To 
Protect Health, Safety, 
and Rights 

Law Enforcement Contacted Actions Taken To Protect Health, Safety, 
and Rights 

Actions Taken To 
Protect Health, Safety, 
and Rights 

Medical Attention Given Actions Taken To Protect Health, Safety, 
and Rights 

Actions Taken To 
Protect Health, Safety, 
and Rights 

Other Supports and/or Services: Actions Taken To Protect Health, Safety, 
and Rights 
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EIM PAGE FIELD/QUESTION SUBJECT AREA 
Actions Taken To 
Protect Health, Safety, 
and Rights 

Please describe actions taken to 
protect the individual (Describe 
administrative, health/safety, 
treatment, and targeted individual 
actions taken to address the incident 
to date, including supports and/or 
services offered) 

Actions Taken To Protect Health, Safety, 
and Rights 

Actions Taken To 
Protect Health, Safety, 
and Rights 

Was a call made to 911?  Actions Taken To Protect Health, Safety, 
and Rights 

Actions Taken To 
Protect Health, Safety, 
and Rights 

Were supports and/or services offered 
to the individual? 

Actions Taken To Protect Health, Safety, 
and Rights 

Actions Taken To 
Protect Health, Safety, 
and Rights 

What supports and/or services 
were offered to the individual 

Actions Taken To Protect Health, Safety, 
and Rights 

Additional Corrective 
Actions  

Is there an additional corrective action 
for this incident?  

Corrective Action Description 

Additional Corrective 
Actions  

Additional Corrective Action Additional Corrective Actions  

Additional Corrective 
Actions  

Description of Additional Corrective 
Action 

Additional Corrective Actions  

Additional Corrective 
Actions  

Completed/Expected Completion Date Additional Corrective Actions  

Additional Corrective 
Actions  

Responsible Party (First Name) Additional Corrective Actions  

Additional Corrective 
Actions  

Responsible Party (Last Name) Additional Corrective Actions  

Additional Information 
and Optional 
Categorization 

Did the individual accept the 
services/supports offered? 

Additional Information and Optional 
Categorization 

Additional Information 
and Optional 
Categorization 

If other, please specify 
(Services/Supports Offered) 

Additional Information and Optional 
Categorization 

Additional Information 
and Optional 
Categorization 

If Yes, were all team members 
informed and trained, if applicable, on 
the changes? 

Additional Information and Optional 
Categorization 

Additional Information 
and Optional 
Categorization 

Optional Field 1 Additional Information and Optional 
Categorization 

Additional Information 
and Optional 
Categorization 

Optional Field 2 Additional Information and Optional 
Categorization 
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EIM PAGE FIELD/QUESTION SUBJECT AREA 
Additional Information 
and Optional 
Categorization 

Optional Field 3 Additional Information and Optional 
Categorization 

Additional Information 
and Optional 
Categorization 

Optional Field 4 Additional Information and Optional 
Categorization 

Additional Information 
and Optional 
Categorization 

Please clarify (Did the 
individual/victim accept the supports 
offered?) 

Additional Information and Optional 
Categorization 

Additional Information 
and Optional 
Categorization 
(Individual Incident) 

Please include any updated or 
corrected information from the 
Incident Description page of the First 
Section including dates, times, people 
involved, and relevant details prior to, 
during, and after the incident. Indicate 
the current status of the individual.  

Additional Information and Optional 
Categorization 

Additional Information 
and Optional 
Categorization 

Please indicate what action was taken 
by Law Enforcement or if Law 
Enforcement was not contacted 

Additional Information and Optional 
Categorization 

Additional Information 
and Optional 
Categorization 

Please explain (Was the individual 
educated on the circumstances 
around the incident?) 

Additional Information and Optional 
Categorization 

Additional Information 
and Optional 
Categorization 

Services/Supports Offered Additional Information and Optional 
Categorization 

Additional Information 
and Optional 
Categorization 

Was Law Enforcement Contacted? Additional Information and Optional 
Categorization 

Additional Information 
and Optional 
Categorization 
(Individual Incident) 

Was the individual educated on the 
circumstances around the incident? 

Additional Information and Optional 
Categorization 

Additional Information 
and Optional 
Categorization 

Were any changes made to the ISP 
(including Behavioral Support Plan 
component)? 

Additional Information and Optional 
Categorization 

Additional Information 
and Optional 
Categorization 

Were services/supports offered to the 
individual? 

Additional Information and Optional 
Categorization 

Additional Information 
and Optional 
Categorization 

What was the outcome of the 
services/supports that were offered? 

Additional Information and Optional 
Categorization 

Additional Information 
and Optional 
Categorization (Site 
Level Incident) 

Did the individuals accept the 
services/supports offered? 

Additional Information and Optional 
Categorization 
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EIM PAGE FIELD/QUESTION SUBJECT AREA 
Additional Information 
and Optional 
Categorization (Site 
Level Incident) 

Optional Field 1 Additional Information and Optional 
Categorization 

Additional Information 
and Optional 
Categorization (Site 
Level Incident) 

Optional Field 2 Additional Information and Optional 
Categorization 

Additional Information 
and Optional 
Categorization (Site 
Level Incident) 

Optional Field 3 Additional Information and Optional 
Categorization 

Additional Information 
and Optional 
Categorization (Site 
Level Incident) 

Optional Field 4 Additional Information and Optional 
Categorization 

Additional Information 
and Optional 
Categorization (Site 
Level Incident) 

Please clarify (Did the individuals 
accept the services/supports offered?) 

Additional Information and Optional 
Categorization 

Additional Information 
and Optional 
Categorization (Site 
Level Incident) 

Please include any updated or 
corrected information from the 
Incident Description page of the First 
Section including dates, times, people 
involved, and relevant details prior to, 
during, and after the incident. Indicate 
the current status of the individuals. If 
law enforcement has been contacted, 
please list details of actions taken by 
law enforcement. 

Additional Information and Optional 
Categorization 

Additional Information 
and Optional 
Categorization (Site 
Level Incident) 

Were the individuals educated on the 
circumstances around the incident? 

Additional Information and Optional 
Categorization 

Additional Medical 
Intervention 
Information 

Admitting physician Additional Medical Intervention 
Information 

Additional Medical 
Intervention 
Information 

Admitting psychiatrist Additional Medical Intervention 
Information 

Additional Medical 
Intervention 
Information 

Diagnostic Testing Additional Medical Intervention 
Information 
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EIM PAGE FIELD/QUESTION SUBJECT AREA 
Additional Medical 
Intervention 
Information 

Did the individual experience a delay 
in admission? 

Additional Medical Intervention 
Information 

Additional Medical 
Intervention 
Information 

Home Health Nurse Additional Medical Intervention 
Information 

Additional Medical 
Intervention 
Information 

If no, please explain (Were all 
responsible staff, individuals, and 
caregivers trained on care and follow-
up instructions?) 

Additional Medical Intervention 
Information 

Additional Medical 
Intervention 
Information 

If none, please explain (Initial follow-
up appointments) 

Additional Medical Intervention 
Information 

Additional Medical 
Intervention 
Information 

If yes, please explain (Did the 
individual experience a delay in 
admission?) 

Additional Medical Intervention 
Information 

Additional Medical 
Intervention 
Information 

Lab Work Additional Medical Intervention 
Information 

Additional Medical 
Intervention 
Information 

Other (Initial follow-up appointments) Additional Medical Intervention 
Information 

Additional Medical 
Intervention 
Information 

Outpatient psychiatrist Additional Medical Intervention 
Information 

Additional Medical 
Intervention 
Information 

Please explain any new equipment, 
instructions, medical condition, 
psychotherapy, treatment, or facility 

Additional Medical Intervention 
Information 

Additional Medical 
Intervention 
Information 

Primary Care Practitioner (PCP) Additional Medical Intervention 
Information 

Additional Medical 
Intervention 
Information 

Specialist Additional Medical Intervention 
Information 

Additional Medical 
Intervention 
Information 

Surgeon Additional Medical Intervention 
Information 

Additional Medical 
Intervention 
Information 

Swallow Study Additional Medical Intervention 
Information 

Additional Medical 
Intervention 
Information 

Was the individual, staff, and 
caregivers trained on care and follow-
up instructions?  

Additional Medical Intervention 
Information 
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EIM PAGE FIELD/QUESTION SUBJECT AREA 
Additional Medical 
Intervention 
Information 

What changed for this individual after 
treatment? (Select all that apply) 

Additional Medical Intervention 
Information 

Additional Medical 
Intervention 
Information 

What location did the individual 
return to after medical treatment? 

Additional Medical Intervention 
Information 

Additional Medical 
Intervention 
Information 

Wound Care Clinic Additional Medical Intervention 
Information 

Additional Medication 
Error Information 

Length of time the staff involved has 
been giving medications? (years) 

Additional Medication Error Information 

Additional Medication 
Error Information 

Unique identifier of the staff involved: Additional Medication Error Information 

Additional Medication 
Error Information 

Name or unique identifier of the staff 
involved 

Additional Medication Error Information 

Additional Medication 
Error Information 

Number of medications supposed to 
be given to this person at the same 
time as the error was made including 
the medication where the error was 
made? 

Additional Medication Error Information 

Additional Medication 
Error Information 

Number of medications this person 
receives on a daily basis? (do not 
include medications that are taken on 
an episodic basis) 

Additional Medication Error Information 

Additional Medication 
Error Information 

Number of people (including this 
person) that the staff involved has to 
give medications to around the same 
time as the error occurred? 

Additional Medication Error Information 

Additional Medication 
Error Information 

Was the staff involved working longer 
than their regular work hours at the 
time of the error? 

Additional Medication Error Information 

Additional Medication 
Error Information 

Were any medications involved in this 
medication error a controlled 
substance? 

Additional Medication Error Information 

Administrative Review 
Committee 

Please specify Administrative Review 
Committee (Select 'Yes' to proceed) 

Administrative Review Information 

Administrative Review 
Information 

Administrative Review Date Administrative Review Information 

Administrative Review 
Information 

Does the CIR provide the necessary 
information for the administrative 
review team to make a determination 
and develop appropriate corrective 
actions? 

Administrative Review Information 
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EIM PAGE FIELD/QUESTION SUBJECT AREA 
Administrative Review 
Information 

If no, please explain (Does the CIR 
provide the necessary information for 
the administrative review committee 
to make a determination and develop 
appropriate corrective actions?) 

Administrative Review Information 

Administrative Review 
Summary 

Based on the information provided in 
the CIR, is the initial incident category, 
correct? 

Administrative Review Information 

Administrative Review 
Summary 

Date and Time the 
injury/wound/illness was discovered 

Administrative Review Information 

Administrative Review 
Summary 

Did the investigation find all policies, 
procedures, rules, and regulations to 
be properly implemented? 

Administrative Review Information 

Administrative Review 
Summary 

Did the investigation start in a timely 
manner? 

Administrative Review Information 

Administrative Review 
Summary 

Explanation of treatment Administrative Review Information 

Administrative Review 
Summary 

If no injuries, wounds, or illnesses 
were discovered, please explain 

Administrative Review Information 

Administrative Review 
Summary 

If no treatment was provided, please 
explain 

Administrative Review Information 

Administrative Review 
Summary 

If no, please explain (Did the 
investigation find all policies, 
procedures, rules, and regulations to 
be properly implemented?) 

Administrative Review Information 

Administrative Review 
Summary 

If no, please explain (Did the 
investigation start in a timely 
manner?) 

Administrative Review Information 

Administrative Review 
Summary 

If no, please explain (If there was 
reason to suspect that a crime had 
been committed, was law 
enforcement contacted?) 

Administrative Review Information 

Administrative Review 
Summary 

If no, please explain (Was the 
appropriate notification made related 
to the Adult Protective Services Act, 
Older Adult Protective Services Act 
and Child Line Protective Services 
Law?) 

Administrative Review Information 

Administrative Review 
Summary 

If no, please explain (Was the 
family/guardian/individual's designee 
notified of the incident within 24 
hours?) 

Administrative Review Information 
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EIM PAGE FIELD/QUESTION SUBJECT AREA 
Administrative Review 
Summary 

If the incident involved target(s), was 
the target separated from potential 
contact with all individuals receiving 
services until the incident 
investigation was completed? 

Administrative Review Information 

Administrative Review 
Summary 

If there was reason to suspect that a 
crime had been committed, was law 
enforcement contacted? 

Administrative Review Information 

Administrative Review 
Summary 

If there were injuries, wounds, illness 
to the individual that required prompt 
medication attention, did the 
individual receive the necessary 
treatment? 

Administrative Review Information 

Administrative Review 
Summary 

Investigation Determination Administrative Review Information 

Administrative Review 
Summary 

Please describe the assistance offered Administrative Review Information 

Administrative Review 
Summary 

Please explain (Based on the 
information provided in the CIR, is the 
initial incident category, correct?) 

Administrative Review Information 

Administrative Review 
Summary 

Please explain (Investigation 
Determination) 

Administrative Review Information 

Administrative Review 
Summary 

Victims’ assistance services offered Administrative Review Information 

Administrative Review 
Summary 

Was assistance offered to the alleged 
victim to protect the immediate and 
ongoing health, safety, and welfare of 
the individual (including victims 
services)? 

Administrative Review Information 

Administrative Review 
Summary 

Was the appropriate notification 
made related to the Adult Protective 
Services Act, Older Adult Protective 
Services Act and Child Line Protective 
Services Law? 

Administrative Review Information 

Administrative Review 
Summary 

Was the family/guardian/individual's 
designee notified of the incident 
within 24 hours? 

Administrative Review Information 

Concerns Identified by 
CI 

Are there any concerns about practice 
or policy identified by the 
investigator? 

Investigation Details 

Death Information Did other parties perform CPR? Death Information (Final Section) 

Death Information Did the individual have a diagnosed 
terminal illness? 

Death Information (Final Section) 

Death Information Did the provider initiate CPR? Death Information (Final Section) 
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EIM PAGE FIELD/QUESTION SUBJECT AREA 
Death Information If other, please specify (Did other 

parties perform CPR?) 
Death Information (Final Section) 

Death Information If other, please specify (Existing 
supplemental information) 

Death Information (Final Section) 

Death Information If other, please specify (Relationship 
to the deceased) 

Death Information (Final Section) 

Death Information If yes, please specify their name 
(Substitute Healthcare Decision 
Maker) 

Death Information (Final Section) 

Death Information Please indicate what supplemental 
information exists for this report 
(Forward hard copies of the available 
documents to the County and Region) 

Death Information (Final Section) 

Death Information Was an autopsy performed or will an 
autopsy be performed? 

Death Information (Final Section) 

Death Information Was an autopsy performed or will an 
autopsy be performed? 

Death Information (First Section) 

Death Information Was the coroner contacted? Death Information (Final Section) 

Death Information Was the individual in hospice care? Death Information (Final Section) 

Death Information Was there a Substitute Healthcare 
Decision Maker? 

Death Information (Final Section) 

Death Information What is the diagnosed terminal 
illness? 

Death Information (Final Section) 

Death Information  Did other parties perform CPR? Death Information (First Section) 

Death Information  Did the family refuse an autopsy? Death Information (Final Section) 

Death Information  Did the individual have a diagnosed 
terminal illness? 

Death Information (First Section) 

Death Information  Did the provider initiate CPR? Death Information (First Section) 

Death Information  If other, please specify (Did other 
parties perform CPR?) 

Death Information (First Section) 

Death Information  If other, please specify (What is the 
diagnosed terminal illness?) 

Death Information (First Section) 

Death Information  Relationship to the deceased Death Information (Final Section) 

Death Information  Was the coroner contacted? Death Information (First Section) 

Death Information  Was the individual in hospice care? Death Information (First Section) 

Death Information  Was there a hospitalization for this 
individual?  

Death Information (Final Section) 

Death Information  What is the diagnosed terminal 
illness? 

Death Information (First Section) 

Death Information 
(Final Section) 

Was a 'Do Not Resuscitate' order in 
effect? 

Death Information (Final Section) 

Death Information 
(Final Section) 

Was medical intervention information 
recorded in another incident in 
relation to this death incident? 

Death Information (Final Section) 
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EIM PAGE FIELD/QUESTION SUBJECT AREA 
Death Information 
(Final Section) 

Was this death a result of abuse or 
neglect? 

Death Information (Final Section) 

Death Information 
(First Section) 

Was a ‘Do Not Resuscitate’ order in 
effect? 

Death Information (First Section) 

Death Information 
(First Section) 

Was medical intervention information 
recorded in another incident in 
relation to this death incident? 

Death Information (First Section) 

Death Information  If other, please specify (What is the 
diagnosed terminal illness?) 

Death Information (Final Section) 

Documentary Evidence Were documents identified as 
evidence for this investigation? 

Investigation Details 

Documentary Evidence Title of document/evidence Investigation Details 

Documentary Evidence Collected Investigation Details 

Documentary Evidence Date and Time collected Investigation Details 

Documentary Evidence Description of identified documentary 
evidence (what is relevant about this 
piece of evidence, how did you obtain 
this evidence, etc.) 

Investigation Details 

Documentary Evidence Please add any additional information 
not captured above 

Investigation Details 

Follow-Up Actions 
Taken 

Were follow-up actions completed as 
a result of this incident? 

Program Office Review Details 

Follow-Up Actions 
Taken 

Follow-Up Action 
Program Office Review Details 

Follow-Up Actions 
Taken 

Description of the Follow-Up Action 
Program Office Review Details 

Follow-Up Actions 
Taken 

Completed/Expected Completion Date 
Program Office Review Details 

Follow-Up Actions 
Taken 

Responsible Party (First Name)  
Program Office Review Details 

Follow-Up Actions 
Taken 

Responsible Party (Last Name) 
Program Office Review Details 

Hospitalization 
Information 

Actual Date of Discharge Hospitalization Information 

Hospitalization 
Information 

Add additional information not 
captured above 

Hospitalization Information 

Hospitalization 
Information 

Admitting diagnosis Hospitalization Information 

Hospitalization 
Information 

Date of Admission Hospitalization Information 

Hospitalization 
Information 

Describe the person's current status 
(Select all that apply) 

Hospitalization Information 

Hospitalization 
Information 

Did you get the discharge instructions 
upon discharge? 

Hospitalization Information 
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EIM PAGE FIELD/QUESTION SUBJECT AREA 
Hospitalization 
Information 

Discharge diagnosis Hospitalization Information 

Hospitalization 
Information 

Hospital Name Hospitalization Information 

Hospitalization 
Information 

If other, please specify (What occurred 
during the hospitalization?) 

Hospitalization Information 

Hospitalization 
Information 

Was a follow-up appointment 
scheduled for post hospitalization with 
the medical professional? (Select all 
that apply) 

Hospitalization Information 

Hospitalization 
Information 

Was the admission from the 
Emergency Room? 

Hospitalization Information 

Hospitalization 
Information 

What changed for this person after 
discharge? (Select all that apply) 

Hospitalization Information 

Hospitalization 
Information 

What occurred during the 
hospitalization? Include follow-up or 
referral information. (Select all that 
apply) 

Hospitalization Information 

Hospitalization 
Information  

Was there a hospitalization for this 
individual?  

Hospitalization Information   

Incident Classification Assigned Certified Investigator Incident Detail - Initial 

Incident Classification Investigation Required? Incident Detail - Initial 

Incident Classification Choking/Falling Indicator Choking/Falling Indicator 

Incident Classification Determine if an Investigation is 
required 

Incident Detail - Initial 

Incident Classification Discovery Date and Time Incident Detail - Initial 

Incident Classification Has the Individual been notified of the 
incident? 

Incident Detail - Initial 

Incident Classification If no, please explain (Has the 
Individual been notified of the 
incident?) 

Incident Detail - Initial 

Incident Classification If no, please explain Incident Detail -Initial 

Incident Classification If no, please explain (Was the 
family/guardian/individual's designee 
notified of the incident?) 

Incident Detail - Initial 

Incident Classification If no, please explain (Was the incident 
referred to Protective Services 
Agencies?) 

Incident Detail - Initial 

Incident Classification If no, please explain (Were there 
targets identified?) 

Target Information 

Incident Classification Investigation will be conducted by Incident Detail - Initial 

Incident Classification Proceed with investigation? Incident Detail - Initial 

Incident Classification Reviewing Organization Incident Detail - Initial 

Incident Classification Waiver/Program Incident Detail - Initial 
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EIM PAGE FIELD/QUESTION SUBJECT AREA 
Incident Classification Was the family/guardian/individual's 

designee notified of the incident? 
Incident Detail - Initial 

Incident Classification Was the incident referred to Adult 
Protective Services (18-59 years of 
age)? 

Protective Services Agency 

Incident Classification Was the incident referred to Child 
Protective Services (0-17 years of 
age)? 

Protective Services Agency 

Incident Classification Was the incident referred to Older 
Adult Protective Services (60+ years of 
age)? 

Protective Services Agency 

Incident Classification Was there a medical intervention for 
this individual? 

Medical Intervention Information 

Incident Classification Were there targets identified? Target Information 

Incident Description 
(Individual and Site-
level Incidents) 

Address Line 1 Incident Description 

Incident Description 
(Individual and Site-
level Incidents) 

Address Line 2 Incident Description 

Incident Description 
(Individual and Site-
level Incidents) 

Address Line 3 Incident Description 

Incident Description 
(Individual and Site-
level Incidents) 

City Incident Description 

Incident Description 
(Individual and Site-
level Incidents) 

In what physical location did the event 
occur? 

Incident Description 

Incident Description 
(Individual and Site-
level Incidents) 

Is incident location known? Incident Description 

Incident Description 
(Individual and Site-
level Incidents) 

Location Name (if any) Incident Description 

Incident Description 
(Individual and Site-
level Incidents) 

Please describe in detail exactly what 
happened during the incident 
including dates, times, and all people 
involved including staff. Include all 
relevant details prior to, during, and 
after the incident. Indicate the current 
status of the individual 

Incident Description 
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Incident Description 
(Individual and Site-
level Incidents) 

State Incident Description 

Incident Description 
(Individual and Site-
level Incidents) 

Zip Code Incident Description 

Incident Description 
(Individual Incidents) 

Relationship of the incident location to 
the individual 

Incident Description 

Incident Description 
(Individual Incidents) 

What service delivery model was the 
person participating in when the event 
occurred? 

Incident Description 

Incident Description 
(Individual Incidents) 

What service/program was the person 
participating in when the event 
occurred? 

Incident Description 

Incident Description 
(Site-level Incidents) 

Please list all individuals involved Incident Description 

Incident Description 
(Site-level Incidents) 

Relationship of the incident location to 
the site 

Incident Description 

Incident Description - 
Site Level Incident 

Was the site closed due to fire? Incident Description 

Individual Detail  Incident Point Person  Individual Case Management Information 

Individual Information Address Line 1 Individual Contact Information 

Individual Information Address Line 2 Individual Contact Information 

Individual Information Address Line 3 Individual Contact Information 

Individual Information Ambulation Individual Case Management Information 

Individual Information Assigned SC Individual Case Management Information 

Individual Information Assigned SC Email  Individual Case Management Information  
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Individual Information Assigned SC Phone Individual Case Management Information 

Individual Information BSU Individual Demographics 

Individual Information Case Management System Individual Demographics 

Individual Information City Individual Contact Information 

Individual Information Date of Birth Individual Demographics 

Individual Information Email Individual Contact Information 

Individual Information Funding County/Joinder Individual Case Management Information 

Individual Information Gender Individual Demographics 

Individual Information Harry M. Litigation Individual Case Management Information 

Individual Information If yes, Interpreter is needed for Individual Case Management Information 

Individual Information Individual Name Individual Demographics 

Individual Information Is Interpreter Needed? Individual Case Management Information 

Individual Information Living Situation Individual Case Management Information 

Individual Information Living Situation Qualifier Individual Case Management Information 

Individual Information MCI Individual Demographics 
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Individual Information Needs Group Individual Case Management Information 

Individual Information Needs Level Individual Case Management Information 

Individual Information Other Special Needs Individual Case Management Information 

Individual Information Phone Number Individual Contact Information 

Individual Information Primary Language Individual Case Management Information 

Individual Information Primary Mode of Communication Individual Case Management Information 

Individual Information Program Diagnosis Individual Case Management Information 

Individual Information Region Individual Case Management Information 

Individual Information Residential County Individual Contact Information 

Individual Information SC Entity Name Individual Case Management Information 

Individual Information Special Indicator Individual Case Management Information 

Individual Information Specify if other language Individual Case Management Information 

Individual Information SSN Individual Demographics 

Individual Information State Individual Contact Information 

Individual Information Waiver/Program Individual Case Management Information 
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Individual Information Zip Code Individual Contact Information 

Initial Management 
Review 

Review Comments Initial Management Review 

Initial Management 
Review 

Were the actions taken to protect the 
individual's health, safety, and rights 
documented? 

Initial Management Review 

Initial Management 
Review 

Were the actions taken to protect the 
individual's health, safety, and rights 
prompt and adequate? 

Initial Management Review 

Initiator Information Email Initiator Information 

Initiator Information Initiator Name Initiator Information 

Initiator Information MPI (if applicable) Initiator Information 

Initiator Information Organization Initiator Information 

Initiator Information Organization Type Initiator Information 

Initiator Information Phone Number Initiator Information 

Investigation 
Assignment 

Assigned Investigator Program Office Investigation Assignment 

Investigation 
Assignment 

Concur with provider investigation? Program Office Investigation Assignment 

Investigation 
Assignment 

Does the incident require additional 
investigation? 

Program Office Investigation Assignment 

Investigation 
Assignment 

Has the family/guardian/individual’s 
designee been notified of the 
outcome of the investigation? 

Program Office Investigation Assignment 

Investigation 
Assignment 

Has the family/guardian/individual's 
designee been notified of the 
incident?  

Program Office Investigation Assignment 
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Investigation 
Assignment 

If no, please explain (Has the 
family/guardian been notified of the 
outcome of the investigation?) 

Program Office Investigation Assignment 

Investigation 
Assignment 

If no, please explain (Concur with 
provider investigation?) 

Program Office Investigation Assignment 

Investigation 
Assignment 

If the investigation was not approved, 
please provide comments 

Program Office Investigation Assignment 

Investigation 
Assignment 

Indicate County/Region Investigation 
Determination 

Program Office Investigation Assignment 

Investigation 
Assignment 

Indicate Region Investigation 
Determination  

Program Office Investigation Assignment 

Investigation 
Assignment 

Investigation Approval Status Program Office Investigation Assignment 

Investigation 
Assignment 

Proceed with Investigation? Program Office Investigation Assignment 

Investigation 
Information 

Briefly describe how potential 
witnesses were identified 

Investigation Details 

Investigation 
Information 

Date and Time of the visit Investigation Details 

Investigation 
Information 

Did the investigator visit the scene of 
the incident? 

Investigation Details 

Investigation 
Information 

Enter the primary investigatory 
question 

Investigation Details 

Investigation 
Information 

First Witness Statement Date and 
Time 

Investigation Details 

Investigation 
Information 

If the investigator was assigned more 
than 24 hours after the discovery 
date, then please explain 

Investigation Details 

Investigation 
Information 

If the last witness statement was more 
than 10 days after the first witness 
statement, please explain 

Investigation Details 

Investigation 
Information 

Incident Allegedly Occurred Date and 
Time  

Investigation Details 
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Investigation 
Information 

Incident Reported/Discovered Date 
and Time 

Investigation Details 

Investigation 
Information 

Information provided to the 
investigator at the time of the 
assignment 

Investigation Details 

Investigation 
Information 

Investigation Assignment Date and 
Time 

Investigation Details 

Investigation 
Information 

Investigation End Date Investigation Details 

Investigation 
Information 

Investigation Start Date Investigation Details 

Investigation 
Information 

Investigator Assigned Date and Time Investigation Details 

Investigation 
Information 

Investigatory questions that must be 
answered by the investigation 

Investigation Details 

Investigation 
Information 

Last Witness Statement Date and Time Investigation Details 

Investigation 
Information 

Please explain why the site scene was 
not visited (If no or site scene 
unavailable/unknown) 

Investigation Details 

Investigation 
Information 

Summary of investigator's findings Investigation Details 

Investigation 
Information (Provider 
Certified Investigator 
Report) 

Incident Allegedly Occurred Date Investigation Details 

Investigation 
Methodology 

CI Investigation Plan Investigation Details 

Investigation 
Methodology 

Did the CI interview the victim within 
24 hours of being assigned to the 
case? 

Investigation Details 

Investigation 
Methodology 

If no other documents were identified, 
please explain 

Investigation Details 
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Investigation 
Methodology 

If no, please explain (Did the CI 
interview the victim within 24 hours of 
being assigned to the case?)  

Investigation Details 

Investigation 
Methodology 

If no, please explain (Were all initial 
interviews attempted and/or 
completed within 10 days of the 
investigation being assigned?) 

Investigation Details 

Investigation 
Methodology 

If no targets were identified, please 
explain 

Investigation Details 

Investigation 
Methodology 

If physical evidence was not collected, 
photographed, or otherwise 
preserved, please explain 

Investigation Details 

Investigation 
Methodology 

If the victim was not the first witness 
interviewed, please explain 

Investigation Details 

Investigation 
Methodology 

If witness interviews were not 
attempted and/or completed, please 
explain 

Investigation Details 

Investigation 
Methodology 

Please enter any evidence that was 
collected for the investigation that 
was determined not to be relevant 

Investigation Details 

Investigation 
Methodology 

Were all initial interviews attempted 
and/or completed within 10 days of 
the investigation being assigned? 

Investigation Details 

Management Review 
Information 

Are the incident primary and 
secondary categories, correct? 

Program Office Review Details 

Management Review 
Information 

Comments/Recommendations Program Office Review Details 

Management Review 
Information 

Did the information contained in the 
incident report validate that the 
incident was reported promptly? 

Program Office Review Details 

Management Review 
Information 

If a protective services notification 
was received, was it accurately 
reflected within the incident report? 

Program Office Review Details 

Management Review 
Information 

If no, please explain (Did the 
information contained in the incident 
report validate that the incident was 
reported promptly?) 

Program Office Review Details 

Management Review 
Information 

If not approved, are revisions needed 
in the Certified Investigator Report? 

Program Office Review Details 
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Management Review 
Information 

If the incident report is not approved, 
please provide comments 

Program Office Review Details 

Management Review 
Information 

If the incident report is not approved, 
please select a reason 

Program Office Review Details 

Management Review 
Information 

Initial Incident Closure Date Program Office Review Details 

Management Review 
Information 

Is the discovery date accurate? Program Office Review Details 

Management Review 
Information 

Is this incident a result of abuse or 
neglect? 

Program Office Review Details 

Management Review 
Information 

Number of Days elapsed between 
Incident Creation and Initial Closure 

Program Office Review Details 

Management Review 
Information 

Review Approval Status Program Office Review Details 

Management Review 
Information 

Review Date Program Office Review Details 

Management Review 
Information 

Was a protective services notification 
received for this incident? 

Management Review Information 

Management Review 
Information 

Was the incident closed on time? Program Office Review Details 

Medical Intervention 
Information 

Additional Diagnosis Medical Intervention Information 

Medical Intervention 
Information 

Date of Intervention/Admission Medical Intervention Information 

Medical Intervention 
Information 

Discharge Diagnosis Medical Intervention Information 

Medical Intervention 
Information 

Discharge Date/Medical Intervention 
End Date 

Medical Intervention Information 

Medical Intervention 
Information 

Did you get the discharge instructions 
upon discharge? 

Medical Intervention Information 
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Medical Intervention 
Information 

Has the individual received any 
medical interventions in the last 48 
hours prior to this incident?  

Medical Intervention Information 

Medical Intervention 
Information 

If other, please specify: (What was 
provided during the event? (Select all 
that apply)) 

Medical Intervention Information 

Medical Intervention 
Information 

If no, please explain (Did you get the 
discharge instructions upon 
discharge?) 

Medical Intervention Information 

Medical Intervention 
Information 

If yes, please explain (Has the 
individual received any medical 
interventions in the last 48 hours prior 
to this incident)  

Medical Intervention Information 

Medical Intervention 
Information 

Initial Diagnosis Medical Intervention Information 

Medical Intervention 
Information 

Medical Provider/Center Name Medical Intervention Information 

Medical Intervention 
Information 

Please explain (What was the extent 
of treatment?) 

Medical Intervention Information 

Medical Intervention 
Information 

What was provided during the event? 
(Select all that apply) 

Medical Intervention Information 

Medical Intervention 
Information 

What was the extent of treatment? Medical Intervention Information 

Medication Error 
Information 

Additional Comments Medication Error 

Medication Error 
Information 

Did the error occur over multiple 
consecutive administrations? 

Medication Error 

Medication Error 
Information 

If other, please specify (What was the 
response to the error?) 

Medication Error 

Medication Error 
Information 

If other, please specify (What was/will 
be agency system response?) 

Medication Error 

Medication Error 
Information 

If other, please specify (Why did the 
error occur?) 

Medication Error 
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Medication Error 
Information 

Staff position of person giving 
medication 

Medication Error 

Medication Error 
Information 

What was or will be the agency system 
response to prevent this type of error 
from occurring in the future?  

Medication Error 

Medication Error 
Information 

What was the response to the error? 
(Select all that apply) 

Medication Error 

Medication Error 
Information 

What time did the medication error 
occur? 

Medication Error 

Medication Error 
Information 

Why did the error occur? (Select all 
that apply) 

Medication Error 

Medication List Please specify medications (Select 
'Yes' to proceed) 

Medication List 

Medication List What frequency is this medication 
given? 

Medication List 

Notification 
Information 

Has notification been made, or will 
notification be made? 

Notification Information 

Optionally Reportable 
Event Information 

Description Optionally Reportable Event Information 

Optionally Reportable 
Event Information 

Location Incident Occurred (Building 
Identification, Room Identification) 

Optionally Reportable Event Information 

Optionally Reportable 
Event Information 

Optional Field 1 Optionally Reportable Event Information 

Optionally Reportable 
Event Information 

Optional Field 2 Optionally Reportable Event Information 

Optionally Reportable 
Event Information 

Optional Field 3 Optionally Reportable Event Information 

Optionally Reportable 
Event Information 

Optional Field 4 Optionally Reportable Event Information 

Passive Neglect 
Information 
 

Have there been previous incident 
reports related to the current 

Passive and Self-Neglect Information 
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identified issue of passive or self-
neglect? 

Passive Neglect 
Information 

Is the ability to provide 
care/necessities beyond the control of 
the unpaid caregiver? 

Passive and Self-Neglect Information 

Passive Neglect 
Information 

Is this report the result of a caregiver's 
or provider's failure to implement a 
risk mitigation plan? 

Passive and Self-Neglect Information 

Passive Neglect 
Information 

Please explain (Is the ability to provide 
care/necessities beyond the control of 
the unpaid caregiver?) 

Passive and Self-Neglect Information 

Passive Neglect 
Information 

Please explain (Is this report the result 
of a caregiver's or provider's failure to 
implement a risk mitigation plan?) 

Passive and Self-Neglect Information 

Passive Neglect 
Information 

Was the caregiver, who was unable to 
provide care/necessities, a paid or 
unpaid caregiver? 

Passive and Self-Neglect Information 

Physical Evidence Was physical evidence identified, 
collected, photographed, or otherwise 
preserved? 

Investigation Details 

Physical Evidence Physical evidence identified Investigation Details 

Physical Evidence Collected/Preserved Investigation Details 

Physical Evidence Preserved via photo, diagram, video, 
other 

Investigation Details 

Physical Evidence Date and Time physical evidence 
collected/preserved 

Investigation Details 

Physical Evidence Description of identified physical 
evidence (what is relevant about this 
piece of evidence, how did you obtain 
this evidence, etc.) 

Investigation Details 

Physical Evidence Please add any additional information 
not captured above 

Investigation Details 

Preventative Corrective 
Action  

Completed Date  Corrective Action Description 
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Preventative Corrective 
Action  

Description of Preventative Corrective 
Action 

Corrective Action Description 

Preventative Corrective 
Action  

Preventative Corrective Action  Corrective Action Description  

Preventative Corrective 
Action  

Responsible Party (First Name)  Corrective Action Description 

Preventative Corrective 
Action  

Responsible Party (Last Name)  Corrective Action Description 

Preventative Corrective 
Action 

Risk Mitigation Plan Details Corrective Action Description 

Provider Information Address Line 1 Provider Contact (Initial) 

Provider Information Address Line 2 Provider Contact (Initial) 

Provider Information Address Line 3 Provider Contact (Initial) 

Provider Information City Provider Contact (Initial) 

Provider Information County Provider Contact (Initial) 

Provider Information Email Provider Contact (Initial) 

Provider Information Email  Provider Contact (Initial) 

Provider Information If other, please specify (Relationship 
to the individual) 

Provider Contact (Initial) 

Provider Information Immediate Contact (First Name) Provider Contact (Initial) 

Provider Information Immediate Contact (Last Name) Provider Contact (Initial) 
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Provider Information Initial Reporter First Name Provider Contact (Initial) 

Provider Information Initial Reporter Last Name Provider Contact (Initial) 

Provider Information MPI Provider Demographics (Initial) 

Provider Information Name Provider Demographics (Initial) 

Provider Information Phone Provider Contact (Initial) 

Provider Information Phone  Provider Contact (Initial) 

Provider Information Relationship to the individual Provider Contact (Initial) 

Provider Information Service Location ID Provider Demographics (Initial) 

Provider Information Service Location Name Provider Demographics (Initial) 

Provider Information Service Location Provider Type Provider Demographics (Initial) 

Provider Information Service Location Specialty Provider Demographics (Initial) 

Provider Information State Provider Contact (Initial) 

Provider Information Zip Code Provider Contact (Initial) 

Restraint Information Antecedent Restraint Information 

Restraint Information Authorizing Staff (First Name) Restraint Information 
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Restraint Information Authorizing Staff (Last Name) Restraint Information 

Restraint Information Description Restraint Information 

Restraint Information Has this person had more than two 
emergency restraints in the past 6 
months? 

Restraint Information 

Restraint Information If no, please explain (Is there 
documentation that all staff involved 
were trained) 

Restraint Information 

Restraint Information If other, please specify (Restraint 
reason) 

Restraint Information 

Restraint Information If other, please specify (Antecedent) Restraint Information 

Restraint Information If yes, please specify (Was the person 
injured as a result of the use of a 
restraint?) 

Restraint Information 

Restraint Information Is there documentation that all staff 
involved were trained on the 
behavioral support plan that was in 
place at the time of the incident that 
included this restraint? 

Restraint Information 

Restraint Information Please specify debriefing activities or 
explain why debriefing activities were 
not completed 

Restraint Information 

Restraint Information Restraint Duration (minutes) Restraint Information  

Restraint Information Restraint Reason Restraint Information 

Restraint Information Restraint Technique Restraint Information 

Restraint Information Time In Restraint Information 

Restraint Information Time Out Restraint Information 
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Restraint Information Was a prone (face down) position 

used during this Restraint? 
Restraint Information 

Restraint Information Was the person injured as a result of 
the use of a restraint? 

Restraint Information 

Restraint Information Was the restraint duration less than 
one minute? 

Restraint Information 

Restraint Information Was the Restraint part of an approved 
Restrictive Procedure Plan (RPP)? 

Restraint Information 

Restraint Information Was this an improper use of restraint? Restraint Information 

Restraint Information Was this an unauthorized use of 
restraint? 

Restraint Information 

Restraint Information Were debriefing activities completed 
as part of this restraint? 

Restraint Information 

Restraint Information What service delivery model was the 
person participating in when the event 
occurred? 

Restraint Information 

Restraint Information What service/program was the person 
participating in when the event 
occurred? 

Restraint Information 

Restraint - Parties 
Involved 

Please specify parties present during 
the incident (Select 'Yes' to proceed) 

Restraint Information 

 
Restraint - Parties 
Involved 

Party Involved (First Name) Restraint Information 

Restraint - Parties 
Involved 

Party Involved (Last Name) Restraint Information 

Restraint - Parties 
Involved 

Role Restraint Information 

Self-Neglect 
Information 

Explain how the action or lack of 
action resulted in a type of self-
neglect 

Passive and Self-Neglect Information 

Self-Neglect 
Information 

Have there been previous incident 
reports related to the current 
identified issue of self-neglect?  

Passive and Self-Neglect Information 



Office of Developmental Programs 

288 | P a g e  
 
 

EIM PAGE FIELD/QUESTION SUBJECT AREA 
Self-Neglect 
Information 

Is the incident due to an action or lack 
of action by the individual upon 
themselves? 

Passive and Self-Neglect Information 

Self-Neglect 
Information 

Is this report the result of a caregiver's 
or provider's failure to implement a 
risk mitigation plan?  

Passive and Self-Neglect Information 

Self-Neglect 
Information 

Please explain (Is the incident due to 
an action or lack of action by an 
individual upon themselves?) 

Passive and Self-Neglect Information 

Self-Neglect 
Information 

Please explain (Is this report the result 
of a caregiver's or provider's failure to 
implement a risk mitigation plan?) 

Passive and Self-Neglect Information 

Suicide Attempt 
Information 

Does the individual have a BSP 
(Behavioral Support Plan) component 
of the ISP? 

Suicide Attempt Information 

Suicide Attempt 
Information 

Does the individual have a SEEN 
(Social Emotional Environmental 
Needs) component of the ISP? 

Suicide Attempt Information 

Suicide Attempt 
Information 

Does the individual have access to 
medications and/or medical support? 

Suicide Attempt Information 

Suicide Attempt 
Information 

Has the individual been attending 
medical appointments regularly? 

Suicide Attempt Information 

Suicide Attempt 
Information 

Has the individual been taking 
medications regularly? 

Suicide Attempt Information 

Suicide Attempt 
Information 

Has the individual participated in the 
development of a contract for safety? 

Suicide Attempt Information 

Suicide Attempt 
Information 

Is there a treating psychiatrist or 
clinical psychologist? 

Suicide Attempt Information 

Suicide Attempt 
Information 

Was the individual's suicidal act in 
furtherance or connected to an earlier 
threat? 

Suicide Attempt Information 

Summary of CI's 
findings 

Findings continued Investigation Details 

Summary of CI's 
findings 

Summary of Investigator's findings Investigation Details 

Target Information If other, please specify (Target 
Relationship to the Individual) 

Target Information 
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Target Information If other, please specify (What is the 

current status if target is identified?) 
Target Information 

Target Information Target Identifier Target Information 

Target Information Target Relationship to the Individual Target Information 

Target Information What is the current status if target is 
identified? 

Target Information 

Target Information – 
Final Section 

Optional Comment Target Information 

Target Information – 
Final Section 

Were there targets identified? Target Information 

Target Information -
First Section 

Nature of the separation Target Information 

Target Information – 
First Section 

Please select 'Yes' to add Target 
Information 

Target Information 

Testimonial Evidence Agency Title (or Family Role)   Investigation Details 

Testimonial Evidence Interview completed in person  Investigation Details 

Testimonial Evidence Interview Date and Time  
 

Investigation Details 

Testimonial Evidence Please add any additional information 
not captured above 
 

Investigation Details 

Testimonial Evidence 
Relationship to the Individual 
 

Investigation Details 

Testimonial Evidence Summary of relevant information from 
witness statement and attempts at 
interview 

Investigation Details 

Testimonial Evidence Type of interview  
 

Investigation Details 
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Testimonial Evidence Was this person identified as an 

alleged target for this incident? 
Investigation Details 

Testimonial Evidence Were witness interviews attempted 
and/or completed? 

Investigation Details 

Testimonial Evidence Witness First Name Investigation Details 

Testimonial Evidence Witness Identifier (in an effort to 
protect identity) 

Investigation Details 

Testimonial Evidence Witness Last Name Investigation Details 

Verification of Incident 
Classification 

As a result of a Not Approved 
Management Review, summarize 
updates, clarifications, and corrections 

Incident Detail - Final 

Verification of Incident 
Classification 

Assigned Certified Investigator Incident Detail - Final 

Verification of Incident 
Classification 

Certified Investigation Required? Incident Detail - Final 

Verification of Incident 
Classification 

Choking/Falling Indicator Choking/Falling Indicator 

Verification of Incident 
Classification 

Determine if an Investigation is 
required 

Incident Detail - Final 

Verification of Incident 
Classification 

Has the family/guardian been notified 
of the outcome of the investigation? 

Incident Detail - Final 

Verification of Incident 
Classification 

Has the family/guardian/individual’s 
designee been notified of the findings 
and actions taken as a result of the 
incident as well as the investigation 
determination, if applicable?  

Incident Detail - Final 

Verification of Incident 
Classification 

Has the Individual been notified of the 
findings and actions taken as a result 
of the incident as well as the 
investigation determination, if 
applicable? 

Incident Detail - Final 
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Verification of Incident 
Classification 

If no, please explain (Has the 
Individual been notified of the findings 
and actions taken as a result of the 
incident as well as the investigation 
determination, if applicable?) 

Incident Detail - Final 

Verification of Incident 
Classification 

If no targets were identified, please 
explain 

Target Information 

Verification of Incident 
Classification 

If no, please explain Incident Detail - Final 

Verification of Incident 
Classification 

If no, please explain (Has the 
family/guardian/individual’s designee 
been notified of the findings and 
actions taken as a result of the 
incident as well as the investigation 
determination, if applicable?) 

Incident Detail - Final 

Verification of Incident 
Classification 

If no, please explain (Was the incident 
referred to Protective Services 
Agencies?) 

Incident Detail - Final 

Verification of Incident 
Classification 

Indicate provider investigation 
determination 

Incident Detail - Final 

Verification of Incident 
Classification 

Investigation Required? Incident Detail - Final 

Verification of Incident 
Classification 

Investigation will be conducted by Incident Detail - Final 

Verification of Incident 
Classification 

Please explain Incident Detail - Final 

Verification of Incident 
Classification 

Proceed with Investigation? Incident Detail - Final 

Verification of Incident 
Classification 

Reason for Reclassification (if 
applicable) 

Incident Detail - Final 

Verification of Incident 
Classification 

Review Organization Incident Detail - Final 

Verification of Incident 
Classification 

Was the incident referred to Adult 
Protective Services (18-59 years of 
age)? 

Protective Services Agency 



Office of Developmental Programs 

292 | P a g e  
 
 

EIM PAGE FIELD/QUESTION SUBJECT AREA 
Verification of Incident 
Classification 

Was the incident referred to Child 
Protective Services (0-17 years of 
age)? 

Protective Services Agency 

Verification of Incident 
Classification 

Was the incident referred to Older 
Adult Protective Services (60+ years of 
age)? 

Protective Services Agency 

Verification of Incident 
Classification 

Was there a medical intervention for 
this individual? 

Medical Intervention Information 

Verification of Incident 
Classification 

Was the incident referred to Adult 
Protective Services (18-59 years of 
age)? 

Protective Services Agency 

Verification of Incident 
Classification 

Was the incident referred to Child 
Protective Services (0-17 years of 
age)? 

Protective Services Agency 

Verification of Incident 
Classification 

Was the incident referred to Older 
Adult Protective Services (60+ years of 
age)? 

Protective Services Agency 

Verification of Incident 
Classification 

Was there a medical intervention for 
this individual? 

Medical Intervention Information 

Verification of Provider 
Information 

Address Line 1 Provider Contact (Final) 

Verification of Provider 
Information 

Address Line 2 Provider Contact (Final) 

Verification of Provider 
Information 

Address Line 3 Provider Contact (Final) 

Verification of Provider 
Information 

City Provider Contact (Final) 

Verification of Provider 
Information 

County Provider Contact (Final) 

Verification of Provider 
Information 

Email Provider Contact (Final) 

Verification of Provider 
Information 

Address Line 1 Provider Contact (Final) 

Verification of Provider 
Information 

Address Line 2 Provider Contact (Final) 
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Verification of Provider 
Information 

Address Line 3 Provider Contact (Final) 

Verification of Provider 
Information 

City Provider Contact (Final) 

Verification of Provider 
Information 

County Provider Contact (Final) 

Verification of Provider 
Information 

Email Provider Contact (Final) 

Verification of Provider 
Information 

MPI Provider Demographics (Final) 

Verification of Provider 
Information 

Name Provider Demographics (Final) 

Verification of Provider 
Information 

Phone Provider Contact (Final) 

Verification of Provider 
Information 

Service Location ID Provider Demographics (Final) 

Verification of Provider 
Information 

Service Location Name Provider Demographics (Final) 

Verification of Provider 
Information 

Service Location Provider Type Provider Demographics (Final) 

Verification of Provider 
Information 

Service Location Specialty Provider Demographics (First) 

Verification of Provider 
Information 

Service Location Specialty Provider Demographics (Final) 

Verification of Provider 
Information 

State Provider Contact (Final) 

Verification of Provider 
Information 

Zip Code Provider Contact (Final) 

Witness Information Were there witnesses to the incident? Witness Information 
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11.3 Acronyms 

Term Description of Term 

AE Administrative Entity  

AR Administrative Review 

BSASP Bureau of Autism and Special Populations 

BSP Behavioral Support Plan 

BSU Base Service Units 

CI Certified Investigator 

CIPR Certified Investigator Peer Review 

CIR Certified Investigator Report 

COVID-19 Coronavirus Disease - 2019 

CPR Cardiopulmonary Resuscitation    

DHS Department of Human Services 

DNR Do Not Resuscitate 

EIM Enterprise Incident Management 

EMS Emergency Medical Service 

ER Emergency Room 

FEIN Federal Employer Identification Number 

HCSIS Home and Community Services Information System 

ID Identifier 

ID/A Intellectual Disabilities/Autism 

ISP Individual Support Plan 

LMS Learning Management System 

MB Megabyte 

MCI Master Client Index 

MPI Master Provider Index 
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N/A Not Applicable 

ODP Office of Developmental Programs 

ORE Optionally Reportable Events 

PCP Primary Care Provider 

PDF (file) Portable Document Format 

RPP Restrictive Procedure Plan 

SC Supports Coordinator 

SCO Supports Coordination Organization 

SEEN Social Emotional Environmental Needs 

SSN Social Security Number 

USEC Unified Security 

URL Uniform Resource Locator 

 

 


